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Overview

The TMS470M Series of microcontrollers is an interconnect platform, which defines the interface between
the CPUs and the modules. The platform is independent of a CPU and can be used with any ARM CPU. The
system bus protocol used for the CPU interconnect varies per CPU as needed to maximize performance and
minimize silicon area.

The ARM CPU is interconnected with the rest of the device via the Switched Central Resource, or SCR (see
section 3.2). The SCR allows an interconnection also with other bus masters such as the slave modules,
which includes the RAM (see section 5.1), the CRC module (see section 9.1), the peripheral bus bridge (see
section 3.4).

All peripherals are connected to the peripheral bridge that allows the conversion from the system bus protocol
to the peripheral bus protocol. The bridge also separates the system bus clock domain from the peripheral
bus clock domain. The peripheral decoding and muxing are done within the Peripheral Central Resource
(PCR) module (see section 3.4) that is attached to the peripheral bridge.

The SYSTEM module is accessible from the peripheral bus and contain all the register needed for the setting
of the device [clock ratios, phase-locked loop (PLL) module, etc.] as well as the status flag of the system
(exceptions sources, device ID, etc.) (see section 1.4).

The interrupts generated by the different sources are handled by the vector interrupt manager (M3VIM)
module. The M3VIM allows backward compatibility with the TMS470R1x family and allows new vectored
interrupt capability to decrease the interrupt latency (see section 8.1 for more information).

The TMS470M Series of devices incorporate a real-time interrupt (RTI) module specifically designed to
support time-triggered operating systems and real-time operating systems (see section 16.1 for more
information).

18
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1.2 Block Diagrams

The following sections present general block diagrams of the TMS470M Series in commonly used
configurations.

1.21 TMS470M Series with ARM Cortex M3 CPU

The ARM Cortex M3 CPU has three 32b extended AMBA AHB bus interfaces to memory. The ICODE bus
handles instruction fetch from program memory and SRAM. The DCODE bus handles data fetch from
program memory and SRAM. The SYSTEM bus handles peripheral transactions and may process
instructions or data.

Figure 1-1 shows a generic TMS470M Series Microcontroller using an ARM Cortex M3 CPU.. The CPU is
connected to the switched central resource. The switched central resource is a 64-bit bus matrix allowing
multiple transactions per cycle. This version has the following features:

» A unified SCR allows all bus masters access to memories and peripherals.
» This configuration allows internal memory as well as an extension to external memory.

Figure 1-1. Block Diagram with ARM Cortex M3 CPU

Cortex M3 Domain Peripheral Domain
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Memory Mapping
1.3 Memory Mapping
The TMS470M Series has several options for memory mapping, described in the following sections.

1.3.1 Internal Program Memory

When using internal program memory, the memory mapping has three main blocks, which are decoded in
the bus matrix decoders:

* Internal memory frame
— eSRAM frame
— CRC frame
— Peripheral frame
The internal memory interface integrates a sub-decoder to provide one internal chip-select of 16 MB.

The eSRAM wrapper by construction allows a multiple eSRAM bank implementation from 8K byte up to 256K
byte. The decoder allows two SRAM wrappers to be connected and a reserved space for two additional
SRAM wrappers. Each eSRAM wrappers are mapped within a 64 Mbyte frame.

The peripheral bridge decodes up to 32 peripheral selects and 64 peripheral memory selects. It also decodes
the address to access the system registers (Interrupt, RTI) and system memaories.

A peripheral is classified either into PCS (peripheral memory chip select) or PS (peripheral select). PCS is
used for peripheral memory accesses and PS is used for peripheral register accesses.

PCS and PS are subdivided into two groups: system peripherals and non-system peripherals. Accesses to
system PCS are always configured in privileged mode. Accesses to system PS are specified in the peripheral
user guide. For access types generated by each bus master, refer to the specification of the bus master.
Figure 1-2 lists the system peripherals and their base addresses.

Note:
For clarity, Figure 1-2 does not show the quadrant of all the peripheral selects (PSs).
PS 1to PS 31 also have 4 quadrants of 256 bytes.

Note:
The memory map is device specific, based on configuration of the device. Refer to the
device data sheet for available components and memory frames.

Figure 1-2. Memory Map

Frame Name Start Address End Address Size Data Access

Internal Memory CS

nCSO 0x0000 0000 OxO00FF FFFF 16 Mbytes 8/16/32/64
External Memory CS

nCS1 0x6000 0000 0x603F FFFF 4 Mbytes 8/16/32/64
nCS2 0x6040 0000 0x607F FFFF 4 Mbytes 8/16/32/64
nCS3 0x6080 0000 0x60BF FFFF 4 Mbytes 8/16/32/64
nCS4 0x60C0 0000 O0x60FF FFFF 4 Mbytes 8/16/32/64
nCS5 0x6100 0000 O0x61FF FFFF 16 Mbytes 8/16/32/64
nCS6 0x6200 0000 0x62FF FFFF 16 Mbytes 8/16/32/64
nCS7 0x6300 0000 Ox64FF FFFF 32 Mbytes 8/16/32/64
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Figure 1-2. Memory Map (Continued)

Frame Name Start Address End Address Size Data Access
eSRAM
CSRAMO 0x0800 0000 OxOBFF FFFF 64 Mbytes 8/16/32/64
CSRAM1 0x0C00 0000 OXOFFF FFFF 64 Mbytes 8/16/32/64
Res. CSRAM2/Boot ROM 0x1000 0000 0x13FF FFFF 64 Mbytes 8/16/32/64
Reserved CSRAM3 0x1400 0000 Ox17FF FFFF 64 Mbytes 8/16/32/64
Flash SWAP location
nCS0 0x1800 0000 Ox1FFF FFFF 128 Mbytes 8/16/32/64
S";\‘/Sige’:)i"or frame (Cortex R4 0x2000 0000 OX5FFF FFFF
Reserved 0x7000 0000 OxDFFF FFFF
Reserved ARM v7M SCS
Private Peripheral Bus 0xE000 0000 OXEOOF FFFF 1 Mbyte 8/16/32
Reserved 0xE010 0000 OXFCFF FFFF
DSP (HPI)
HPI frame 0xFDO0 0000 OXFDFF FFFF 16 Mbytes 8/16/32
CRC
CRC frame O0xFEO0O0 0000 OXFEFF FFFF 16 Mbytes 8/16/32/64
Peripheral Memory CS
PCSO 0xFF00 0000 OxFFO1 FFFF 128K bytes 8/16/32
PCS1 0xFF02 0000 O0xFF03 FFFF 128K bytes 8/16/32
PCS2 0xFF04 0000 O0xFFO05 FFFF 128K bytes 8/16/32
PCS3 OxFFO06 0000 OxFFO7 FFFF 128K bytes 8/16/32
PCS4 OxFFO08 0000 OxFFO09 FFFF 128K bytes 8/16/32
PCS5 OxFFOA 0000 OXFFOB FFFF 128K bytes 8/16/32
PCsS6 OxFFOC 0000 OXxFFOD FFFF 128K bytes 8/16/32
PCS7 OxFFOE 0000 OxFFOF FFFF 128K bytes 8/16/32
PCS8 OxFF10 0000 OxFF11 FFFF 128K bytes 8/16/32
PCS9 OxFF12 0000 OxFF13 FFFF 128K bytes 8/16/32
PCS10 OxFF14 0000 OxFF15 FFFF 128K bytes 8/16/32
PCS11 OxFF16 0000 OxFF17 FFFF 128K bytes 8/16/32
PCs12 OxFF18 0000 OxFF19 FFFF 128K bytes 8/16/32
PCsS13 OxFF1A 0000 OxFF1B FFFF 128K bytes 8/16/32
PCS14 OxFF1C 0000 OXFF1D FFFF 128K bytes 8/16/32
PCS15 OxFF1E 0000 OxFF1F FFFF 128K bytes 8/16/32
PCS16 0xFF20 0000 OxFF21 FFFF 128K bytes 8/16/32
PCS17 OxFF22 0000 OxFF23 FFFF 128K bytes 8/16/32
PCS18 0xFF24 0000 OxFF25 FFFF 128K bytes 8/16/32
PCS19 OxFF26 0000 OxFF27 FFFF 128K bytes 8/16/32
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Figure 1-2. Memory Map (Continued)

Frame Name Start Address End Address Size Data Access

PCS20 O0xFF28 0000 OxFF29 FFFF 128K bytes 8/16/32
PCS21 OxFF2A 0000 OxFF2B FFFF 128K bytes 8/16/32
PCS22 OxFF2C 0000 OxFF2D FFFF 128K bytes 8/16/32
PCS23 OxFF2E 0000 OXFF2F FFFF 128K bytes 8/16/32
PCS24 OxFF30 0000 OxFF31 FFFF 128K bytes 8/16/32
PCS25 0xFF32 0000 OxFF33 FFFF 128K bytes 8/16/32
PCS26 0xFF34 0000 OxFF35 FFFF 128K bytes 8/16/32
PCS27 O0xFF36 0000 OxFF37 FFFF 128K bytes 8/16/32
PCS28 O0xFF38 0000 OxFF39 FFFF 128K bytes 8/16/32
PCS29 OxFF3A 0000 OxFF3B FFFF 128K bytes 8/16/32
PCS30 OxFF3C 0000 OxFF3D FFFF 128K bytes 8/16/32
PCS31 OxFF3E 0000 OXFF3F FFFF 128K bytes 8/16/32
PCS32 0xFF40 0000 OxFF41 FFFF 128K bytes 8/16/32
PCS33 0xFF42 0000 OxFF43 FFFF 128K bytes 8/16/32
PCS34 OxFF44 0000 OxFF45 FFFF 128K bytes 8/16/32
PCS35 O0xFF46 0000 OxFF47 FFFF 128K bytes 8/16/32
PCS36 0xFF48 0000 OxFF49 FFFF 128K bytes 8/16/32
PCS37 OxFF4A 0000 OxFF4B FFFF 128K bytes 8/16/32
PCS38 OxFF4C 0000 OxFF4D FFFF 128K bytes 8/16/32
PCS39 OxFF4E 0000 OXFF4F FFFF 128K bytes 8/16/32
PCS40 0xFF50 0000 OxFF51 FFFF 128K bytes 8/16/32
PCs41 0xFF52 0000 OxFF53 FFFF 128K bytes 8/16/32
PCS42 0xFF54 0000 OXFF55 FFFF 128K bytes 8/16/32
PCS43 O0xFF56 0000 OxFF57 FFFF 128K bytes 8/16/32
PCS44 O0xFF58 0000 OxFF59 FFFF 128K bytes 8/16/32
PCS45 OxFF5A 0000 OxFF5B FFFF 128K bytes 8/16/32
PCS46 OxFF5C 0000 OxFF5D FFFF 128K bytes 8/16/32
PCS47 OxFF5E 0000 OXFF5F FFFF 128K bytes 8/16/32
PCS48 O0xFF60 0000 OxFF61 FFFF 128K bytes 8/16/32
PCS49 O0xFF62 0000 OxFF63 FFFF 128K bytes 8/16/32
PCS50 OxFF64 0000 OxFF65 FFFF 128K bytes 8/16/32
PCS51 0xFF66 0000 OxFF67 FFFF 128K bytes 8/16/32
PCS52 O0xFF68 0000 OxFF69 FFFF 128K bytes 8/16/32
PCS53 OxFF6A 0000 OxFF6B FFFF 128K bytes 8/16/32
PCS54 OxFF6C 0000 OXFF6E FFFF 128K bytes 8/16/32
PCS55 OxFF6E 0000 OxFF6F FFFF 128K bytes 8/16/32
PCS56 0xFF70 0000 OxFF71 FFFF 128K bytes 8/16/32
PCS57 OxFF72 0000 OxFF73 FFFF 128K bytes 8/16/32
PCS58 0xFF74 0000 OXFF75 FFFF 128K bytes 8/16/32
PCS59 OxFF76 0000 OxFF77 FFFF 128K bytes 8/16/32
PCS60 OxFF78 0000 OxFF79 FFFF 128K bytes 8/16/32
PCS61 OxFF7A 0000 OXFF7B FFFF 128K bytes 8/16/32
PCS62 OxFF7C 0000 OXFF7D FFFF 128K bytes 8/16/32
PCS63 OxFF7E 0000 OXFF7F FFFF 128K bytes 8/16/32
Reserved 0xFF80 0000 OxFFOF 7FFF
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Figure 1-2. Memory Map (Continued)
Frame Name Start Address End Address Size Data Access
CoreSight Debug
CSCSO0 (Debug ROM) OxFFAO 0000 OxFFAO OFFF 4K bytes 8/16/32
CSCs1 O0xFFAO 1000 OxFFAO 1FFF 4K bytes 8/16/32
CSCS2 O0xFFAO 2000 OxFFAO 2FFF 4K bytes 8/16/32
CSCS3 OxFFAO 3000 OxFFAO 3FFF 4K bytes 8/16/32
CSCs4 OxFFAO 4000 OxFFAO 4FFF 4K bytes 8/16/32
CSCS5 OxFFAOQ 5000 OxFFAO 5FFF 4K bytes 8/16/32
CSCS6 OxFFAO 6000 OxFFAO 6FFF 4K bytes 8/16/32
CSCS7 OxFFAO 7000 OxFFAO 7FFF 4K bytes 8/16/32
CSCsS8 O0xFFAO 8000 OxFFAO 8FFF 4K bytes 8/16/32
CSCS9 O0xFFAO 9000 OxFFAO 9FFF 4K bytes 8/16/32
CSCS10 OxFFAO AO0O OxFFAO AFFF 4K bytes 8/16/32
CSCs11 OxFFAO BOOO OxFFAO BFFF 4K bytes 8/16/32
CSCs12 OxFFAO C000 OXFFAO CFFF 4K bytes 8/16/32
CSCS13 OxFFAO D000 OxFFAO DFFF 4K bytes 8/16/32
CSCS14 OxFFAO EOOO0 OxFFAO EFFF 4K bytes 8/16/32
CSCS15 OxFFAO FO00 OxFFAO FFFF 4K bytes 8/16/32
CSCS16 OxFFA1 0000 OxFFA1 OFFF 4K bytes 8/16/32
CSCs17 OxFFA1 1000 OxFFAl 1FFF 4K bytes 8/16/32
CSCs18 OxFFA1 2000 OxFFAl 2FFF 4K bytes 8/16/32
CSCs19 OxFFA1 3000 OxFFA1 3FFF 4K bytes 8/16/32
CSCS20 OxFFA1 4000 OxFFAL 4FFF 4K bytes 8/16/32
CSCs21 OxFFA1 5000 OxFFA1 5FFF 4K bytes 8/16/32
CSCS22 OxFFA1 6000 OxFFALl 6FFF 4K bytes 8/16/32
CSCS23 OxFFA1 7000 OxFFAl 7FFF 4K bytes 8/16/32
CSCS24 OxFFA1 8000 OxFFA1 8FFF 4K bytes 8/16/32
CSCS25 OxFFA1 9000 OxFFAl 9FFF 4K bytes 8/16/32
CSCS26 OxFFA1 AOOO OxFFAl AFFF 4K bytes 8/16/32
CSCS27 OxFFA1 BOOO OxFFALl BFFF 4K bytes 8/16/32
CSCS28 OxFFA1 C000 OxXFFAL1l CFFF 4K bytes 8/16/32
CSCS29 OxFFA1 D000 OxFFAL1 DFFF 4K bytes 8/16/32
CSCS30 OxFFA1 EOOO OxFFAl EFFF 4K bytes 8/16/32
CSCS31 OxFFA1 FO0OO0 OxFFA1l FFFF 4K bytes 8/16/32
Reserved (Future Debug) 0xFFA2 0000 OxFFAF FFFF
Reserved OxFFBO 0000 OXFFF7 7FFF
Peripheral Select
PS 31 OxFFF7 8000 OxFFF7 83FF 1K bytes 8/16/32
PS 30 OxFFF7 8400 OxFFF7 87FF 1K bytes 8/16/32
PS 29 OxFFF7 8800 OxFFF7 8BFF 1K bytes 8/16/32
PS 28 OxFFF7 8C00 OxFFF7 8FFF 1K bytes 8/16/32
PS 27 OxFFF7 9000 OxFFF7 93FF 1K bytes 8/16/32
PS 26 OxFFF7 9400 OxFFF7 97FF 1K bytes 8/16/32
PS 25 OxFFF7 9800 OxFFF7 9BFF 1K bytes 8/16/32
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Figure 1-2. Memory Map (Continued)

Frame Name Start Address End Address Size Data Access

PS 24 OxFFF7 9C00 OxFFF7 9FFF 1K bytes 8/16/32
PS 23 OxFFF7 AOOO OxXFFF7 A3FF 1K bytes 8/16/32
PS 22 OxFFF7 A400 OxFFF7 ATFF 1K bytes 8/16/32
PS 21 OxFFF7 A800 OXFFF7 ABFF 1K bytes 8/16/32
PS 20 OxFFF7 ACO0 OxFFF7 AFFF 1K bytes 8/16/32
PS 19 OxFFF7 BO0O OxFFF7 B3FF 1K bytes 8/16/32
PS 18 OxFFF7 B400 OxFFF7 B7FF 1K bytes 8/16/32
PS 17 OxFFF7 B80O OxFFF7 BBFF 1K bytes 8/16/32
PS 16 OxFFF7 BCOO OxFFF7 BFFF 1K bytes 8/16/32
PS 15 OxFFF7 C000 OxFFF7 C3FF 1K bytes 8/16/32
PS 14 OxFFF7 C400 OxFFF7 C7FF 1K bytes 8/16/32
PS 13 OxFFF7 C800 OxXFFF7 CBFF 1K bytes 8/16/32
PS 12 OxFFF7 CCO00 OXFFF7 CFFF 1K bytes 8/16/32
PS 11 OxFFF7 D000 OxFFF7 D3FF 1K bytes 8/16/32
PS 10 OxFFF7 D400 OxFFF7 D7FF 1K bytes 8/16/32
PS 9 OxFFF7 D800 OxFFF7 DBFF 1K bytes 8/16/32
PS8 OxFFF7 DCOO OXFFF7 DFFF 1K bytes 8/16/32
PS7 OxFFF7 EOOO OxFFF7 E3FF 1K bytes 8/16/32
PS 6 OxFFF7 E400 OxFFF7 ETFF 1K bytes 8/16/32
PS5 OxFFF7 E800 OxFFF7 EBFF 1K bytes 8/16/32
PS4 OxFFF7 EC00 OxFFF7 EFFF 1K bytes 8/16/32
PS3 OxFFF7 FOOO0 OxFFF7 F3FF 1K bytes 8/16/32
PS 2 OxFFF7 F400 OXFFF7 F7FF 1K bytes 8/16/32
PS1 OxFFF7 F800 OxFFF7 FBFF 1K bytes 8/16/32
PS 0 Quadrant 0 OxFFF7 FCO0 OxFFF7 FCFF 256 bytes 8/16/32
PS 0 Quadrant 1 OxFFF7 FDOO OxXFFF7 FDFF 256 bytes 8/16/32
PS 0 Quadrant 2 OxFFF7 FEOO OxFFF7 FEFF 256 bytes 8/16/32
PS 0 Quadrant 3 OxFFF7 FFOO OxFFF7 FFFF 256 bytes 8/16/32
SYSTEM Peripherals

Reserved O0xFFF8 0000 OxFFF8 OFFF 4K bytes 8/16/32
Reserved OxFFF8 1000 OXFFFF 1FFF 4K bytes 8/16/32
VIM RAM OxFFF8 2000 OxFFF8 2FFF 4K bytes 8/16/32
Reserved OxFFF8 3000 OxFFF8 3FFF 4K bytes 8/16/32
Reserved OxFFF8 4000 OxFFF8 4FFF 4K bytes 8/16/32
Reserved OxFFF8 5000 OxFFF8 5FFF 4K bytes 8/16/32
Reserved OxFFF8 6000 OxFFF8 6FFF 4K bytes 8/16/32
Flash wrapper 1 OxFFF8 7000 OxFFF8 7FFF 4K bytes 8/16/32
Flash wrapper 2 (optional) OxFFF8 8000 OxFFF8 8FFF 4K bytes 8/16/32
ICEcrusher7E (optional) OxFFF8 9000 OxFFF8 9FFF 4K bytes 8/16/32
Reserved OxFFF8 A000 OxFFF8 AFFF 4K bytes 8/16/32
Reserved OxFFF8 BO0OO OxFFF8 BFFF 4K bytes 8/16/32
Reserved OxFFF8 C000 OXFFF8 CFFF 4K bytes 8/16/32
Reserved OxFFF8 D000 OxFFF8 DFFF 4K bytes 8/16/32
Reserved OxFFF8 E000 OxFFF8 EFFF 4K bytes 8/16/32
Reserved OxFFF8 FO00 OxFFF8 FFFF 4K bytes 8/16/32
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Figure 1-2. Memory Map (Continued)

Frame Name Start Address End Address Size Data Access

Reserved OxFFF9 0000 OXFFFE FFFF

Reserved OxFFFF 0000 OXFFFF 7FFF 32K bytes 8/16/32
Reserved OxFFFF 8000 OXFFFF DFFF

PCR Registers OxFFFF EO0O OxFFFF EOFF 256 bytes 8/16/32
System Frame 2 Registers OxFFFF E100 OxFFFF E1FF 256 bytes 8/16/32
RAM ECC regs 3 OxFFFF E200 OxFFFF E2FF 256 bytes 8/16/32
RAM ECC regs 4 OxFFFF E300 OxFFFF E3FF 256 bytes 8/16/32
Memory BIST controller 1 OxFFFF E400 OxFFFF E4FF 256 bytes 8/16/32
Memory BIST controller 2 OxFFFF E500 OxFFFF E5FF 256 bytes 8/16/32
Logic BIST controller 1 OxFFFF E600 OxFFFF E6FF 256 bytes 8/16/32
Logic BIST controller 2 OxFFFF E700 OXFFFF E7FF 256 bytes 8/16/32
EMIF 1 registers (opt.) OxFFFF E800 OxFFFF E8FF 256 bytes 8/16/32
EMIF 2 registers (opt.) OxFFFF E900 OxFFFF E9FF 256 bytes 8/16/32
Reserved OxFFFF EAOO OXFFFF EAFF 256 bytes 8/16/32
Reserved OxFFFF EBOO OxXFFFF EBFF 256 bytes 8/16/32
Reserved OxFFFF EC00 OXFFFF ECFF 256 bytes 8/16/32
Wakeup registers OxFFFF EDOO OXFFFF EDFF 256 bytes 8/16/32
RTI2 registers (opt.) OxFFFF EEOO OXFFFF EEFF 256 bytes 8/16/32
Pin mux control (opt.) OxFFFF EFOO OXFFFF EFFF 256 bytes 8/16/32
Reserved OxFFFF FO00 OXFFFF F3FF 1K bytes 8/16/32
Reserved OxFFFF F400 OXFFFF FAFF 256 bytes 8/16/32
ESM registers OXFFFF F500 OXFFFF F5FF 256 bytes 8/16/32
CPU Compare Module (opt.) OxFFFF F600 OxFFFF F6FF 256 bytes 8/16/32
DMM registers (optional) OxFFFF F700 OXFFFF F7FF 256 bytes 8/16/32
RAM ECC regs 2 (opt.) OxFFFF F800 OxFFFF F8FF 256 bytes 8/16/32
RAM ECC regs 1 (opt.) OxFFFF F900 OXFFFF FOFF 256 bytes 8/16/32
Reserved OxFFFF FAOO OxFFFF FAFF 256 bytes 8/16/32
Reserved OxFFFF FBOO OXFFFF FBFF 256 bytes 8/16/32
RTI OxFFFF FCO0 OXFFFF FCFF 256 bytes 8/16/32
VIM Parity register OxFFFF FD0OO OxFFFF FDFF 256 bytes 8/16/32
M3VIM registers OxFFFF FEOO OxFFFF FEFF 256 bytes 8/16/32
System module registers OxFFFF FFOO OXFFFF FFFF 256 bytes 8/16/32

March 2013

Architecture Specification 25



{? TEXAS
INSTRUMENTS

www.ti.com

Memory Mapping
1.3.2 Endian System
The TMS470M Series uses a word invariant big endian programmer’s model; the rules in Table 1-1 apply.

Table 1-1. Active Byte Lanes for a 32-Bit Data Bus

Transfer Offset DATA DATA DATA DATA
size Address 31:24 23:16 15:8 7:0
Word 0 v v v v
Half-Word 0 v v

Half-Word 2 v v
byte 0 v

byte 1 v

byte 2 v

byte 3 v
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1.4 System Module (SYS)
The system module has several functions.
It controls device operations such as:

Exception generation

Clock control functions

Device identification

Global configuration registers

Software interrupt registers (4 interrupts)
Reset generation

It logs exception events in the exception status registers.

It contains all the configuration registers for the following components:

Global clock module and PLL module

Bus matrix module (priority programming and memory swapping)
Peripheral bridge (bus error logging and clock ratio)

eSRAM wait-state programming

External clock prescaler (ECP) module

Voltage regulator (on a specific device only)
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1.5.2

Clock Definition

The following sections describe an overview of the TMS470M Series clocks. For more detailed information,
please refer to the Global Clock Module (GCM) specification.

Terminology

A primary clock source is a source that generates a clock independent of other circuitry. Typical examples of
primary clock sources are internal oscillators that drive external crystal/resonators, paths for driven external
clock, or internal free-running ring oscillators.

A secondary clock source is a source that generates a clock based on the primary clock source. Examples
of secondary clock sources are PLL and FLL outputs.

An initiator is a module that can apply a request onto a bus.
A target is the recipient of a request on a bus.

A central resource defines a bus interconnect.

A bridge defines a bus domain separation.

Clock Domains

All TMS470M Series device clocks are generated by the global clock module (GCM). The device is divided
into eight different clock domains:

» CPU clock domain

e System bus clock domain

» System peripheral clock domain

» Peripheral clock domain

» Primary asynchronous peripheral clock domain

» Secondary asynchronous peripheral clock domain
» Primary real-time interrupt clock domain

e Secondary real-time interrupt clock domain
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Description of Clock Domains

Table 1-2 compares the various clock domains and their specifications.

Table 1-2. Clock Domain Descriptions

Domain Clocked By Generated By Comments
CPU Clock GCLK Any clock source. The GCLK frequency is determined by PLL control registers, PLLCTLX.
Domain By default, GCLK is
clocked by OSCIN. GCLK controls all the CPU subsystems, including the caches and the
MPU.
MCLK is derived from GCLK. Note: On some cores, such as ARM7, the
core clock is referenced as MCLK, as named by the core clock input port.
System Bus HCLK Always the same clock The ratio between GCLK and HCLK is always 1.
Clock Domain source as GCLK,
although HCLK could be
active while GCLK is held
static.
System VCLK_sys Derived from HCLK VCLK _sys is the primary clock for the VBUS clock domain. It is used for
Peripheral all the bus transactions as well as the system peripherals (system
Clock Domain module, M3VIM, etc.), with the exception of the real-time interrupt (RTI)
module.
The ratio between HCLK and VCLK_sys is programmable from 1 to 16 by
the VCLKR field in the clock control register (see Section 4.2.28),
except for specific devices. Refer to the device-specific data sheet for
more information.
The default ratio value of the VCLKR is 1:2.
HCLK and VCLK_sys share the same enable bit.
Peripheral VCLK_periph Derived from HCLK VCLK_periph is the primary clock for the peripherals. VCLK_periph is
Clock Domain and VCLK2 synchronous with VCLK_sys (ratio 1:1), but it can be shut down
separately.
VCLK?2 is a second VBUS clock domain that is used by some peripherals
to run faster than VCLK_periph (see the peripheral module specifications
and device-specific data sheet).
The relationship between VCLK2, HCLK, and VCLK is as follows:
HCLK 2 VCLK2 > VCLK_sys
The ratio between HCLK and VCLK?2 is programmable from 1 to 16; the
default ratio value is 1:2.
The GCM only supports integer ratios between VCLK_sys, VCLK2, and
HCLK.
Primary and Programmed Any clock source The asynchronous clock domains are used specifically for
Secondary in the system communication modules that do not support frequency-modulated
Asynchronous module clocks. The two clock domains could be used if different communication
Clock Domains registers (see modules are used (CAN, TTCAN, Flexray, etc.). These clock domains
section use different PLLs than the rest of the system, therefore creating an
4.2.20) asynchronous clock domain.
Primary and RTICK1 Oscillator or VCLK. Other |By default, RTICLK1 uses the same ratio as VCLK_sys. The RTICLK1
Secondary low jitter sources could be | switches to OSCIN under the following conditions:
Real-Time used. The RTI timebase is set to OSCIN in the software.
Interrupt Clock The device enters stand-by mode.
Domains The PLL is shut down.
RTICLK2 (the secondary RTI clock domain) is only available if a second
RTI or a real-time clock (RTC) is present. RTICLK2 can also be
connected to an OSCIN.
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1.5.3 Clock Domains and Low Power Mode
The TMS470M Series clock domains can be disabled as described in the following sections to provide a
better granularity in power consumption. The ability to disable the domains also provides a choice for
secondary source during low-power mode.
1.5.3.1 Low Power Mode Hierarchy
All modules use a defined clock suspend/wakeup interface. That is, for each clock used by a target, the target
has a clock stop request input and acknowledge outputs. When all targets on a specific clock domain have
acknowledged a clock stop request, then the entire clock domain is disabled.
Note:
When an initiator accesses a target whose clock is stopped, the clock is restarted for
the accessed target without awakening all other targets in that clock domain. After the
access is complete, a clock stop request is re-asserted, and the target re-enters low
power mode.
Wakeup should occur by interrupt/wakeup circuitry or by the CPU clearing the clock
domain disable bit, rather than by an initiator access to a target whose clock is
stopped.
1. When all dependent clock domains are disabled, secondary sources may be disabled.
2. When all dependent clock domains and dependent secondary sources are disabled, primary sources may
be disabled.
The clock domains and sources are awakened in the reverse order.
1. The primary source is awakened.
2. The dependent secondary sources are awakened.
3. The dependent clock domains are awakened.
4. The entire clock domain is awakened.
15.3.2 Clock Tree Low Power Mode
Setting the clock domain disable bit for a specific clock domain (see section 4.2.16—section 4.2.18) activates
a clock stop request signal for all targets on the clock domain. When all targets’ acknowledgements are
received, then the clock domain is disabled at the source. Each clock domain has an independent bit (except
for the systems peripheral, which shares its clock domain. This clock domain is disabled with HCLK).
1.5.3.3 Clock Selection
When the CPU enters/exits low power mode, it is possible to automatically change the clock source for HCLK,
VCLK, and VCLK2 domains. This flexibility is provided so that the user can choose which clocks are active
while the CPU is inactive versus which clock is active on CPU wakeup (power versus performance trade-off)
(see section 4.2.19).
Similarly, other clock selection muxes allow the user to set the source for the respective clock domains. Every
clock selection mux change sources in a glitch-free manner (see section 4.2.19 to section 4.2.21).
All muxed clock domains (A_VCLK, RTICLK,...) default to VCLK_sys as source.
1.5.4 Primary/Secondary Clock Source Control
A clock source cannot be disabled while it is being used by an active clock domain (see section 4.2.21). In
the case of a primary clock source, the clock must not be used by any clock domain or secondary source,
whether active or not. After this condition is met, the clock may be disabled. After being disabled, if the clock
is required, then it must be re-enabled (see section 4.2.13—-section 4.2.15.).
Note:
It is not possible to switch a clock domain to a nonexistent clock source or to a clock
source that is not ready. In either case, any write to the clock source is discarded.
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1.5.6

156.1

Oscillator Fail Detection
The oscillator fail detector is a gross failure detection mechanism intended to detect an open circuit or a short
circuit on a crystal pin. It determines whether the external reference input—either the crystal or the
oscillator—is stuck low, stuck high, or running at a frequency too slow as determined by an internal reference
oscillator. Depending on the type of PLL and the clock monitor circuitry implementation, an external reference
source running too fast can be detected as an oscillator failure.
The oscillator fail functionality is implemented as a part of the clock module. The system module has a flag
that indicates an oscillator fail flag in the GLBSTAT register (see section 4.2.54) and the reset on oscillator
flag in the SYSESR register.

ECP

The ECP allows the device to output a continuous external clock on an I/O pin. The external clock (ECLK)
frequency is a user-programmable ratio of the interface clock (VCLK_sys) frequency.

ECP Block Diagram
The ECP block diagram (see Figure 1-3) shows the overall functionality of the ECP module. The VBUS clock
(VCLK) input is divided by the user-selected value programmed into the ECPCNTL register (see section
4.2.49). The output of the divider is then multiplexed with the selected ECPCLK_DOUT register. The output
of the multiplexer is controlled by the ECP functional register bit (ECPCLKFUN), and is output on the external
I/O pin of the device.
For Test purpose, the ECP allows the internal clock sources to be output on the ECLKPCLK Pin. By enabling
the CLK_TEST_EN bit field in the clock test register (see section 4.2.35). The clock source is selected by
using the SEL_ECP_PIN bit field in the same register.

Figure 1-3. ECP Block Diagram

clksrc 0 ( CLK_TEST_EN )
clksrc 1

clksrc 2

VCLK
(EcpcLkFUN ) } Prescale/N 1 1

1.5.6.2

-
ECPCLKDOUT,

N ECPCLK pin
ECPCLKDIR
( ECPCLKDIN ) I

The ECPDIV provides a programmable prescaler for generating ECLK from VCLK.

ECPCLK=__VCLK
(ECPDIV + 1)

ECP Prescaler
The ECP prescaler generates the ECPCLK signal by dividing VCLK to a lower frequency; the prescaler is
implemented as a digital counter programmable via the ECPCNTL register (ECPDIV[15:0]). The prescaler
counts VCLK edges, and when the counter reaches the value programmed in ECPDIV[15:0], an ECPCLK
edge is generated.
The prescaler can be programmed with divider values ranging from a minimum of 1 to a maximum of 65536.
The divider values are programmed into the ECPDIV[15:0] bits in the ECPCNTL register (ECPCNTL[15:0]).
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When the ECPDIV[15:0] bits are 0x07, the prescaler is set to divide by 8. The default state after reset is divide
by 2.

Note:

The duty cycles of the ECP clock is 50% by design. However, depending on the I/O
used and the load on the pad, some deviation from the design percentage might be
observed.

The prescaler divider may be changed while the ECP module is enabled. However, to assure a smooth
transition between output frequencies, the new divider value does not take effect until the current ECLK
period is complete.

1.5.6.3 ECP Enable
The ECPCLKFUN bit controls the external 1/O pin function of the device, as shown in Table 1-3.

Table 1-3. Settings for ECPCLKFUN

ECPCLKFUN ECPCLKDIR External 1/0 Pin Function
0 0 GIO input
0 1 GIO output
1 X ECLK output

The multiplexer output is controlled via the ECPCLKFUN bit in the SYSPC1 register. If the ECPCLKFUN bit
is set, the multiplexer outputs ECPCLK on the external I/O pin of the device. If ECPCLKFUN is cleared, the
multiplexer allows control of the external pin by the GIO control registers (SYSPC2 to SYSPC9 register)

1.5.6.4 Power Down

When the device begins powering down, the VCLK_sys input is disabled. Therefore, the ECLK output is also
disabled. After waking up from low-power mode, the ECP returns to its previous state, removing the need to
reconfigure the ECPCTRL register after the ECP wakes up from VCLK _sys off.

1.5.6.5 Suspend

When the ECP is in suspend mode, the ECP control register can still be modified. This allows the user to
modify the control register when a JTAG emulator/debugger tool is being used.

When the ECPCOS bit (ECPCNTL.23) is set, the ECP continues to output its ECPCLK if the ECPCLKFUN
bit is set when the ECP is in suspend mode.
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1.6 Resets

A TMS470M Series device reset can be caused by any of the conditions listed in Table 1-4.

Table 1-4. Causes of TMS470M Series Device Resets

Condition

Description

External cold nPORST pin

This is an active LOW power up reset signal.

External warm RESET pin

This is an active LOW warm reset generated by TMS470M Series system or by another
external device

Watchdog

A watchdog (WD) reset occurs when either the WD timer times out, or a wrong key is
written to the register.

Oscillator failure

This determines whether the external reference input, either the crystal or the oscillator,
is stuck-low, stuck-high, or running at a frequency too slow as determined by an internal
reference oscillator

Software reset

Writing an incorrect pattern to the software reset bits causes a system to reset.

Voltage regulator

For devices with an on-chip voltage regulator, a reset is generated when the voltage reg-
ulator detects an over or under voltage scenario relative to its internal reference voltage.

Debug reset

This signal is asserted by icepick logic and is active LOW reset. Additional information is
available in the ICEPICK section.

Figure 1-4 shows how all the resets are connected within a device.

Figure 1-4. Reset Tree Diagram

OSCIN I NPORST to SYS
PLL > DEBUG
Wrapper| oscVALID Components
i -7 N Bl
/ | Routed to Regs. |
"I RTE | withponst ke |
GCM —‘I—> & :exception status, etc.:
NPORRST 55'\/'
VREG/
VMON Watchdog Reset
ICEPICK Reset
Y
NRST | ||| Reset to Full System

P gVYS (digital logic)

NRST & nPORST from PLLW will cause SYS_nRST (async).

All the different reset conditions are flagged within the system exception register.

The reset logic holds the device in a reset state for at least eight VCLK cycles. During a reset, while the reset
logic holds the device in the reset state, the external RESET signal is driven LOW. This change in the signal
occurs whether the reset is caused by an internal exception or an external exception. The time the external
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1.7

1.7.1

1.7.2

1.7.3

reset should be active to be recognized is dependent on a deliberate recognition delay. This delay before
recognition avoids any unnecessary resets caused by application glitches. For specific information on glitch
filter implementation, please reference the device specific datasheet for details.

Memory Ordering Model and Memory Protection

A memory ordering model describes the interaction of a bus master to memory. The CPUs used in the
TMS470M Series platform architecture are compliant to the ARM Protected Memory System Architecture
(PMSA) or ARM Virtual Memory System Architecture (VMSA). Full documentation of these models may be
found in the ARM Architecture Reference Manual (ARM lit number DDI0308). The following section describes
PMSA/VMSA compliant memory ordering model used in the TMS470M Series platform architecture.

Memory Attributes
Memory attributes describe the properties of a memory.
« Bufferability describes whether write accesses to a memory may be buffered.

» Cacheability determines whether a memory may be cached. Further sub-attributes may describe the
cache policy (write-back, write-through, etc.)

» Shareability determines whether a memory is shared between multiple bus masters.

Memory Types

The most commonly used combinations of memory attributes are grouped together to form memory types.
The three memory types defined are:

» Strongly Ordered (SO) memory, such as system critical control registers
» Device memory, such as standard memory mapped peripheral registers
» Normal memory, such as standard instruction or data memory

Table 1-5 describes the memory types.

Table 1-5. Memory Types

Memory Type Sharable Other Description

SO transactions always
occur in program order.
SO accesses are never
cachable, never
bufferable, and always
shared.

Strongly Ordered Always Shared

Memory mapped
peripherals shared by
multiple processors

Bufferable or non-

Shared bufferable

Device

Memory mapped
peripherals used by a
single processor

Bufferable or non-

Non-shared bufferable

Non-cachable, WT

cachable, or WBWA Memory shared between
cachable; bufferable or multiple processors

non-bufferable

Shared

Normal

Non-cachable, WT

cachable, or WBWA Memory used by a single
cachable; bufferable or processor

non-bufferable

Non-shared

Memory Ordering Model Variations

The ARM memory ordering model has gone through many changes as the ARM architecture has evolved.
As such, there are minor differences in the implementation between the different cores used in the TMS470M
Series platform architecture.
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1.7.3.1 ARM Cortex M3
The ARM Cortex M3 processor is compliant to PMSAv7M. The core implements a fixed background memory
map with the following attributes. The background memory map can be overridden with memory regions
defined by the MPU.

The Cortex M3 processor is designed with an integrated MPU. This is an optional component per ARM but
is mandatory for use on Cortex M3 designs used in the TMS470M Series automotive platform. The MPU is
programmed via memory mapped registers in the System Control Space. The user has 8 programmable
regions available, each of which may be split into 8 sub-regions. The user has full control of memory access
permissions, memory type, memory attributes, and region size.
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1.8

1.8.1

1.8.2

System Abort Concept and lllegal Transactions

The system abort concept defines the response of bus masters to errors in the system. In the TMS470M
Series platform architecture the system abort and error handling concept incorporates the following error
types:

» Access to an illegal address (a non-implemented address)

» Access to a protected address (protection violation)

» Error on a valid access (parity, ECC, or timeout)

Abort Types

Two general types of aborts are possible in the system concept: precise (synchronous) and imprecise
(asynchronous) aborts.

A precise abort is defined as an abort in which the initiator of a transaction can determine the exact
transaction which generated the abort. The initiator may then “rewind” the system back to the pre-abort state.
Because the transaction which generated the abort is known, data from this transaction such as the address,
read vs. write, etc. may be recorded for later debug. A fault on a CPU instruction fetch is an example of a
precise abort.

An imprecise abort is defined as an abort in which the initiator of a transaction cannot determine the exact
transaction which has generated the abort. The initiator has no guarantee that the system state before the
abort may be restored. A fault on a buffered write transaction is an example of an imprecise abort.

An imprecise abort may be defined as internal or external. An internal imprecise abort occurs due to buffering
or other imprecision inside a bus master. Such imprecision is generally comprehended by the bus master. An
external imprecise abort occurs due to buffering or other imprecision in the data path of a bus master, but
outside the bus master. The bus master cannot directly comprehend such an abort and the system impact is
often fatal.

The TMS470M Series platform architecture applies techniques at the system level to mitigate the impact of
external imprecise aborts. System level adoption of write status sidebands to the datapath allow bus masters
to comprehend external imprecise aborts, turning them into precise aborts. In cases where this approach is
not feasible, buffering bridges or other sources of imprecision may build a FIFO of current transactions such
that an external imprecise abort may be registered at the point of imprecision for later analysis.

Accesses to lllegal Addresses

Accesses to non-implemented addresses for the slaves on the AMBA bus and the peripherals on the VBUS
is defined as an illegal address. The definition of a non-implemented address is described in Table 1-6.

Table 1-6. Definition of a Non-Implemented Address

Slave Memory Frame Definition of Non-Implemented Address (lllegal Address)

EMIF

Accesses to deactivated EMIF chip selects are defined as accesses to a non-implemented
address. The EMIF generates an error response for any access to deactivated chip selects.

Accesses to non-implemented RAM banks in the eSRAMXx frame are defined as accesses to a

eSRAMX non-implemented address. The eSRAMXx wrapper generates an error response for any access

to the non-implemented RAM banks.

If the reserved RAM frame (hnCSRAM2 and nCSRAM3) is not implemented, the frame is
defined as a non-implemented address. In this case, the SCR generates an error response on

Reserved RAM frame any access to this frame. If the reserved RAM frame is implemented, the eSRAMXx wrapper

generates an error response for any access to any non-implemented addresses in the RAM
frame.

Reserved memory The SCR generates an error response for any access to the reserved memory.

HPI slave

If the reserved HPI slave frame is not implemented, the frame is defined as a non-implemented
address. In this case, the SCR generates an error response on any access to this frame. If the
HPI slave frame is implemented, the HPI generates an error response for any access to any
non-implemented addresses.
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Slave Memory Frame Definition of Non-Implemented Address (lllegal Address)
The CRC module generates an error response for any access to the non-implemented

CRC slave .
addresses in the CRC slave frame.
Accesses to non-implemented peripheral memory selects generate error responses.

Peripheral memory chip

select frame

If a peripheral memory chip select is mapped to an peripheral memory that is not fully imple-
mented, an error response is generated starting from the address to the nearest power of 2
with a minimum of 1K bytes granularity.

Each peripheral select frame contains 4 quadrants of 256 bytes each. An error response is

Peripheral select frame generated for any access to the non-implemented peripheral select quadrants.
Within the slave memory An error response is generated when the AMBA/VBUS address bus accesses a non-imple-
frame mented area in the slave. Every slave generates a response based on the type of transaction.

183

legal Accesses

Accesses to protected memory on the AMBA bus and the peripherals register or memory frames on the
VBUS are defined as illegal accesses. The following discusses the different types of illegal accesses and how
they are handled.

184 1

Memory access protection.

Memory access permission for the memory on the AMBA bus is provided by the MMU/MPU through
permission faults. The memory access violation is logged as a permission fault in the CPU’s fault status
register and the virtual address of the access is logged into the CPU'’s fault address register.

Peripheral register/peripheral memory access right violation.

The device peripherals accesses can be protected either through the MMU/MPU by programming the level
descriptors to generate permission faults or through the peripheral register frame/peripheral register frame
protection register in the system module.

— Peripheral Register Access Violation:
The PCR module registers PPROTSETX contain one protection bit per peripheral register quadrant .
The protection bits define the access rights to the peripherals on the VBUS. When the CPU attempts to
write to any peripheral register frame for which it does not have the correct permission rights, a
protection violation is detected and an error response is generated. In addition, peripherals on the
VBUS may define certain register bits that are not writable in certain operating modes (refer to module
register specifications to see the bits marked as RWP— read in all modes, write in privilege mode only).
When the CPU attempts to write to these peripheral register bits for which it does not have the correct
permission rights, the write operation is simply ignored and no memory access violation is detected.

— Peripheral Memory Access Violation:
The PCR module registers PMPROTSETx have one bit per peripheral memory frame. The protection
bits define the access rights to the peripheral memory frames on the VBUS. When the CPU attempts to
write to any peripheral memory frame for which it does not have the correct permission rights, a
protection right access is detected and an error response is generated.

legal Transaction Detection and Response

Almost all illegal transactions provide an error response to the initiator except in the following cases:

On an error response (illegal transaction) to non-cacheable buffered stores, cacheable reads, writes,
swaps (linefills), some ARM CPUs do not guarantee to recover the precise instruction that caused that
transaction. This loss of instruction is defined as an imprecise abort. For these imprecise transactions on
the AMBA instruction and data buses, the SCR provides the system module with the address for an
imprecise transaction.

Note:

For further explanation of imprecise aborts, please refer to the ARM Architecture
Reference Manual (ARM reference number DDI0100). Please also refer to the CPU
documentation to verify the CPU behavior is consistent with a case of imprecise abort.
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» Because of write buffering in the VBUS bridge for illegal transactions on writes to the VBUS peripherals,
the VBUS bridge gives an OKAY response to the initiator before the write transaction error is detected.
The VBUS bridge provides the system module the address, system mode (user/privileged), and the

initiator 1D of the illegal transaction.

Table 1-7 is a summary of the TMS470M Series system responses when an illegal transaction is detected.

Table 1-7. System Responses to lllegal Transactions

System
Access Type mode lllegal Transaction Response
Error response to precise CPU transactions

Non-cacheable, non-buffer-
able CPU accesses (NCNB)

User/Privileged

The system generates an external abort for an error response from
the slave. The virtual address of the access and the abort status are
logged in the MPU fault address register (FAR) and the MPU fault sta-
tus register (FSR), respectively.

Non-cacheable bufferable
CPU reads (NCB)

User/Privileged

For an error response from the slave, the system generates an exter-
nal abort. The virtual address of the access and the abort status are
logged in the MPU fault address register (FAR) and the MPU fault sta-
tus register (FSR) respectively.

Error response to imprecise CPU transactions

Non-cacheable, bufferable
writes (NCB)

All modes

The address of an illegal NCB is logged in the IMPFTADD register in
the system module register (see section 4.2.39). The status is given
by the IMPFASTS register (see section 4.2.38)

User/Privileged

The system generates an imprecise abort. The CPU enters the abort
routine.

TCM writes

All modes

The auxiliary FSR indicates which TCM bank caused the error. This
information is overwritten by subsequent TCM write errors. See ARM
CPU Technical Reference Manual.

User/Privileged

The CPU enters the abort routine.

lllegal transactions on which the initiator receives an okay response

VBUS writes

All modes

The address of an illegal transaction on the VBUS is logged in the
IMPFTADD register in the system module register (see section
4.2.49). The status is given by the IMPFASTS register (see section
4.2.38)

User/Privileged

The system generates an imprecise abort. The CPU enters the abort
routine.
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1.9 System Interrupts
The system generates the system software interrupts.

1.9.1 System Software Interrupt (SSI)

A system software interrupt (SSI) is generated by writing the correct key value to either of SSIRx (x=1,2,3,4)
registers. While writing the key in the SSIRx register, the user can write an 8-bit value in the register. This

value will then be provided to the ISR when reading the SSIVEC register. The SSIRx share the same interrupt
request line (see section 4.2.57).

The source of the system software interrupt is available in the system software interrupt vector register
(SSIVEC, see section 4.2.56).
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1.10 Memory Self Test

The TMS470M Series control logic provides the capability to perform a built-in self test on all the RAMs in the
TMS470M Series devices.The memory self-test control logic is based on the concept of implementation of
hardware memory BIST (built in self-test). Multiple hardware memory BIST solutions are available for use in
TMS470M Series devices. The two most commonly used memory BIST solutions are PBIST and MBIST.
Additional memory self test coverage can be applied via software driven CPU based test patterns. Such a
memory test solution is known as CPU memory BIST.

1.10.1 MBIST

MBIST is an industry standard memory BIST solution. MBIST logic implements fixed function memory test
logic. Algorithmic test changes are not possible without a complete resynthesis of the MBIST logic. Given this
constraint, MBIST is often supplemented with CPU memory BIST. MBIST is implemented as single or multiple
distributed test controllers.

1.10.2 Memory BIST Implementation

Regardless of the memory BIST solution implemented, the TMS470M Series implements memory BIST for
all RAMs.

The optimal memory BIST configuration varies based on device memory configuration and application.
Please refer to the device specific datasheet and DFT specification to determine the exact configuration
supported by your hardware.

1.10.3 Memory BIST Algorithms

The algorithms applied to the memories are a combination of industry standard tests such as the March 13N
and TI proprietary algorithms. March13N is the baseline test algorithm for SRAM testing. It provides the
highest overall coverage. The other algorithms provide additional coverage of otherwise missed boundary
conditions of the SRAM operation.The algorithms are selected through the MSTGCR register (section 4.2.23,
Memory Self-Test Global Control Register (MSTGCR), page 96).

1.10.3.1 Checkerboard and Inverse Checkerboard

Simple march type algorithm, using checker board data pattern. Checker board data value takes into account
the topology of the memory. Targets bridge coupling faults (BF) which occur when a short, or bridge, exists
between two or more cells or signals.

1.10.3.2 March13N, background 0:
March13N run with background 0.
» The concept behind the general march algorithm is to indicate:
— The bit cell can be written and read as both a 1 and a 0.
— The bits around the bit cell do not affect the bit cell.

» The basic operation of the march is to initialize the array to a know pattern, then march a different pattern
through the memory.

» Type of faults detected by this algorithm:
— Address decoder faults
— Stuck-At faults
— Coupled faults
— State coupling faults
— Parametric faults
— Write recovery faults
— Read/write logic faults
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1.10.3.3 March11N, background A:
Reduced version of March13N (two read operations removed) with background OxA

1.10.3.4 March13N, background 3, OF, and 69:
March13N run 3 times with different background patterns 0x3, OxOF, and 0x69

1.10.3.5 PMOS Address Decoder Algorithm:
Standard Address Decoder Algorithm targeting address decoder open faults.
The algorithm is based on writing a value to a test address and checking if the base address value changes.

The address decoder fault is associated with a pair of addresses: the base address, and the testing address.
Therefore address decoder faults are always detected for a pair of memory addresses.

To detect open faults in an address decoder, the algorithm writes to a neighboring address with a hamming
distance of one, and checks if this write also writes into the base cell.
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1.11 Memory Module Hardware Initialization

The TMS470M Series system provides the capability to perform an hardware initialization on all modules with
memories on the system bus and on the peripheral bus. The intent of having the hardware initialization is to
program the memory arrays with error detection capability to a known state based on their error detection
scheme parity (odd/even) or ECC. An example would be after power-on reset, the content of the memory
arrays would be unknown and on triggering hardware initialization counter it would program the memory
arrays to the corresponding values based on the error checking scheme. Another example would be
triggering off the hardware initialization logic after a memory self-test run, because the arrays will be
programmed to all ones after the run. Device specification will indicate which memories have this capability.

1.11.1 Memory Module Hardware Initialization Features

Supports up to 32 memory modules on the system bus and the peripheral bus.
Can run all the memory module initialization in parallel

Can run each memory module initialization individually

Captures memory module initialization completion results in status registers.

The hardware memory initialization protocol is as follows:

1.

Initiate the global hardware memory initialization key (MIINTIGENA) by programming a value of 1010 to
bits 3:0 of the MINITGCR.

. Select the module on which the memory hardware initialization has to be performed by programming the

appropriate value into the MSINENA(31-0) bits in the MSIENA register.

. If the global hardware is enabled, on detecting a write of a value 1 to the MSIENAn bit of the MSIENA

register a pulse is generated on the corresponding MMISTART(31-0) signal, which triggers a hardware
initialization on the corresponding module it is mapped to. Which module it is mapped to is device specific
and will be provided in the device-specific data sheet.

. On detection of a pulse on its MMISTART (memory module initialization) register, the corresponding

module will initialize its memories based on its memory error checking scheme (even parity or odd parity
or ECC).

. When the memory initialization is complete, the module will generate a pulse on its MMIDONE (memory

module initialization done) signal, which sets the corresponding bit in the system module MINISTAT
register to indicate the completion of its memory initialization.

. When all the done status bits corresponding to the selected modules are set, then the memory hardware

initialization done bit (MINIDONE) is set in the MSINIGSTAT register.
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Low Power Mode Operation

This chapter describes the low power mode architecture of the Texas Instruments Incorporated (TI)
TMS470M Series of microcontrollers.
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2.1

Overview

The TMS470M Series platform architecture is intended for use in a variety of applications. The power
requirements for these applications may vary greatly. As such, a highly flexible system of power management
is provided so that the system designer may trade off power versus functionality as needed in their
application.

Devices with standard power management capabilities utilize the SYSTEM module controls to enable basic

power management via clock and voltage regulator controls. Standard power management capabilities are
intended for use in single processor systems without complex autonomous low power peripherals.

2.2 Standard Power Management Functionality
TMS470M Series devices support multiple standard low power modes. These different modes allow the user
to trade-off the amount of current used during low power mode versus functionality and wakeup time.
This document is intended to describe all the possible low power modes supported by the TMS470M Series
architecture. Which actual modes are supported on a specific TMS470M Series device is documented in the
device-specific datasheet.
2.2.1 Overview
The following sections discuss the different low power modes supported by TMS470M Series devices. Modes
are defined in order from highest current to lowest current.
Al TMS470M Series low power modes have the following common characteristics and these conditions must
be met in order for the device to be considered to be in a low power mode.
» The CPU and system clocks are disabled.
* The PLL is disabled.
» Flash banks and pump are in sleep mode.
» All peripheral modules are in low power modes and clocks are disabled. (Exceptions to this may occur and
would be documented in the TMS470M Series device-specific datasheet).
Because the TMS470M Series architecture is defined with ultimate flexibility in enabling and disabling clocks,
there are more possible modes than those defined in this document; however, these are the only modes
actually characterized or specified for TMS470M Series devices. Please consult the specific TMS470M
Series device datasheet for the modes supported by the device.
2.2.2 Active Clock Modes
An active clock mode is defined as any low power mode that has at least one clock still running. This mode
allows the user to wake up the device more quickly than low power modes with no clocks running. Active
clock modes allow the device to wake up on an internal source without external support. All active clock
modes support the following wakeup (return-to-normal operation) methods:
» Any wakeup interrupt from a currently clocked peripheral:
— Interrupt or wakeup signal from the RTI (RTI clock must still be enabled)
— Any external GIO interrupt defined as a wakeup interrupt
— CAN message
— SCI or LIN message
» Power-on or system reset
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Since the primary oscillator is still enabled in doze mode, the device will wake up much faster and start
executing instructions in the fewest amount of cycles of any low power mode. Doze mode will also have the
highest current of any of the low power modes.

In order to enter doze mode, the following steps are required by the user software.

1. Software writes to the flash control registers to put all flash pumps to sleep. Flash pumps will not be
disabled until all flash banks have been put to sleep.

Note:

Which registers need to be written depends on the specific TMS470M Series device
being used. Please consult device-specific datasheet to determine the proper
TMS470M Series flash module specification.

2. Software writes to voltage regulator control register (VRCTL) to put the Voltage regulator in LPML1.
The voltage regulator will not be put into LPM1 until all the clock domains assert their clock stop
acknowledge signals.

Note:
This only applies to devices with an internal voltage regulator. Consult the device
specific TMS470M Series device datasheet.

3. Software writes to the clock source disable register (CSDIS) to disable the PLL clock source. Other
sources may also be powered off, but the high-frequency oscillator must still be enabled to be considered
to be in doze Mode.

Note:

The source will not actually be disabled until the clock domains that use them are
disabled (see the clock Definition section of the TMS470M Series Architecture
specification Section 1.5.2).

4. Software writes to the clock domain disable register (CDDIS) to disable the GCLK (CPU clock),
HCLK (system clock), VCLKP (peripheral VBUS clock), VCLK2 (peripheral VBUS clock?2), VCLKA1
(asynchronous peripheral VBUS clock1), and VCLKAZ2 (asynchronous peripheral VBUS clock?2). All
these domains must be disabled in order to be considered in doze mode. A particular domain is not actually
disabled until all modules using that domain assert their clockstop acknowledge signal (see the clock
Definition section of the TMS470M Series Architecture specification Section 1.5.2). The RTI1CLK and
RTI2CLK domains may or may not be disabled. Doze mode is normally used in conjunction with an RTI in
order to wake up the device periodically from within.

Note:
Some exceptions on which domains must be disabled in doze mode may exist, which
are defined in the device-specific TMS470M Series datasheet.

5. Software “idles” the ARM core, then stops the core clock.

The device will return to normal operation after a wakeup interrupt from doze mode from one of the sources
mentioned in Section 1.5.4. Which clock source is used for which clock domain after wakeup is user

programmable. Normally it would make sense to use the high-frequency oscillator for the GCLK, HCLK, and
VCLK domains on wakeup to minimize the time to start executing instructions after wakeup from doze mode.

If the PLL is used after returning to normal operation, a longer delay may occur since the PLL needs to re-
lock. The PLL can be re-locked after waking up from doze mode in parallel with performing other operations.
Once the PLL locks, the software can select the PLL as the source for the clock domains.

If an interrupt is required, it can be programmed in the M3VIM for doze mode.
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2.2.3 Inactive Clock Modes

An inactive clock mode is defined as any low power mode in which all clock sources are off. Wakeup will be

slower in these modes. Inactive clock modes require an external wakeup source or power-on reset.

Inactive clock modes can wake up on the following sources:

¢ External interrupt sources such as GlO, CAN, and SCI or LIN wakeup interrupt sources. The pins which
can be used for wakeup are defined in the device-specific TMS470M Series device datasheet.

* Power-on reset

2.2.3.1 Sleep Mode

In sleep mode all circuits are still powered, but all clock sources are disabled as shown below:

e The PLL is disabled.

* The OSC is disabled.

e The LPO clock is disabled.

» The low-frequency clock (32 KHz oscillator or other low-frequency source) is disabled.

* The RTI clock is disabled.

» The voltage regulator (VREG), if present, must be put in LPM1 state.

Since all clocks are disabled in sleep mode the current consumption of the device is limited to normal leakage

currents. Since there are no internal clocks, an external event is required to wake up from sleep mode.

Sleep mode supports the following wakeup (return to normal operation) methods:

* Any asynchronous wakeup interrupt
— An external GIO Interrupt.

— CAN message
— SCl or LIN message

» Power-on or system reset

To enter sleep mode, the same steps as required for snooze mode are required by the user software, except

that all clock sources must be disabled in Step 4 and all clock domains must be disabled in Step 5. If any clock

is still running the device is not considered to be in sleep mode.

1. Software writes to the flash control registers to put all flash banks to sleep. Flash banks will not be
disabled until all accesses to the flash have stopped.

Note:

Which registers need to be written depends on the specific TMS470M Series device
being used. Please consult the device-specific datasheet to determine the proper
TMS470M Series flash module specification.

2. Software writes to the flash control registers to put all flash pumps to sleep. Flash pumps will not be

disabled until all flash banks have been put to sleep.
Note:
Which registers need to be written depends on the specific TMS470M Series device
being used. Please consult the device-specific datasheet to determine the proper
TMS470M Series flash module specification.

3. Software writes to voltage regulator control register (VRCTL) to put the Voltage regulator in LPML1.
The voltage regulator will not be put into LPM1 until all the clock domains assert their clock stop
acknowledge signals.

Note:
This only applies to devices with an internal voltage regulator. Consult the device
specific TMS470M Series device datasheet.
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4. Software writes to the clock source disable register (CSDIS) to disable all clock sources.

Note:

Note: The source will not actually be disabled until the clock domains that use them
are disabled.

5. Software writes to the clock domain disable register (CDDIS) to disable all clock domains. All these
domains must be disabled in order to be considered in sleep mode. A particular domain is not actually
disabled until all modules using that domain assert their clockstop acknowledge signal.

Note:
Note: Some exceptions on which domains must be disabled in sleep mode may exist,
which are defined in the device-specific TMS470M Series device datasheet.

Software executes an ARM instruction with an IDLE cycle, which triggers the CPU clock to stop. The device
will return to normal operation after any asynchronous wakeup interrupt. Which clock source is used for which
clock domain after wakeup is user programmable (see the device-specific TMS470M Series device
datasheet). Normally, it would make sense to use the high-frequency oscillator (either the crystal oscillator or
high-frequency LPO) for the GCLK, HCLK, and VCLK domains on wakeup to minimize the time to start
executing instructions after wakeup from sleep mode. The selected oscillator will have to start up before the
clocks will be released internally.

If the PLL is used after returning to normal operation, a longer delay may occur since the PLL needs to re-
lock. The PLL can be re-locked after waking up from sleep mode in parallel with performing other operations.
Once the PLL locks, the software can select the PLL as the source for the clock domains.

If an interrupt is required, it can be programmed in the M3VIM for sleep mode.

ARM CPU Idle Mechanisms

The mechanism used to “idle” the CPU varies per ARM core. Later ARM cores have internal power
management logic which should be utilized for best results.

ARM Cortex M3

The ARM Cortex M3 core has internal power management logic. The M3 has two dedicated instructions
which may be used to enter low power modes: Wait for Interrupt (WFI) and Wait for Event (WFE). The
TMS470M Series platform Cortex M3 based devices support only WFI.

When a WFI instruction is executed, the core will flush its pipeline, flush its write buffer, and complete all
pending bus transactions. At this time, the core will indicate to the system that it may stop the core HCLK by
signalling with the SLEEPING or SLEEPDEEP signals, depending on M3 NVIC register configuration. The
system will perform a logical “OR” on these signals and utilize them as a clockstop acknowledge for purposes
of externally stopping core clock generation.

On receipt of a wakeup request, the GCM will start the HCLK and FCLK to the M3 core. Code execution will
not restart until the wakeup interrupt is received by the core. Code execution will restart in the appropriate
interrupt handler.

Note:

A Cortex M3 CPU may only be awakened by an interrupt or CPU reset. This has
implications on the system level use of level sensitive external wakeup signals.
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Interconnect

This chapter describes the system interconnect of the Texas Instruments TMS470M Series of
microcontrollers. The system interconnect is used to connect the CPU to Program memory, RAM, etc.
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3.1

3.2

3.3

3.3.1

Interconnect Overview

The interconnect system comprises the logical datapath which connects bus masters to bus slaves. In the
TMS470M Series of microcontrollers there are two general types of interconnect: system interconnect and
peripheral interconnect. System interconnect is used to connect the bus masters (CPU, etc.) to SRAM, non-
volatile memory, and other level 2 bus slaves. Peripheral interconnect is used to connect the system
interconnect to the peripherals.

Switched Central Resource (SCR) or Bus Matrix Module (BMM)

The SCR/BMM provides connectivity between different bus slave modules to different bus master modules.
Accesses from different master modules are executed in parallel if no resource conflict occurs or if the master
modules are kept in series through arbitration.

The basic implementation of the SCR is the multi-layer bus matrix. The TMS470M Series SCR consists of
one decoder per master and one arbiter per slave. The decoder decodes accesses from different masters
and the arbiter arbitrates between accesses to the same slave by different masters.

The bus matrix provides high bus bandwidth to each slave by providing a dedicated bus to each slave. The
functions of the SCR are listed below.

» Allows parallel execution of ARM buses when different slaves are accessed
» Decodes accesses from ARM master ports
» Decodes accesses to the following slave frames:
— 128-Mbyte, two RAM frame
— 16-Mbyte peripheral frame
— 128-Mbyte reserved two expansion RAM frame
» Generates appropriate slave response for accesses to reserved memory map regions
» Arbitrates master accesses to slaves, currently including RAMO, RAM1, Peripheral Bridge, CRC
e Supports round robin and fixed priority schemes

Arbiter

Arbitration Scheme
There are two programmable arbitration schemes.
» Fix priority. The order of the fixed priority is:
1.CPU instruction bus
2.CPU data read,
3.CPU data write
* Round robin. The most recent master becomes the lowest priority.
The programming of the priority is done by the SCR/BMM control register 2 (BMMCR?2) in the system module.
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3.4

3.4.1

Peripheral Central Resource (PCR)

The PCR provides decoding and multiplexing between the peripheral bridge and the peripherals and
memories.

The peripheral bridge is connected to the PCR using the VBUSP protocol.

The VBUSP protocol is used to communicate with the peripherals (PS0-PS31) and the peripheral memory
frame (PCSO to PCS63). The PCR also incorporate a clock management interface, for these non-system
peripherals/peripheral memories. Depending on certain conditions, discussed further in section 3.4.1-section
3.4.3, PCR can turn on or power down the clocks to these peripherals individually.

Each peripheral select frame is divided into 4 quadrants that occupy 256 bytes each. The PCR has the
following features:

» Allows up to 128 peripherals to be connected (4 quadrants x 32 peripheral frames).

» Allows up to 64 peripheral memories of sizes from 1K byte to 128K bytes

It is possible to restrict writes to privilege mode only to each one of the non-system peripherals individually.
This protection is done by configuring the PCR_PMPROT (for memories) or the PCR_PPROT (for
peripherals) registers in PCR. The protection granularity is done at each peripheral memory chip select
boundary and at each peripheral quadrant boundary.

Refer to Table 1-6 for limitations and error responses of peripheral selects and peripheral memory chip
selects.

Note:
Writes are allowed in debug mode, i.e., when SUSPEND = 1, even if writes are
restricted to privilege mode only.

If a selected slave does not respond with the correct VBUSP ready within 64 VBUSP clocks, PCR terminates
the request by de-asserting the peripheral select to the slave and asserts the timeout error back to the master
(unless in debug mode), along with the appropriate READY.

PCR Operation

When the PCR receives a bus request from the bridge, the vbusp_address bus is decoded and the request
is sent to the corresponding slave.

If an illegal address (non implemented address) is decoded within the PCR, it will be treated as a request to
an external slave.If the decoding is successful, and the slave classifies it as an illegal address/ access, it
communicates it to the PCR.

In case of a timeout error from the slave, the vbusp_toerror will be muxed the same way as vbusp_aerror.

If PCR asserts a request to a slave and the slave does not respond with the appropriate ready within 64
VBUSP clocks (VCLK_sys), then the PCR de-asserts the request to the slave and asserts a timeout error to
the master, along with the appropriate ready signal.

In debug mode, if the 64 clock timeout occurs, PCR doesn’t assert the timeout error. However, it does
terminate the request and asserts the appropriate ready signal back to the master.

PCR implements two registers to protect the non-system peripherals:
 PCR_PMPROT (for PCS region)
« PCR_PPROT (for PS region).

One bit is implemented per slave. These registers are accessible as set-clear registers. Please refer to
section 4.2 for a description of the PCR registers.

PCR detects privilege violation in VBUSP accesses, according to the PCR_PMPROT register or the
PCR_PPROT register. If a write to a privileged location is done in user mode, but the corresponding bit in the
protection registers is 1, then the PCR will return an address error to the bridge. If an illegal access is
detected, the request is not propagated to the peripheral.

In debug mode, the PCR does not check for the privilege of VBUSP accesses.
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3.4.2

3.4.3

Clock Management Interface

The PCR module drives the clock to the peripheral clock domain (VCLK_Periph). The sources for this clock
are defined in the GHVSRC register (see section 4.2.18) and can be disabled via bit 2 in the CDDISxx register
. The clocks to each peripherals can be turned on/off independently via the PCSPWRDWNxxx and the
PSPWRDOWNXxXxX registers.

The clock and the three other control signals constitute the clock management interface that PCR has with a
non-system peripheral.

When all of the conditions described below are satisfied, PCR initiates the procedures to turn off clocks to a
peripheral:

* Reset is inactive (high).
» No VBUSP request is pending or ongoing to that peripheral.

» The local power-down bit for that peripheral is 1, or VCLK_Periph disable bit in the clock domain disable
register is set.

e The Test signal is inactive (low).

» The Wake-up is not asserted

The PCR can turn off clocks to any peripheral independent of the clocks to any other peripheral.

Once all the conditions required to disable the clocks to a peripheral have been met, the following occurs:
1. The PCR asserts the appropriate Clock Stop Request signal, on the rising edge of VCLK_Periph.

2. Once the slave asserts a Clock Stop Acknowledgment signal on the rising edge of VCLK_Periph, the
clocks to the specific slave being powered down are turned off, beginning from their next respective low
phases.

After the clocks to a peripheral have been disabled, they can be restarted when the slave asserts its
SLAVE_WAKEUP. Alternately, when one of the above-mentioned conditions becomes untrue (not satisfied),
the clock is restarted.

Sometimes, it may occur that before the slave has responded with an acknowledge to a clock stop request
from the PCR, one or more of the conditions listed above may not be satisfied; e.g., a VBUSP access may
occur to the particular peripheral, or the power-down bit may become 0, or maybe a system reset signal
arrives. When this happens, the PCR drops the clock stop request and the clocks continue running.

This description applies for each of the non-system peripherals. This also applies, with a few exceptions
described below, to the external slave, if one is defined.

If an external slave is defined, because no power-down bit is associated with that peripheral, the external
peripheral clock will be disabled only if the VBUS_sys clock is disabled. Since the clock used for the external
slave is VBUSP_sys, the same clock clocks the bus. This occurs because this external clock is used to drive
another PCR, which is by definition a system module.

Unlike other peripherals, only one VBUSP clock is driven out for the external slave. There is no nVBUSP
(inverted VBUSP) clock for the external peripheral. It is assumed that the external nVBUSP clock will be
derived off-chip from the VBUSP clock that the PCR drives out.

If an external slave is not defined, the external clock is permanently low. The associated clock stop request
is always 0.

Not every peripheral select (PS) or peripheral memory select (PCS) has its own clock. Some peripherals
share buses with associated memories (e.g., MIBSPI and MIBSPI_RAM). In these cases, similar to the case
of the VBUSP-related signals, a peripheral has only one clock management interface with the PCR.

Low Power Mode Interface

When the VBUSP_periph disable bit is set, the PCR asserts a clock stop request to all the slaves. After all
the slaves have acknowledged the request and their clocks have been disabled, the PCR drives the power-
down acknowledge active back to the GCM, indicating that the clocks to all the peripherals (VBUSP_periph)
have been disabled.

If any one of the slaves asserts its Slave Wake-up signal, the PCR Wake-up signhal is asserted back to the
GCM, asynchronously. This assertion won't cause any glitches because the clocks are low when stopped.
When this assertion occurs, all the clocks in the system are re-enabled.
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Peripheral Central Resource (PCR)

The power-down acknowledge signal and the PCR Wake-up signal are made inactive, when the
VBUSP_periph clock domain is enabled.

When PCR has asserted the power-down acknowledge signal, if any peripheral needs to be awakened
because of either a system reset or a VBUSP access, the PCR Wake-up signal is asserted to the GCM to re-
enable the clock domain. All clocks are stopped in their low phases, in a glitch-free manner.
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Peripheral Central Resource (PCR)
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Control Registers

This chapter describes the control registers of the Texas Instruments TMS470M Series system architecture.
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4.1

System Peripherals Memory Mapping

The SYSTEM peripheral frame regroups all the system-sensitive registers and system memory frames.

Note:

For device specific implementation details, reference the device-specific datasheet .

Table 4-1. SYSTEM Peripheral Frames

Frame Name Quadrant Peripheral Name Start Address End Address inSBI)Z/‘tees ASS;ZS
PPCSO N/A Reserved OxFFF8 0000 OxFFF8 OFFF 4K 8/16/32
PPCS1 N/A Reserved OxFFF8 1000 OxFFFF 1FFF 4K 8/16/32
PPCS2 N/A VIM RAM OxFFF8 2000 OXFFF8 2FFF 4K 8/16/32
PPCS3 N/A Reserved OxFFF8 3000 OxFFF8 3FFF 4K 8/16/32
PPCS4 N/A Reserved OxFFF8 4000 OXFFF8 4FFF 4K 8/16/32
PPCS5 N/A Reserved O0xFFF8 5000 OxFFF8 5FFF 4K 8/16/32
PPCS6 N/A Reserved O0xFFF8 6000 OXFFF8 6FFF 4K 8/16/32
PPCS7 N/A Flash wrapper 1 O0xFFF8 7000 OXFFF8 7FFF 4K 8/16/32
PPCS8 N/A Flash Wrapper 2 (opt.) O0xFFF8 8000 OxFFF8 8FFF 4K 8/16/32
PPCS9 N/A ICEcrusher7E (opt.) O0xFFF8 9000 OXFFF8 9FFF 4K 8/16/32
PPCS10 N/A Reserved O0xFFF8 A000 OxFFF8 AFFF 4K 8/16/32
PPCS11 N/A Reserved O0xFFF8 B0O0O OxFFF8 BFFF 4K 8/16/32
PPCS12 N/A Reserved O0xFFF8 C000 OxFFF8 CFFF 4K 8/16/32
PPCS13 N/A Reserved O0xFFF8 D000 OxFFF8 DFFF 4K 8/16/32
PPCS14 N/A Reserved OxFFF8 E000 OXFFF8 EFFF 4K 8/16/32
PPCS15 N/A Reserved OxFFF8 FO00 OXFFF8 FFFF 4K 8/16/32

N/A Reserved OxFFF9 0000 OXFFFE FFFF
PPCS16 N/A Reserved OxFFFF 0000 OXFFFF 7FFF 32K 8/16/32
N/A Reserved OxFFFF 8000 OxFFFF DFFF

PPSO 0 PCR Registers OXFFFF E000 OXFFFF EOFF 256 8/16/32
1 System Frame 2 Regs OxFFFF E100 OxFFFF E1FF 256 8/16/32

2 RAM ECC Regs 3 OXFFFF E200 OXFFFF E2FF 256 8/16/32

3 RAM ECC Regs 4 OxFFFF E300 OxFFFF E3FF 256 8/16/32

PPS1 0 Memory BISTcontroller OxFFFF E400 OXFFFF E4FF 256 8/16/32

1 (device-specific)
1 Memory BIST control- OXFFFF E500 OXFFFF E5FF 256 8/16/32
ler 2 (device-specific)
2 Logic BIST controller 1 OxFFFF E600 OxFFFF E6FF 256 8/16/32
(device-specific)
3 Logic BIST controller 2 OxFFFF E700 OxFFFF E7FF 256 8/16/32
(device-specific)

PPS2 0 EMIF 1 Registers (opt.) OxFFFF E800 OxFFFF E8FF 256 8/16/32
1 EMIF 2 Registers (opt.) OxFFFF E900 OxFFFF EQFF 256 8/16/32

2 Reserved OxFFFF EAOO OxFFFF EAFF 256 8/16/32

3 Reserved OxFFFF EBOO OxFFFF EBFF 256 8/16/32
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System Peripherals Memory Mapping

Table 4-1. SYSTEM Peripheral Frames (Continued)

Frame Name Quadrant Peripheral Name Start Address End Address inSBI)Z/‘tees ASS;ZS
PPS3 0 Reserved OxFFFF ECO00 OxFFFF ECFF 256 8/16/32
1 Wakeup Registers OxFFFF EDOO OxFFFF EDFF 256 8/16/32
2 RTI2 Registers (opt.) OxFFFF EEOO OxFFFF EEFF 256 8/16/32
3 Pin Mux control (opt.) OxFFFF EFO0 OXFFFF EFFF 256 8/16/32
PPS4 0 Reserved OxFFFF FO0O0 OxFFFF FOFF 256 8/16/32
1 OxFFFF F100 OxFFFF F1FF 256 8/16/32
2 OxFFFF F200 OxFFFF F2FF 256 8/16/32
3 OxFFFF F300 OxFFFF F3FF 256 8/16/32
PPS5 0 Reserved OxFFFF F400 OXFFFF FAFF 256 8/16/32
1 ESM Registers OxFFFF F500 OxFFFF F5FF 256 8/16/32
2 CCMT7 Register (opt.) OxFFFF F600 OxFFFF F6FF 256 8/16/32
3 DMM Registers (opt.) OxFFFF F700 OXFFFF F7FF 256 8/16/32
PPS6 0 RAM ECC Regs 2 OxFFFF F800 OxFFFF F8FF 256 8/16/32
(opt.)
1 RAM ECC Regs 1 OxFFFF F900 OxFFFF FOFF 256 8/16/32
(opt.)
2 Reserved OxFFFF FA0O OXFFFF FAFF 256 8/16/32
3 Reserved OxFFFF FB0OO OxFFFF FBFF 256 8/16/32
PPS7 0 RTI OxFFFF FCO00 OxFFFF FCFF 256 8/16/32
1 VIM Parity Register OxFFFF FDOO OxFFFF FDFF 256 8/16/32
(opt.)
2 M3VIM Registers OxFFFF FEOO OxFFFF FEFF 256 8/16/32
3 System module Regis- OxFFFF FFOO OxFFFF FFFF 256 8/16/32
ters
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4.2 System Control Registers (SYS)
This section describes the SYSTEM registers. There are two frames available for registers. The start address
of the first system module frame is OxFFFF FFOO and the end address is OxXFFFF FFFF. The start address of
the second system module frame is OxFFFF E100 and the end address is OXFFFF ELFF. The registers
support 32-, 16-, and 8-bit writes. The offset is relative to the system module frame start address.
Figure 4-1 contains a summary figure of the system control registers.
Figure 4-1. Frame 1 System Control Registers Summary
Offset
Address 31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
Register 15 14 13 12 11 9 8 7 4 3 2 1 0
0x00 Reserved
SYSPC1
Page 66 ECP- | ECP-
Reserved CLK2 | CLK-
FUN | FUN
0x04 Reserved
SYSPC2
Page 67 ECP | ECP
Reserved CLK2 | CLK
DIR | DIR
Reserved
0x08
EJZS:ZSS ECP | ECP
9 Reserved CLK2 | CLK
DIN | DIN
Reserved
0x0C
R ECP | ECP
g Reserved CLK2 | CLK
DOUT | DOUT
Reserved
0x10
SP:SE‘;E ECP | ECP
9 Reserved CLK2 | CLK
SET | SET
Reserved
0x14
i;sggg ECP | ECP
9 Reserved CLK2 | CLK
CLR | CLR
Reserved
0x18
i;s,f% ECP | ECP
g Reserved CLK2 | CLK
ODE | ODE
58 Control Registers March 2013




{'? TEXAS

INSTRUMENTS
www.ti.com .
System Control Registers (SYS)
Figure 4-1. Frame 1 System Control Registers Summary (Continued)
Offset
Address 31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
Register 15 14 13 12 11 10 9 8 7 6 5 4 3 2 1 0
Reserved
0x1C
Svspcs Ecp [ EcP
9 Reserved CLK2 | CLK
PUE | PUE
Reserved
0x20
Isjzsggg ECP | ECP
g Reserved CLK2 | CLK
PS PS
Reserved
0x24
SSWPLL1 ?_CE)SN COUN COUN EXT_
Page 77 MOD_PH_CAP_INDEX(70) Reser | o~ | TER_ TER. TAP_COUNTER_DIS(|COUN
ved RESE 2-1) TER_
_REA| T EN EN
DY
0x28 SSW_CAPTURE_COUNT(31-16)
SSWPLL2
Page 79 SSW_CAPTURE_COUNT(16-0)
Ox2C SSW_CLKOUT_COUNT(31-16)
SSWPLL3
Page 80
SSW_CLKOUT_COUNT(16-0)
Reserved
0x30
P(;Sglgl CLK | CLK | CLK | CLK | CLK | CLK | CLK | CLK
9 Reserved SR7 | SR6 | SR5 | SR4 | SR3 | SR2 | SR1 | SRO
OFF | OFF | OFF | OFF | OFF | OFF | OFF | OFF
Reserved
0x34
CSDISSET CLK | CLK | CLK | CLK | CLK | CLK | CLK | CLK
Page 82 Reserved SR7 | SR6 | SR5 | SR4 | SR3 | SR2 | SR1 | SRO
OFF | OFF | OFF | OFF | OFF | OFF | OFF | OFF
SET | SET | SET | SET | SET | SET | SET | SET
Reserved
0x38
CSDISCLR CLK | CLK | CLK | CLK | CLK | CLK | CLK | CLK
Page 83 R SR7 | SR6 | SR5 | SR4 | SR3 | SR2 | SR1 | SRO
OFF | OFF | OFF | OFF | OFF | OFF | OFF | OFF
CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR
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Figure 4-1. Frame 1 System Control Registers Summary (Continued)
Offset
Address 31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
Register 15 14 13 12 11 9 8 7 6 5 4 3 2 1 0
Reserved
0x3C
é‘DEISS‘l RTI RTI VC':D\LK VCLK | VCLK | VCLK HCLK | aeLk
9 Reserved CLK2 | CLKL | % A 2 P 'omr | orF
OFF | OFF OFF | OFF | OFF
OFF
Reserved
0x40
CSDISSET RTI RT | VCLK VCLK | veLk VCLK HCLK | cCLK
Page 85 CLK2 | CLK1 | A2 P
Reserved AOFF | 20FF OFF | OFF
OFF | OFF | OFF SET | SET OFF SET | SET
SET | SET | SET SET
Reserved
0x44
CSDISCLR RTI RTI | VCLK VCLK | veLk VCLK HCLK | cCLK
Page 87 CLK2 | CLK1 | A2 P
Reserved AOFF | 20FF OFF | ENA
OFF | OFF | OFF CLR | CLR OFF CLR | CLR
CLR | CLR | CLR CLR
0x48 Reserved GHVWAKE(3:0) Reserved GHVLPM(3:0)
GHVSRC
Page 89 Reserved GHVSRC(3:0)
OXAC Reserved
VCLKASRC
Page 91 Reserved VCLKA2S(3:0) Reserved VCLKA1S(3:0)
0x50 Reserved RTI2DIV(1:0) Reserved RTI2SRC(3:0)
RCLKSRC
Page 93 Reserved RTILDIV(L:0) Reserved RTILSRC(3:0)
0x54 Reserved
CSVSTAT
Page 95 Reserved CLK | CLK | CLK | CLK | CLK | CLK | CLK | CLK
SR7V | SR6V | SR5V | SR4V | SR3V | SR2V | SR1V | SROV
0x58 Reserved
MSTGCR
Page 96 Reserved ROM_?IV(l:O Reserved MSTGENA(3:0)
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Figure 4-1. Frame 1 System Control Registers Summary (Continued)
Offset
Address 31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
Register 15 14 13 12 11 10 8 7 4 3 2 1 0
0X5C Reserved
MINITGCR
Page 98 Reserved MINITGENA(3:0)
0x60 MSIENA[31:16]
MSIENA
Page 99 MSIENA[15:0]
0x64 MSTF[31:16]
MSTFAIL
Page 100
MSTF[15:0]
Ox68 Reserved
MSINIGSTAT
Page 101 MINI MST
Reserved DONE Reserved DONE
OX6C MIDONE[31:16]
MINISTAT
Page 102 MIDONE[15:0]
0x70 Device Specific
PLLCTL1
Page 103 Device Specific
0x74 Device Specific
PLLCTL2
Page 103 Device Specific
Reserved
0x78
Reserved
Reserved
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System Control Registers (SYS)
Figure 4-1. Frame 1 System Control Registers Summary (Continued)
Offset
Address 31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
Register 15 14 13 12 11 10 9 8 7 6 5 4 3 2 1 0
OX7C DIEIDL(31:16)
DIEIDL
Page 104 DIEIDL(15:0)
0x80 DIEIDH(31:16)
DIEIDH
Page 105 DIEIDH(15:0)
0x84 Reserved
VRCTL
Page 106 Reserved VLPMENA(3:0) VSLEEPENA(3:0)
BIAS
0x88 Reserved I;tlé\ Reserved
LPOMONCTL
Page 108
Reserved HFTRM(3:0) Reserved LFTRM(3:0)
RANG RANG
EDE- EDE-
OX8C Reserved TCTR ZESNI—E Reserved CLK_TEST_EN(3:0)
CLKTEST L L
Page 110
Reserved SEL_GIO_PIN(3:0) Reserved SEL_ECP_PIN(3:0)
Reserved
0x90-0x9C
Reserved
Reserved
OXAO Device Specific
GPREG1
Page 113 Device Specific
OxA4 Reserved
BTRMSEL
Page 114 Reserved
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System Control Registers (SYS)

Figure 4-1. Frame 1 System Control Registers Summary (Continued)

Offset
Address
Register

30 25

14

29
13

26

15 10 9

24

[

0xA8
IMPFASTS
Page 115

Reserved

MASTERID

Reserved EMIF

VBUS

Reserved ATYP

O0xAC
IMPFTADD
Page 117

IMPFTADD(31:16)

IMPFTADD(15:0)

0xBO
SSIR1
Page 118

Reserved

SSKEY1

SSDATAL

0xB4
SSIR2
Page 119

Reserved

SSKEY2

SSDATA2

0xB8
SSIR3
Page 120

Reserved

SSKEY3

SSDATA3

0xBC
SSIR4
Page 121

Reserved

SSKEY4

SSDATA4

0xCO
RAMGCR
Page 122

Reserved

RAM_DFT_EN(3:0)

WST_ Reser WST_ Reserv WST_
AENA DENA AENA
3 ved 3 ed 2

Reser
ved

Reser
ved

WST_
DENA

WST_ Reser WST_ Reser WST_ Reser WST_
AENA DENA AENA DENA
1 ved 1 ved 0 ved 0

Reser
ved

0xC4
BMMCR1
Page 124

Reserved

Reserved

MEM
SW
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Figure 4-1. Frame 1 System Control Registers Summary (Continued)

Offset
Address 31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
Register 15 14 13 12 11 10 9 8 7 6 5 4 3 2 1 0
Reserved
0xC8
Eg’l'\gigé PRTY PRTY | PRTY PRTY PRTY | PRTY | PRTY
9 Reserved HPI _RAM|_RAM CRC _PBR|_RAM|_RAM
3 2 - G 1 0
0XCC Reserved
MMUGCR
Page 127 MPM
Reserved ENA
0xDO Reserved VCLK2R[3:0] Reserved VCLKR[3:0]
CLKCNTL
Page 128 Reserved PENA Reserved
ECP- | ECP
OxD4 Reserved sseL | cos Reserved
ECPCNTRL
Page 129 ECPDIV
0xD8 Reserved
DSPGCR
Page 130 Reserved
0XDC Reserved
DEVCR1
Page 131 Reserved DEVPARSEL
OXEO Reserved
SYSECR
Page 132 RESE | RESE Reserved
T[1] | T[O]
OXE4 Reserved
SYSESR
Page 133 PO | OSC | wD Reserved CPU | SW | EXT Reserved
RST | RST | RST RST | RST | RST
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System Control Registers (SYS)

Figure 4-1. Frame 1 System Control Registers Summary (Continued)

Offset
Address
Register

14

29

13

28

27

12 11

26

25

10

9

24 23 22 21 20 19

8 7 6 5 4

OxXE8
Reserved

Reserved

Reserved

OXEC
GLBSTAT
Page 135

Reserved

Reserved

OSC-
FAIL

0xFO
DEVID
Page 136

CP15

TECH

TECH

/0 | PPAR

Program
parity

RECC Version

OxF4
SSIVEC
Page 138

Reserved

SSIDATA

SSIVECT[7:0]

OxF8
SSIF
Page 139

Reserved

Reserved

SSI_
FLAG

Ssl_
FLAG

SsI_
FLAG

SsI_
FLAG

OxFC
SSIR1
Page 118

Reserved

SSKEY1

SSDATAL
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4.2.1 SYS Pin Control Register 1 (SYSPC1)

The SYSPCL1 register, shown in Figure 4-2 and described in Table 4-2, controls the function of the ECPCLK
and ECPCLK2.

Figure 4-2. SYS Pin Control Register 1 (SYSPC1) [offset = 0x00]

31 30 29 28 26 24 23 22 21 20 19 18 17 16
Reserved
R-0
15 14 13 12 10 8 7 6 5 4 3 2 1 0
ECP ECP
Reserved CLK2 CLK
FUN FUN
R-0 R/W-0 R/W-0

R = Read in all modes; W = write in all modes; n = value after reset

Table 4-2. SYS Pin Control Register 1 (SYSPC1) Field Descriptions

Bit Name Value Description
31-2 Reserved Reads return zero and writes have no effect.
1 ECPCLK2FUN ECPCLK2 function. This bit changes the function of the ECPCLK2 .
0 ECPCLK2 is in GIO mode.
1 ECPCLK?2 is in functional mode as an output.
Note:
This bit controls ECPCLK2. ECPCLK2 is muxed with
HET15. This feature/bit is only available on some
configurations of TMS470M series. Please check the
device specific datasheet for applicability to the specific
part number being used.
0 ECPCLKFUN ECPCLK function. This bit changes the function of the ECPCLK.
0 ECPCLK is in GIO mode.
1 ECPCLK is in functional mode as an output.
Note:
It is recommended not to disable and enable the ECPCLK
in functional mode within the same ECP clock period to
guarantee a proper ECP clock duty cycle.
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System Control Registers (SYS)

4.2.2

SYS Pin Control Register 2 (SYSPC2)

The SYSPC2 register, shown in Figure 4-3 and described in Table 4-3, controls the function of the ECPCLK

and ECPCLK2 pin.

Figure 4-3. SYS Pin Control Register 2 (SYSPC2) [offset = 0x04]

31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
Reserved
R-0

15 14 13 12 11 10 9 8 7 6 5 4 3 2 1 0
ECP ECP
Reserved CLK2 CLK
DIR DIR

R-0 R/W-0 R/W-0

R = Read; W = Write; -n = value after reset

Table 4-3. SYS Pin Control Register 2 (SYSPC2) Field Descriptions

Bit Name Value Description
31-2 Reserved Reads return zero and writes have no effect.
1 ECPCLK2_DIR ECPCLK2 data direction. This bit controls the direction of the
ECPCLK2 pin when it is configured to be in GIO mode only
(ECPCLK2FUN = 0).
0 The ECPCLK2 pin is an input.
1 The ECPCLK2 pin is an output.
Note:
This bit controls ECPCLK2. ECPCLK2 is muxed with
HET15. This feature/bit is only available on some config-
urations of TMS470M series. Please check the device
specific datasheet for applicability to the specific part
number being used.
0 ECPCLK _DIR ECPCLK data direction. This bit controls the direction of the
ECPCLK pin when it is configured to be in GIO mode only
(ECPCLKFUN = 0).
0 The ECPCLKGIO pin is an input.
1 The ECPCLKGIO pin is an output.
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4.2.3 SYS Pin Control Register 3 (SYSPC3)

The SYSPCS3 register, shown in Figure 4-4 and described in Table 4-4, controls the function of the ECPCLK
and ECPCLK2 pin.

Figure 4-4. SYS Pin Control Register 3 (SYSPC3) [offset = 0x08]

31 29 28 26 25 24 23 22 21 20 19 18 17 16
Reserved
R-0

15 13 12 10 9 8 7 6 5 4 3 2 1 0
ECP ECP
Reserved CLK2 CLK
DIN DIN
R-0 R-U

R = Read only; -n = value after reset; -U = undefined

Table 4-4. SYS Pin Control Register 3 (SYSPC3) Field Descriptions

Bit

Name

Value

Description

31-2

Reserved

Reads return zero and writes have no effect.

ECPCLK2_DIN

ECPCLK2 data in.
The ECPCLK2 pin is at logic low (0).

The ECPCLK2 pin is at logic high (1).

Note:

This bit controls ECPCLK2. ECPCLK?2 is muxed with
HET15. This feature/bit is only available on some config-
urations of TMS470M series. Please check the device
specific datasheet for applicability to the specific part
number being used.

ECPCLK_DIN

ECPCLK data in.
The ECPCLK pin is at logic low (0).

The ECPCLK pin is at logic high (1).
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System Control Registers (SYS)

4.2.4 SYS Pin Control Register 4 (SYSPC4)

The SYSPC2 register, shown in Figure 4-5 and described in Table 4-5, controls the function of the ECPCLK

and ECPCLK2 pin output.

Figure 4-5. SYS Pin Control Register 4 (SYSPC4) [offset = 0x0C]

31 30 29 28 27 26 24 23 22 21 20 19 18 17 16
Reserved
R-0
15 14 13 12 11 10 8 7 6 5 4 3 2 1 0
ECP ECP
Reserved CLK2 CLK
DOUT | DOUT
R-0 R/W-0 R/W-0

R = Read; W = Write; -n = value after reset

Table 4-5. SYS Pin Control Register 4 (SYSPC4) Field Descriptions

Bit Name

Value

Description

31-2 Reserved

Reads return zero and writes have no effect.

1 ECPCLK2_DOUT

ECPCLK2 data out write. This bit is only active when ECPCLK2 is
configured to be in GIO mode (ECPCLK2FUN = 0) and config-
ured to be an output pin (ECPCLK2_DIR = 1). The value of this bit
indicates the value to be output to the ECPCLK2 pin.

The ECPCLK2_DOUT pin is at logic low (0).

NOTE: If ECPCLK2_DIR = 1, writing a 0 to ECPCLK2_DOUT will
also set ECPCLK2 to 0.

The ECPCLK2_DOUT pin is at logic high (1).

NOTE: If EPCLK2_DIR =1, writing a 1 to ECPCLK2_DOUT will also
set ECPCLK?2 to 1.

Note:

This bit controls ECPCLK2. ECPCLK2 is muxed with
HET15. This feature/bit is only available on some config-
urations of TMS470M series. Please check the device
specific datasheet for applicability to the specific part
number being used.

0 ECPCLK_DOUT

ECPCLK data out write. This bit is only active when ECPCLK is con-
figured to be in GIO mode (ECPCLKFUN = 0) and configured to
be an output pin (ECPCLK_DIR = 1). The value of this bit indicates
the value to be output to the ECPCLK pin.

The ECPCLK_DOUT pin is at logic low (0).

NOTE: If ECPCLK_DIR =1, writing a 0 to ECPCLK_DOUT will also
set ECPCLK to 0.
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Table 4-5. SYS Pin Control Register 4 (SYSPC4) Field Descriptions (Continued)

Bit

Name

Value

Description

1

The ECPCLK_DOUT pin is at logic high (1).

NOTE: If ECPCLK_DIR =1, writing a 1 to ECPCLK_DOUT will also

set ECPCLK to 1.
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System Control Registers (SYS)

4.2.5

SYS Pin Control Register 5 (SYSPC5)

The SYSPCS register, shown in Figure 4-6 and described in Table 4-6, controls the function of the ECPCLK

and ECPCLK2 pin output.

Figure 4-6. SYS Pin Control Register 5 (SYSPC5) [offset = 0x10]

31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
Reserved
R-0

15 14 13 12 11 10 9 8 7 6 5 4 3 2 1 0
ECP ECP
Reserved CLK2 CLK
SET SET

R-0 R/W-0 R/W-0

R = Read; W = Write; -n = value after reset

Table 4-6. SYS Pin Control Register 5 (SYSPC5) Field Descriptions

Bit Name

Value

Description

31-2 Reserved

Reads return zero and writes have no effect.

1 ECPCLK2_SET

ECPCLK2 data out set. This bit is only active when ECPCLK2 is
configured to be in GIO mode (ECPCLK2FUN = 0).

Read: The ECPCLK2_DOUT pin is at logic low (0).
Write: Writing a 0 has no effect.

Read: The ECPCLK2_DOUT pin is at logic high (1).
Write: The ECPCLK2 pin is at logic high (1).

Note:

This bit controls ECPCLK2. ECPCLK2 is muxed with
HET15. This feature/bit is only available on some config-
urations of TMS470M series. Please check the device
specific datasheet for applicability to the specific part
number being used.

0 ECPCLK_SET

ECPCLK data out set. This bit is only active when ECPCLK is con-
figured to be in GIO mode (ECPCLKFUN = 0).

Read: The ECPCLK_DOUT pin is at logic low (0).
Write: Writing a 0 has no effect.

Read: The ECPCLK_DOUT pin is at logic high (1).
Write: The ECPCLK pin is at logic high (1).
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System Control Registers (SYS)
4.2.6 SYS Pin Control Register 6 (SYSPC6)

The SYSPCS6 register, shown in Figure 4-7 and described in Table 4-7, controls the function of the ECPCLK
and ECPCLK2 pin output.

Figure 4-7. SYS Pin Control Register 6 (SYSPC6) [offset = 0x14]

31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
Reserved
R-0

15 14 13 12 11 10 9 8 7 6 5 4 3 2 1 0
ECP ECP
Reserved CLK2 CLK
CLR CLR

R-0 R/W-0 R/W-0

R = Read; W = Write; -n = value after reset

Table 4-7. SYS Pin Control Register 6 (SYSPC6) Field Descriptions

Bit Name Value Description
31-2 Reserved Reads return zero and writes have no effect.
1 ECPCLK2_SET ECPCLK2 data out clear. This bit is only active when ECPCLK2 is

configured to be in GIO mode (ECPCLK2FUN = 0).

0 Read: The ECPCLK2_DOUT pin is at logic low (0).
Write: The ECPCLK2 pin value is unchanged.

1 Read: The ECPCLK2_DOUT pin is at logic high (1).
Write: The ECPCLK?2 pin is cleared to logic low (0).

Note:

This bit controls ECPCLK2. ECPCLK2 is muxed with
HET15. This feature/bit is only available on some config-
urations of TMS470M series. Please check the device
specific datasheet for applicability to the specific part
number being used.

0 ECPCLK_SET ECPCLK data out clear. This bit is only active when ECPCLK is con-
figured to be in GIO mode (ECPCLKFUN = 0).

0 Read: The ECPCLK_DOUT pin is at logic low (0).
Write: The ECPCLK pin value is unchanged.

1 Read: The ECPCLK_DOUT pin is at logic high (1).
Write: The ECPCLK pin is cleared to logic low (0).
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4.2.7

SYS Pin Control Register 7 (SYSPC7)

The SYSPCY7 register, shown in Figure 4-8 and described in Table 4-8, controls the function of the ECPCLK
and ECPCLK2 pin open drain mode.

Figure 4-8. SYS Pin Control Register 7 (SYSPC7) [offset = 0x18]

31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
Reserved
R-0
15 14 13 12 11 10 9 8 7 6 5 4 3 2 1 0
ECP ECP
Reserved CLK2 CLK
ODE | ODE
R-0 R/W-0 R/W-0

R = Read; W = Write; -n = value after reset

Table 4-8. SYS Pin Control Register 7 (SYSPC7) Field Descriptions

Bit Name

Value

Description

31-2 Reserved

Reads return zero and writes have no effect.

1 ECPCLK2_ODE

ECPCLK2 open drain enable. This bit is only active when ECPCLK2
is configured to be in GIO mode (ECPCLK2FUN = 0).

The ECPCLK2 pin is configured in push/pull mode.
The ECPCLK2 pin is configured in open drain mode.

Note: When a pin is configured as an output in GIO mode, the out-
put buffer is tri-stated when the ECPCLK2_DOUT register is set to
1. If the ECPCLK2_DOUT register is set to 0, the output buffer
drives a value of 0. If the pin direction is set as an input, the output
buffer is tri-stated no matter what the value of the ECPCLK2_DOUT
register is. In push/pull mode, when a pin is configured as an output
in GIO mode, the pin follows whatever value is set in the DOUT reg-
ister.

Note:

This bit controls ECPCLK2. ECPCLK2 is muxed with
HET15. This feature/bit is only available on some config-
urations of TMS470M series. Please check the device
specific datasheet for applicability to the specific part
number being used.

0 ECPCLK_ODE

ECPCLK open drain enable. This bit is only active when ECPCLK is
configured to be in GIO mode (ECPCLKFUN = 0).

The ECPCLK pin is configured in push/pull mode.
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Table 4-8. SYS Pin Control Register 7 (SYSPC7) Field Descriptions (Continued)

Bit

Name

Value

Description

1

The ECPCLK pin is configured in open drain mode.

Note: When a pin is configured as an output in GIO mode, the out-
put buffer is tri-stated when the ECPCLK_DOUT register is set to 1.
If the ECPCLK_DOUT register is set to 0, the output buffer drives a
value of 0. If the pin direction is set as an input, the output buffer is
tri-stated no matter what the value of the ECPCLK_DOUT register

is. In push/pull mode, when a pin is configured as an output in GIO
mode, the pin follows whatever value is set in the DOUT register.
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4.2.8 SYS Pin Control Register 8 (SYSPCB8)

The SYSPCS register, shown in Figure 4-9 and described in Table 4-9, controls the function of the ECPCLK
and ECPCLK2 pin pull enable.

Figure 4-9. SYS Pin Control Register 8 (SYSPC8) [offset = 0x1C]

31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
Reserved
R-0
15 14 13 12 11 10 9 8 7 6 5 4 3 2 1 0
ECP ECP
Reserved CLK2 CLK
PUE PUE
R-0 R/W-D R/W-D

R = Read; W = Write; -n = value after reset; D = Device Specific

Table 4-9. SYS Pin Control Register 8 (SYSPCS8) Field Descriptions

Bit Name Value Description
31-2 Reserved Reads return zero and writes have no effect.
1 ECPCLK2_PUE ECPCLK2 pull up enable. This bit is only active when ECPCLK2 is
configured to be an input.
0 ECPCLK2 pull enable is active.
1 ECPCLK2 pull enable is inactive.
Note:

This bit controls ECPCLK2. ECPCLK2 is muxed with
HET15. This feature/bit is only available on some config-
urations of TMS470M series. Please check the device
specific datasheet for applicability to the specific part
number being used.

0 ECPCLK_PUE ECPCLK pull up enable. This bit is only active when ECPCLK is
configured to be an input.
0 ECPCLK pull enable is active.
1 ECPCLK pull enable is inactive.
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4.2.9 SYS Pin Control Register 9 (SYSPC9)

The SYSPC9 register, shown in Figure 4-10 and described in Table 4-10, controls the function of the ECPCLK
and ECPCLK2 pin pull up/pull down.

Figure 4-10. SYS Pin Control Register 9 (SYSPC9) [offset = 0x20]

31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
Reserved
R-0
15 14 13 12 11 10 9 8 7 6 5 4 3 2 1 0

ECP ECP
Reserved CLK2 CLK

PS PS

R-0 R/W-0 R/W-0

R = Read; W = Write; -n = value after reset

Table 4-10. SYS Pin Control Register 9 (SYSPC9) Field Descriptions

Bit Name Value Description

31-2 Reserved Reads return zero and writes have no effect.

1 ECPCLK2_PS ECPCLK2 pull up/pull down select. This bit is only active when
ECPCLK?2 is configured to be an input.

0 ECPCLK2 pull down is selected, when pull up/pull down logic is
enabled (ECPCLK2_PUE =0).

1 ECPCLK2 pull up is selected, when pull up/pull down logic is
enabled (ECPCLK2_PUE = 0).

Note:

This bit controls ECPCLK2. ECPCLK?2 is muxed with
HET15. This feature/bit is only available on some config-
urations of TMS470M series. Please check the device
specific datasheet for applicability to the specific part
number being used.

0 ECPCLK_PS ECPCLK pull up/pull down select. This bit is only active when ECP-
CLK is configured to be an input.

0 ECPCLK pull down is selected, when pull up/pull down logic is
enabled (ECPCLK_PUE =0).

1 ECPCLK pull up is selected, when pull up/pull down logic is enabled
(ECPCLK_PUE =0).
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4.2.10 SSW PLL BIST Control Register 1 (SSWPLL1)

The SSWPLL1 register is shown in Figure 4-11 and described in Table 4-11. This register is for Tl internal use

only.
Figure 4-11. SSW PLL BIST Control Register 1 (SSWPLL1) [offset = 0x24]
31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
Reserved
R-0

15 14 13 12 1 10 9 8 7 6 5 4 3 2 1 0
—— TCSRU'; COUN | COUN EXT_C
MOD_PH_CAP_INDEX(7:0) —_|TER_R|TER_E| TAP_COUNTER_DIS | OUNT
ed |EAD R copr | N ER_EN

EADY -
R/W-0 R/W-0 R/W-1 R/W-0 R/W-0 R/W-0

R = Read; W = Write; -n = value after reset

Table 4-11. SSW PLL BIST Control Register 1 (SSWPLL1)) Field Descriptions

Bit Name Value Description
31-16 Reserved Reads return zero and writes have no effect.
15-8 MOD_PH_CAP_IND 0—FFh The capture counter present in the PLL wrapper will count the PLL
EX clock edges when the current modulation phase capture window
value is equal to these bits.
7 Reserved Reads return zero and writes have no effect.
6 COUNTER_READ_R Counter read ready.
EADY If EXT_COUNTER_EN is 1 the COUNTER_READ_READY signal
becomes 1 whenever COUNTER_EN bit is 0.

0 Counter registers in SSWPLL2 and SSWPLL3 are not ready to
read.

1 Counter registers in SSWPLL2 and SSWPLL3 are ready to read.

5 COUNTER_RESET Counter reset.

0 Depending on COUNTER_EN bit, the counter value will increment
or maintain its value.

1 If the EXT_COUNTER_EN bit is 0,then counters will be held in the
reset state. If EXT_COUNTER_EN bit is 1, then this bit will be
ignored by the PLL wrapper.

4 COUNTER_EN Counter enable.

0 The counters are disabled (stop counting) if EXT_COUNTER_EN
is 1.

1 The counters are enabled if EXT_COUNTER_EN is 1. If
EXT_COUNTER_EN bit is 1 then counters will reset on the rising
edge of this bit.
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Table 4-11. SSW PLL BIST Control Register 1 (SSWPLL1)) Field Descriptions (Continued)

Bit Name Value Description
3-1 TAP_COUNTER_DIS The value in this register is used to program a particular bit in
(3-0) CLKOUT counter. When that particular bit in CLKOUT counter
becomes 1, then both the CLKOUT counter and the CAPTURE
counter will stop counting.
000 Bit 16 of CLKOUT counter is selected.
001 Bit 18 of CLKOUT counter is selected.
010 Bit 20 of CLKOUT counter is selected.
011 Bit 22 of CLKOUT counter is selected.
100 Bit 24 of CLKOUT counter is selected.
101 Bit 26 of CLKOUT counter is selected.
110 Bit 28 of CLKOUT counter is selected.
111 Bit 30 of CLKOUT counter is selected.
0 EXT_COUNTER_EN
0 Capture counter counts at every rising edge of PLLCLK.
1 Capture counter counts at every rising edge of oscillator input.
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4.2.11 SSW PLL BIST Control Register 2 (SSWPLL?2)

This is an observation register used to log counter value for the capture counter inside the PLL wrapper. The
SSWPLL2 register is shown in Figure 4-12 and described in Table 4-12. This register is for Tl internal use

only.
Figure 4-12. SSW PLL BIST Control Register 2 (SSWPLL?2) [offset = 0x28]
31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
SSW_CAPTURE_COUNT
R-0
15 14 13 12 1 10 9 8 7 6 5 4 3 2 1 0
SSW_CAPTURE_COUNT
R-0
R = Read; W = Write; -n = value after reset
Table 4-12. SSW PLL BIST Control Register 2 (SSWPLL2) Field Descriptions
Bit Name Value Description
31-0 SSW_CAPTURE O0-FFFF FFFF | Capture count. This register returns the value of the capture count.
COUNT
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4.2.12 SSW PLL BIST Control Register3 (SSWPLL3)

This is observation register used to log counter value for CLKOUT counter inside PLL wrapper. The
SSWPLL3 register is shown in Figure 4-13 and described in Table 4-13. This register is for Tl internal use

only.
Figure 4-13. SSW PLL BIST Control Registerl (SSWPLL3) [offset = 0x2C]
31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
SSW_CLKOUT_COUNT
R-0
15 14 13 12 1 10 9 8 7 6 5 4 3 2 1 0

SSW_CLKOUT_COUNT

R-0

R = Read; W = Write; -n = value after reset

Table 4-13. SYS Pin Control Register9 (SYSPC9) Field Descriptions

Bit Name Value Description
310 SSW_CAPTURE O-FFFF Value of CLKout count register.
_COUNT FFFFh
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4.2.13 Clock Source Disable Register (CSDIS)
This register is shown in Figure 4-14 and described in Table 4-14.

Figure 4-14. Clock Source Disable Register (CSDIS) [offset = 0x30]

31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
Reserved
R-0

15 14 13 12 11 10 9 8 7 6 5 4 3 2 1 0
CLK CLK CLK CLK CLK CLK CLK CLK
Reserved SR7 SR6 SR5 SR4 SR3 SR2 SR1 SRO
OFF OFF OFF OFF OFF OFF OFF OFF

R-0 R/WP- R/WP- R/WP- R/WP- R/WP- R/WP- R/WP- R/WP-
D D D D D D 1 0

R = Read in all modes; WP = Write in privileged mode only; -n = Value after reset; D = Device-specific reset value

Table 4-14. Clock Source Disable Register (CSDIS) Field Descriptions

Bit Name Value Description
31-8 Reserved Reads return zero and writes have no effect.
7-0 CLKSR[7:0] OFF Clock source[7:0] off.
0 Clock source[7:0] is enabled.
1 Clock source[7:0] is disabled.
Note: On wakeup, only the clock sources that are selected by the
device clock domains are awakened (auto wake-up using the
wakeup signal).
Table 4-15 presents the standard mapping for the TMS470M
Series clock source.
Table 4-15. Standard Mapping for TMS470M Series Clock Source

Clock Source Mapping

Clock source0 Oscillator

Clock sourcel PLL

Clock source2 32 kHz oscillator

Clock source3 External clock

Clock source4 LPO low frequency clock

Clock sourceb5 LPO high frequency clock

Clock source6 to  Reserved for future use
Clock source?
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4.2.14 Clock Source Disable Set Register (CSDISSET)
This register is shown in Figure 4-15 and described in Table 4-15.
Figure 4-15. Clock Source Disable Set Register (CSDISSET) [offset = 0x34]
31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
Reserved
R-0
15 14 13 12 1 10 9 8 7 6 5 4 3 2 1 0

SET SET SET SET SET SET SET SET
CLK CLK CLK CLK CLK CLK CLK CLK

REEEEd SR7 | SR6 | SR5 | SR4 | SR3 | SR2 | SR1 | SRO
OFF | OFF | OFF | OFF | OFF | OFF | OFF | OFF
RIWP- R/WP- RIWP- R/MP- RMWP- R/WP- R/WP-

R0 D D RIWPD D D D 1 0

R = Read in all modes; WP = Write in privileged mode only; -n = Value after reset

Table 4-16. Clock Source Disable Set Register (CSDISSET) Field Descriptions

Bit Name Value Description
31-8 Reserved Reads return zero and writes have no effect.
7-0 SETCLKSR][7:0] OFF Set clock source[7:0] off.

0 Read: Clock source[7:0] is enabled.

Write: Clock source[7:0] is unchanged.

1 Read: Clock source[7:0] is disabled.
Write: Clock source[7:0] is disabled.
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4.2.15 Clock Source Disable Clear Register (CSDISCLR)
This register is shown in Figure 4-16 and described in Table 4-16.

Figure 4-16. Clock Source Disable Clear Register (CSDISCLR) [offset = 0x38]

31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
Reserved
R-0
15 14 13 12 11 10 9 8 7 6 5 4 3 2 1 0
CLR CLR CLR CLR CLR CLR CLR CLR
Reserved CLK CLK CLK CLK CLK CLK CLK CLK
SR7 SR6 SR5 SR4 SR3 SR2 SR1 SRO
OFF | OFF | OFF | OFF | OFF | OFF | OFF | OFF
R-0 R/WP- R/WP- R/WP- R/WP- R/WP- R/WP- R/WP- R/WP-
D D D D D D 1 0
R = Read in all modes; WP = Write in privileged mode only; -n = Value after reset
Table 4-17. Clock Source Disable Clear Register (CSDISCLR) Field Descriptions
Bit Name Value Description
31-8 Reserved Reads return zero and writes have no effect.
7-0 CLRCLKSR[7:0] OFF Clear clock source[7:0] off.
0 Read: Clock source[7:0] is enabled.
Write: Clock source[7:0] is unchanged.
1 Read: Clock source[7:0] is disabled.
Write: Clock source[7:0] is enabled.
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4.2.16 Clock Domain Disable Register (CDDIS)

This register is shown in Figure 4-17 and described in Table 4-18.

Note: All the clock domains are enabled on wakeup.
The system should guarantee that when HCLK and VCLKSYS are turned off through
the HCLKOFF bit, the GCLK domain is also turned off.

Figure 4-17. Clock Domain Disable Register (CSDDIS) [offset = 0x3C]

31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
Reserved
R-0
15 14 13 12 11 10 9 8 7 6 5 4 3 2 1 0

RTI RTI |VCLKA|VCLKA
Reserved CLK2 | CLK1 2 1
OFF | OFF | OFF | OFF

VCLK2 | VCLKP | HCLK | GCLK
OFF | OFF | OFF | OFF

R/WP- R/WP- R/WP- R/WP- R/WP- R/WP- R/WP- R/WP-

R0 0 0 0 0 0 0 0 0

R = Read in all modes; WP = Write in privileged mode only; -n = Value after reset

Table 4-18. Clock Domain Disable Register (CSDDIS) Field Descriptions

Bit Name Value Description
31-8 Reserved Reads return zero and writes have no effect.
7-6 RTICLK[2:1]OFF RTICLK[2:1] domain off.
0 The RTICLKJ[2:1] domain is enabled.
1 The RTICLK][2:1] domain is disabled.
5-4 VCLKA[2:1]OFF VCLKA[2:1] domain off.
0 The VCLKA[2:1] domain is enabled.
1 The VCLKA[2:1] domain is disabled.
3 VCLK20OFF VCLK2 domain off.
0 The VCLK2 domain is enabled.
1 The VCLK2 domain is disabled.
1 HCLKOFF HCLK domain off.
0 The HCLK domain is enabled.
1 The HCLK domain is disabled.
0 GCLKOFF GCLK domain off.
0 The GCLK domain is enabled.
1 The GCLK domain is disabled.
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4217 C
Thi

lock Domain Disable Set Register (CDDISSET)
s register is shown in Figure 4-18 and described in Table 4-19.

Figure 4-18. Clock Domain Disable Set Register (CSDDISSET) [offset = 0x40]

31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
Reserved
R-0
15 14 13 12 11 10 9 8 7 6 5 4 3 2 1 0

SET SET SET
RTI RTI |vcLka SET SET SET SET SET

Reserved VCLKA | VCLK2 | VCLKP | HCLK | GCLK

CLK2 | CLK1 | 2
orr | orf | opp | OFF | OFF | OFF | OFF | OFF

R/WP- R/WP- R/WP- R/WP- R/WP- R/WP- R/WP- R/WP-

R-0 1 1 1 0 1 1 1 0

R = Read in all modes; WP = Write in privileged mode only; -n = Value after reset = Device Specific

Table 4-19. Clock Domain Disable Set Register (CSDDISSET) Field Descriptions

Bit

Name Value Description

31-8

Reserved Reads return zero and writes have no effect.

SETRTICLK[2:1] Set RTICLK[2:1] domain.
OFF

0 Read: The RTICLK[2:1] domain is enabled.
Write: The RTICLK[2:1] domain is unchanged.

1 Read: The RTICLK[2:1] domain is disabled.
Write: The RTICLK[2:1] domain is disabled.

SETVCLKA20FF Set VCLKA2 domain.

0 Read: The VCLKA2 domain is enabled.
Write: The VCLK2 domain is unchanged.

1 Read: The VCLKA2 domain is disabled.
Write: The VCLKA2 domain is disabled.

SETVCLKAOFF Set VCLKA domain.

0 Read: The VCLKA domain is enabled.
Write: The VCLKA domain is unchanged.

1 Read: The VCLKA domain is disabled.
Write: The VCLKA domain is disabled.

SETVCLK20OFF Set VCLK2 domain.

0 Read: The VCLK2 domain is enabled.
Write: The VCLK2 domain is unchanged.

1 Read: The VCLKA domain is disabled.
Write: The VCLK2 domain is disabled.
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Table 4-19. Clock Domain Disable Set Register (CSDDISSET) Field Descriptions (Continued)

Bit Name Value Description
2 SETVCLKPOFF Set VCLKP domain.
0 Read: The VCLKP domain is enabled.
Write: The VCLKP domain is unchanged.
1 Read: The VCLKP domain is disabled.
Write: The VCLKP domain is disabled.
1 SETHCLKOFF Set HCLK domain.
0 Read: The HCLK1 domain is enabled.
Write: The HCLK1 domain is unchanged.
1 Read: The HCLK1 domain is disabled.
Write: The HCLK1 domain is disabled.
0 SETGCLKOFF Set GCLK domain.
0 Read: The GCLK domain is enabled.
Write: The GCLK domain is unchanged.
1 Read: The GCLK domain is disabled.
Write: The GCLK domain is disabled.
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4.2.18 Clock Domain Disable Clear Register (CDDISCLR)
This register is shown in Figure 4-19 and described in Table 4-20.

Figure 4-19. Clock Domain Disable Clear Register (CSDDISCLR) [offset = 0x44]

31 30 29 28 27

26

25

24 23 22 21 20 19 18

17

16

Reserved

15 14 13 12 11

10

R-0

8 7 6 5 4 3 2

Reserved

CLR | CLR | CLR
RTI | RTI |VCLKA

CLK2 | CLK1 | 2
OFF | OFF | OFF

CLR | CLR | CLR
VCLKA | VCLK2 | VCLKP
OFF | OFF | OFF

CLR
HCLK
OFF

CLR
GCLK
OFF

R-0

R/WP- R/WP- R/WP- R/WP- R/WP- R/WP-
1 1 1 0 1 1

R = Read in all modes; WP = Write in privileged mode only; -n = Value after reset; D = Device Specific

R/WP-
1

Table 4-20. Clock Domain Disable Clear Register (CSDDISCLR) Field Descriptions

R/WP-
0

Bit Name

Value

Description

31-8 Reserved

Reads return zero and writes have no effect.

7-6 CLRRTICLK[2:1] OFF

Clear RTICLKJ[2:1] domain.

Read: The RTICLK[2:1] domain is enabled.
Write: The RTICLK[2:1] domain is unchanged.

Read: The RTICLK[2:1] domain is disabled.
Write: The RTICLK[2:1] domain is enabled.

5 CLRVCLKA2 OFF

Clear VCLKA2 domain.

Read: The VCLKA2 domain is enabled.
Write: The VCLKA2 domain is unchanged.

Read: The VCLKA2 domain is disabled.
Write: The VLCKA2 domain is enabled.

4 CLRVCLKAOFF

Clear VCLKA domain.

Read: The VCLKA domain is enabled.
Write: The VCLKA domain is unchanged.

Read: The VCLKA domain is disabled.
Write: The VCLKA domain is enabled.

3 CLRVCLK20OFF

Clear VCLK2 domain.

Read: The VCLK2 domain is enabled.
Write: The VCLK2domain is unchanged.

Read: The VCLK2 domain is disabled.
Write: The VCLK2 domain is enabled.
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Table 4-20. Clock Domain Disable Clear Register (CSDDISCLR) Field Descriptions (Continued)

Bit Name Value Description
2 CLRVCLKPOFF Clear VCLKP domain.
0 Read: The VCLKP domain is enabled.
Write: The VCLKPdomain is unchanged.
1 Read: The VCLKP domain is disabled.
Write: The VCLKP domain is enabled.
1 CLRHCLKOFF Clear HCLK domain.
0 Read: The HCLK domain is enabled.
Write: The HCLK domain is unchanged.
1 Read: The HCLK domain is disabled.
Write: The HCLK domain is enabled.
0 CLRGCLKOFF Clear GCLK enable.
0 Read: The GCLK domain is enabled.
Write: The GCLK domain is unchanged.
1 Read: The GCLK domain is disabled.
Write: The GCLK domain is enabled.
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4.2.19 GCLK, HCLK, VCLK, and VCLK2 Source Register (GHVSRC)
This register is shown in Figure 4-20 and described in Table 4-21.

Figure 4-20. GCLK, HCLK, VCLK, and VCLK2 Source Register (GHVSRC) [offset = 0x48]

31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
Reserved GHVWAKE(3:0) Reserved HVLPM(3:0)
R-0 R/WP-0000 R-0 R/WP-0000
15 14 13 12 11 10 9 8 7 6 5 4 3 2 1 0
Reserved GHVSRC(3:0)
R-0 R/WP-0000

R = Read in all modes; WP = Write in privileged mode only; -n = Value after reset

Table 4-21. GCLK, HCLK, VCLK, and VCLK2 Source Register (GHVSRC) Field Descriptions

Bit Name Value Description
31-28 Reserved Reads return zero and writes have no effect.
27-24 GHVWAKE]3:0] GCLK, HCLK, VCLK, VCLK2 source on wakeup.

0000 Clock source0 is the source for GCLK, HCLK, VCLK, VCLK2 on wakeup.

0001 Clock sourcel is the source for GCLK, HCLK, VCLK, VCLK2 on wakeup.
0010 Clock source? is the source for GCLK, HCLK, VCLK, VCLK2 on wakeup.
0011 Clock source3 is the source for GCLK, HCLK, VCLK, VCLK2 on wakeup.
0100 Clock source4 is the source for GCLK, HCLK, VCLK, VCLK2 on wakeup.
0101 Clock source5 is the source for GCLK, HCLK, VCLK, VCLK2 on wakeup.
0110 Clock sourceé is the source for GCLK, HCLK, VCLK, VCLK2 on wakeup.
0111 Clock source? is the source for GCLK, HCLK, VCLK, VCLK2 on wakeup.

1000-1111 | Reserved

23-20 Reserved Reads return zero and writes have no effect.

19-16 HVLPM[3:0] HCLK, VCLK, VCLK2 source on wakeup when GCLK is turned off.
0000 Clock source0 is the source for HCLK, VCLK, VCLK2 on wakeup.
0001 Clock sourcel is the source for HCLK, VCLK, VCLK2 on wakeup.
0010 Clock source? is the source for HCLK, VCLK, VCLK2 on wakeup.
0011 Clock source3 is the source for HCLK, VCLK, VCLK2 on wakeup.
0100 Clock source4 is the source for HCLK, VCLK, VCLK2 on wakeup.
0101 Clock source5 is the source for HCLK, VCLK, VCLK2 on wakeup.
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Table 4-21. GCLK, HCLK, VCLK, and VCLK2 Source Register (GHVSRC) Field Descriptions (Continued)

Bit Name Value Description
0110 Clock source6 is the source for HCLK, VCLK, VCLK2 on wakeup.
0111 Clock source? is the source for HCLK, VCLK, VCLK2 on wakeup.
1000-1111 | Reserved
15-4 Reserved Reads return zero and writes have no effect.
3-0 GHVSRC[3:0] GCLK, HCLK, VCLK, VCLK2 current source.
Note: The GHVSRC]J3:0] bits are updated with the HVLPM[3:0] when
GCLK is turned off, and are updated with GHVWAKE][3:0] on system
wakeup.
0000 Clock source0 is the source for GCLK, HCLK, VCLK, VCLK2 on wakeup.
0001 Clock sourcel is the source for GCLK, HCLK, VCLK, VCLK2 on wakeup.
0010 Clock source? is the source for GCLK, HCLK, VCLK, VCLK2 on wakeup.
0011 Clock source3 is the source for GCLK, HCLK, VCLK, VCLK2 on wakeup.
0100 Clock source4 is the source for GCLK, HCLK, VCLK, VCLK2 on wakeup.
0101 Clock source5 is the source for GCLK, HCLK, VCLK, VCLK2 on wakeup.
0110 Clock source6 is the source for GCLK, HCLK, VCLK, VCLK2 on wakeup.
0111 Clock source? is the source for GCLK, HCLK, VCLK, VCLK2 on wakeup.
1000-1111 | Reserved
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4.2.20 Peripheral Asynchronous Clock Source Register (VCLKASRC)
This register is shown in Figure 4-21 and described in Table 4-22.

Figure 4-21. Peripheral Asynchronous Clock Source Register (VCLKASRC) [offset = 0x4C]

31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
Reserved
R-0
15 14 13 12 11 10 9 8 7 6 5 4 3 2 1 0
Reserved VCLKA2S(3:0) Reserved VCLKA1S(3:0)
R-0 R/WP-1001 R-0 R/WP-1001
R = Read in all modes; WP = Write in privileged mode only; -n values after reset
Table 4-22. Peripheral Asynchronous Clock Source Register (VCLKASRC) Field Descriptions
Bit Name Value Description
31-12 Reserved Reads return zero and writes have no effect.
11-8 VCLKA2S[3:0] Peripheral asynchronous clock2 source.
0000 Clock source0 is the source for peripheral asynchronous clock?2.
0001 Clock sourcel is the source for peripheral asynchronous clock?2.
0010 Clock source? is the source for peripheral asynchronous clock?2.
0011 Clock source3 is the source for peripheral asynchronous clock?2.
0100 Clock source4 is the source for peripheral asynchronous clock?2.
0101 Clock source5 is the source for peripheral asynchronous clock?2.
0110 Clock source6 is the source for peripheral asynchronous clock?2.
0111 Clock source? is the source for peripheral asynchronous clock?2.
1000-1111 | VCLK is the source for peripheral asynchronous clock?2.
7-4 Reserved Reads return zero and writes have no effect.
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Table 4-22. Peripheral Asynchronous Clock Source Register (VCLKASRC) Field Descriptions (Continued)

Bit Name Value Description

3-0 VCLKA1S[3:0] Peripheral asynchronous clockl source.
0000 Clock source0 is the source for peripheral asynchronous clockl.
0001 Clock sourcel is the source for peripheral asynchronous clockl.
0010 Clock source? is the source for peripheral asynchronous clockl.
0011 Clock source3 is the source for peripheral asynchronous clock1.
0100 Clock source4 is the source for peripheral asynchronous clockl.
0101 Clock source5 is the source for peripheral asynchronous clock1.
0110 Clock source6 is the source for peripheral asynchronous clockl.
0111 Clock source? is the source for peripheral asynchronous clock1.

1000-1111 | VCLK is the source for peripheral asynchronous clockl.
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4.2.21 RTIClock Source Register (RCLKSRC)
This register is shown in Figure 4-22 and described in Table 4-23.

Note: Important constraint when the RTI clock source is not VCLK

If the RTIx clock source is chosen to be anything other than the default VCLK, then
the RTI clock needs to be at least three times slower than the VCLK. This can be
achieved by configuring the RTIXCLK divider in this register. This divider is internally
bypassed when the RTIx clock source is VCLK.

Figure 4-22. RTI Clock Source Register (RCLKSRC) [offset = 0x50]

31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
Reserved RTI2DIV(1:0) Reserved RTI2SRC(3:0)
R-0 R/WP-01 R-0 R/WP-1001
15 14 13 12 11 10 9 8 7 6 5 4 3 2 1 0
Reserved RTI1DIV(1:0) Reserved RTILSRC(3:0)
R-0 R/WP-01 R-0 R/WP-1001
R = Read in all modes; WP = Write in privileged mode only; -n = Value after reset
Table 4-23. RTI Clock Source Register (RCLKSRC) Field Descriptions
Bit Name Value Description
31-26 Reserved Reads return zero and writes have no effect.
25-24 RTI2DIV[1:0] RTI clock2 Divider.
00 Prescaler divide value of RTICLK2 source is 1.
01 Prescaler divide value of RTICLK2 source is 2.
10 Prescaler divide value of RTICLK2 source is 4.
11 Prescaler divide value of RTICLK2 source is 8.
23-20 Reserved Reads return zero and writes have no effect.
19-16 RTI2SRCJ[3:0] RTI clock2 source.
0000 Clock source0 is the source for RTICLK2.
0001 Clock sourcel is the source for RTICLK2.
0010 Clock source? is the source for RTICLK2.
0011 Clock source3 is the source for RTICLK2.
0100 Clock source4 is the source for RTICLK2.
0101 Clock sourceb is the source for RTICLK2.
0110 Clock source6 is the source for RTICLK2.
0111 Clock source? is the source for RTICLK2.
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Table 4-23. RTI Clock Source Register (RCLKSRC) Field Descriptions (Continued)

Bit Name Value Description
1000-1111 VCLK is the source for RTICLK2.
15-10 Reserved Reads return zero and writes have no effect.
9-8 RTI1DIV[1:0] RTI clockl divider.
00 Prescaler divide value of RTICLK1 source is 1.
01 Prescaler divide value of RTICLK1 source is 2.
10 Prescaler divide value of RTICLK1 source is 4.
11 Prescaler divide value of RTICLK1 source is 8.
7-4 Reserved Reads return zero and writes have no effect.
3-0 RTILSRC[3:0] RTI clockl source.
0000 Clock source0 is the source for RTICLK1.
0001 Clock sourcel is the source for RTICLK1.
0010 Clock source2 is the source for RTICLK1.
0011 Clock source3 is the source for RTICLK1.
0100 Clock source4 is the source for RTICLK1.
0101 Clock source5 is the source for RTICLK1.
0110 Clock source6 is the source for RTICLK1.
0111 Clock source? is the source for RTICLK1.
1000-1111 VCLK is the source for RTICLK1.
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4.2.22 Clock Source Valid Status Register (CSVSTAT)
This register is shown in Figure 4-23 and described in Table 4-24.

Figure 4-23. Clock Source Valid Status Register (CSVSTAT) [offset = 0x54]

31 30 29 28 26 24 23 22 21 20 19 18 17 16
Reserved
R-0

15 14 13 12 10 8 7 6 5 4 3 2 1 0
CLK CLK CLK CLK CLK CLK CLK CLK
Reserved SR7 SR6 SR5 SR4 SR3 SR2 SR1 SRO

\% \% \% \% \% \% \% \%
R-D R-D R-D R-D R-D R-D R-D R-D

R = Read all modes; -n = Value after power-up reset; D = Device Specific

Table 4-24. Clock Source Valid Register (CSVSTAT) Field Descriptions

Bit Name Value Description
31-8 Reserved Reads return zero and writes have no effect.
7-0 CLKSRJ[7:0]V Clock source[7:0] valid.
0 Clock source[7:0] is not valid.
1 Clock source[7:0] is valid.

Note: If the valid bit of the source of a clock domain is not set (i.e.,
the clock source is not fully stable), the respective clock domain is

disabled by the GCM.
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4.2.23 Memory Self-Test Global Control Register (MSTGCR)
This register is shown in Figure 4-24 and described in Table 4-25.

Figure 4-24. Memory Self-Test Global Control Register (MSTGCR) [offset = 0x58]

31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
Reserved MBIST_ALGSEL(7:0)
R-0 R/WP-00000000
15 14 13 12 11 10 9 8 7 6 5 4 3 2 1 0
Reserved ROM_DIV(1:0) Reserved MSTGENA(3:0)
R-0 R/WP-00 R-0 R/WP-0101

R = Read in all modes; WP = Write in privileged mode only; -n = Value after reset

Table 4-25. Memory Self-Test Global Control Register (MSTGCR) Field Descriptions

Bit Name Value Description

31-24 Reserved Reads return zero and writes have no effect.

23-16 MBIST_ALGSEL Selects different Algorithm for MBIST
00000000 No Algorithm selected.
00000001 Checkerboard has been selected.
00000010 March 13N with background of all Os and all 1s has been selected.
00000100 March 11N with background of hex 5 and As has been selected.
00001000 March 13N with backgrounds of hex 3 and Cs, hex OF and FOs, and

69 and 96s has been selected.

00010000 PMOS Open Address Decode has been selected.
00100000 No Algorithm selected.
01000000 No Algorithm selected.
10000000 No Algorithm selected.

15-10 Reserved Reads return zero and writes have no effect.
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Table 4-25. Memory Self-Test Global Control Register (MSTGCR) Field Descriptions (Continued)

Bit

Name

Value

Description

9-8

ROM_DIV[1:0]

00

01

10

Prescaler divider bits for ROM clock source.

ROM clock source is HCLK divided by 1.
MBIST will reset for 16 VBUS cycles.

ROM clock source is HCLK divided by 2.
MBIST will reset for 32 VBUS cycles.

ROM clock source is HCLK divided by 4.
MBIST will reset for 64 VBUS cycles.

11

ROM clock source is HCLK divided by 8.
MBIST will reset for 96 VBUS cycles.

Reserved

Reads return zero and writes have no effect.

3-0

MSTGENA[3:0]

1010

Others

Memory self-test controller global enable key

Note: Enabling the MSTGENA key will generate a reset
(MSTC_RST_L) to the state machines of all the selected MBIST
controllers. It also selects the configuration of all the MBIST control-
lers in the device to be done by the memory self-test controller
instead of the test interface.

Note: It is recommended to write a value of 0101 to disable the
MSTGCENA key to avoid enabling by soft error.

Memory self-test controller is enabled.

Memory self-test controller is disabled.
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4.2.24 Memory Hardware Initialization Global Control Register (MINITGCR)
This register is shown in Figure 4-25 and described in Table 4-26.

Figure 4-25. Memory Hardware Initialization Global Control Register (MINITGCR) [offset = O0x5C]

31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
Reserved
R-0
15 14 13 12 11 10 9 8 7 6 5 4 3 2 1 0
Reserved MINITGENA(3:0)
R-0 R/WP-0101

R = Read in all modes; WP = Write in privileged mode only; -n = Value after reset

Table 4-26. Memory Hardware Initialization Global Control Register (MINITGCR) Field Descriptions

Bit

Name Value

Description

314

Reserved

Reads return zero and writes have no effect.

3-0

MINITGENA[3:0]

1010

Others

Memory hardware initialization global enable key.

Note: It is recommended to write a value of 0101 to disable the
MINITGENA key to avoid enabling by soft error.

Global memory hardware initialization key is enabled

Global memory hardware initialization key is disabled
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4.2.25 MBIST Controller/ Memory Initialization Enable Register (MSINENA)
This register is shown in Figure 4-26 and described in Table 4-27.

Figure 4-26. MBIST Controller/Memory Initialization Enable Register (MSINENA) [offset = 0x60]

31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16

MSIENA[31:16]

R/WP-0

15 14 13 12 11 10 9 8 7 6 5 4 3 2 1 0

MSIENA[15:0]

R/WP-0

R = Read in all modes; WP = Write in privileged mode only; -n = Value after reset

Table 4-27. MBIST Controller/Memory Initialization Enable Register (MSINENA) Field Descriptions

Bit Name Value Description

31-0 MSIENA[31:0] MBIST controller/memory initialization enable register.

Note: Software should ensure that both the memory self-test global enable
key (MSTGENA) and the memory hardware initialization global key (MINIT-
GENA) are not enabled at the same time.

In memory self-test mode, all the selected MSIENA[31:0] bits need to be
enabled before enabling the global memory self-test controller key (MST-
GENA). The reason for this is that MSTGENA, in addition to being the glo-
bal enable for all individual MBIST controllers is the source for the reset
generation to all the MBIST controller state machines. It also selects the
controller inputs to the MBIST controllers from the memory self-test control-
ler (MSTC) instead of the test interface

Disabling the MSTGENA or MINITGENA key (by writing from a 1010 to any
other value) will reset all the MSIENA[31:0] bits to their default values.

0 In memory self-test mode (MSTGENA = 1010):

MBIST controller [31:0] is disabled.

In memory Initialization mode (MINITGNA = 1010):
Memory module [31:0] hardware initialization is disabled.

1 In memory self-test mode (MSTGENA = 1010):

MBIST controller [31:0] is enabled.

In memory Initialization mode (MINITGNA = 1010):
Memory module[31:0] hardware initialization is enabled.
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4.2.26 Memory Self-Test Fail Status Register (MSTFAIL)
This register is shown in Figure 4-27 and described in Table 4-28.

Figure 4-27. Memory Self-Test Fail Status Register (MSTFAIL) [offset = 0x64]

31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
MSTF[31:16]
RIWP-0
15 14 13 12 11 10 9 8 7 6 5 4 3 2 1 0
MSTF[15:0]
RIWP-0

R = Read in all modes; WP = Write in privileged mode only; -n = Value after reset

Table 4-28. Memory Self-Test Fail Status Register (MSTFAIL) Field Descriptions

Bit Name Value Description

31-0 MSTF[31:0] Memory self-test fail status bit.

Note: Disabling the MSTGENA key (by writing from 1010b to any
other value) will reset all the individual fail status bits to their default

values.

Read: MBIST controller [31:0] run did not fail.
Write: A write of O has no effect.

Read: MBIST controller [31:0] run failed.
Write: The bit is cleared to 0.
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4.2.27 MSTC Global Status Register (MSTCGSTAT)
This register is shown in Figure 4-28 and described in Table 4-29.

Figure 4-28. MSTC Global Status Register (MSTCGSTAT) [offset = 0x68]

31 30 29 28 27 26 24 23 22 21 20 19 18 17 16
Reserved
R-0
15 14 13 12 11 10 8 7 6 5 4 3 2 1 0
MINI MST

Reserved DONE Reserved DONE
R/WP- R/WP-

R-0 0 R-0 0

R = Read in all modes; WP = Write in privileged mode only; -n = Value after reset

Table 4-29. MSTC Global Status Register (MSTCGSTAT) Field Descriptions

Bit

Name

Value

Description

31-9

Reserved

Reads return zero and writes have no effect.

MINIDONE

Memory hardware initialization test run complete status.

Read: Memory hardware initialization is not completed.
Write: A write of 0 has no effect.

Read: Memory hardware initialization is completed.
Write: A write of 1 has no effect.

Note: In order to clear MINIDONE bit field, MINITGENA key in regis-
ter MINITGCR (0x5C) needs to be disable by writing from 1010 to
any other value preferably 0101.

Reserved

Reads return zero and writes have no effect.

MSTDONE

Memory self-test complete status.

Note: Disabling the MSTGENA key (by writing from a 1010 to any
other value) will clear the MSTDONE status bit to 0.

Read: Memory self-test is not completed.
Write: A write of O has no effect.

Read: Memory self-test is completed.
Write: The bit is cleared to 0.
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4.2.28 Memory Hardware Initialization Status Register (MINISTAT)
This register is shown in Figure 4-29 and described in Table 4-30.

Figure 4-29. Memory Hardware Initialization Status Register (MINISTAT) [offset = 0x6C]

31 30 29 28 25 24 23 22 21 20 19 18 17 16
MIDONE[31:16]
R/WP-0
15 14 13 12 8 7 6 5 4 3 2 1 0

MIDONE[15:0]

R/WP-0

R = Read in all modes; WP = Write in privileged mode only; -n = Value after reset

Table 4-30. Memory Hardware Initialization Status Register (MINISTAT) Field Descriptions

Bit

Name

Value

Description

31-0

MIDONE[31:0]

Memory hardware initialization status bit.

Note: Disabling the MINITGENA key (by writing from a 1010 to any
other value) will reset all the individual fail status bits to 0.

Read: Memory module[31:0] hardware initialization is not com-
pleted.
Write: A write of 0 has no effect.

Read: Memory module[31:0] hardware initialization is completed.
Write: The bit is cleared to 0.
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4.2.29 PLL Control Register 1 (PLLCTL1)
This register is device specific and a detailed description can be found in section 6.4.1.1.
This register is shown in Figure 6-8 and described in Table 6-2.

4.2.30 PLL Control Register 2 (PLLCTL2)
This register is device specific and a detailed description can be found in section 6.4.1.2.
This register is shown in Figure 6-9 and described in Table 6-3.
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4.2.31 Die ldentification Register Lower Word (DIEIDL)
This register is shown in Figure 4-30 and described in Table 4-31.
Figure 4-30. Die Identification Register, Lower Word (DIEIDL) [offset = 0x7C]
31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
DIEIDL
R-X
15 14 13 12 11 10 9 8 7 6 5 4 3 2 1 0
DIEIDL
R-X

R = Read only; -X = Value unchanged after reset

Table 4-31. Die Identification Register, Lower Word (DIEIDL) Field Descriptions

Bit Name Value Description

31-0 | DIEIDL(16-0) 0-FFFF_FFFFh

information.

This read-only register contains the lower word (31:0) of the die ID
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4.2.32 Die ldentification Register Upper Word (DIEIDH)
This register is shown in Figure 4-31 and described in Table 4-32.

Figure 4-31. Die Identification Register, Upper Word (DIEIDH) [offset = 0x80]

31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
DIEIDH
R-X
15 14 13 12 11 10 9 8 7 6 5 4 3 2 1 0
DIEIDH
R-X

R = Read only; -X = Value unchanged after reset

Table 4-32. Die Identification Register, Upper Word (DIEIDH) Field Descriptions

Bit Name Value Description
31-0 DIEIDH(63-32) O0-FFFF_FFFFh | This read-only register contains the upper word (63-32) of the die
ID information.
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4.2.33 Voltage Regulator Control Register (VRCTL)
This register is shown in Figure 4-32 and described in Table 4-33.
Figure 4-32. Voltage Regulator Control Register (VRCTL) [offset = 0x84]
31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
Reserved
R-0
15 14 13 12 1 10 9 8 7 6 5 4 3 2 1 0
Reserved VLPMENA VSLEEPENA
R-0 R/WP-0 R/WP-0

R = Read in all modes; WP = Write in privileged mode only; -n = Value after reset

Table 4-33. Voltage Regulator Control Register (VRCTL) Field Descriptions

Bit Name Value Description
31-8 Reserved Reads return zero and writes have no effect.
7-4 VLPMENA[3:0] Voltage regulator global low power modes enable.

0000-1110 The voltage regulator is in normal mode.

1111 The voltage regulator is in sleep mode when GCLK, HCLK/VCLK-
SYS, and VCLKP are gated and the voltage regulator global low
power mode is enabled (VLPMENA = 1111).

3-0 VSLEEPENA[3:0] Voltage regulator sleep mode enable. Table 4-34 describes the
system configuration to control the voltage regulator’s mode.
0000-1110 The voltage regulator is in non-sleep mode.
1111 The voltage regulator is in halt mode (VSLEEPENA = 0000-1110) or

sleep mode (VSLEEPENA = 1111) when GCLK, HCLK/VCLKSYS,
and VCLKP are gated.
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Table 4-34. System Configuration to Control Voltage Regulator Modes and Wakeup Action

GCLK,
HCLK,
VBUSP Voltage
VLP VSLEEP Clocks MODE Regulator Wakeup Source
MENA ENA OFF 1 Mode Wakeup Action to Enable Clocks
0000- Normal System wakeup enables all the System wakeup
X Yes 0 .
1110 mode clock domains.
1111 0000- Yes 0 Halt mode On system wakeup, the voltage Normal mode
1110 regulator is configured to be in ready
normal mode and the (NORMRRDY) of
NORMRRDY (normal mode ready) the voltage
of the voltage regulator in turn regulator and with
wakes up the disabled clocks the system wakeup
1111 1111 Yes 1 Sleep mode  Dedicated voltage regulator wakes System reset
up pins. Wake up the voltage caused by wakeup
regulator from sleep mode to from sleep mode to
normal mode. normal mode
X X No 0 Normal System wakeup enables all the System wakeup
mode clock domains.
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4.2.34 LPO/Clock Monitor Control Register (LPOMONCTL)
This register is shown in Figure 4-33 and described in Table 4-35.

Figure 4-33. LPO/Clock Monitor Control Register (LPOMONCTL) [offset = 0x88]

31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
BIAS
Reserved ENABL Reserved
E
R-0 R/WP-1 R-0

15 14 13 12 11 10 9 8 7 6 5 4 3 2 1 0

Reserved HFTRIM(3:0) Reserved LFTRIM(3:0)

R-0 R/WP-1000 R-0 R/WP-1000

R = Read in all modes; WP = Write in privileged mode only; -n = Value after reset

Table 4-35. LPO/Clock Monitor Control Register (LPOMONCTL) Field Descriptions

Bit Name Value Description
31-25 Reserved Reads return zero and writes have no effect.
24 BIAS ENABLE Bias enable.
0 The bias circuit inside the low-power oscillator (LPO) is disabled.
1 The bias circuit inside LPO is enabled.
23-12 Reserved Reads return zero and writes have no effect.
11-8 HFTRIM[3:0] High frequency oscillator trim value. This four-bit value is used to center the HF
oscillator’s frequency.
Caution: This value should only be changed when the HF oscillator is not the
source of SYSCLK, otherwise a system failure could result.
The values below are the ratio: f/ fo
0000 | 50.00%
0001 56.25%
0010 | 62.50%
0011 68.75%
0111 75.00%
0100 81.25%
0101 87.50%
0110 100.00%
1000 | 106.25%
1001 112.50%
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Table 4-35. LPO/Clock Monitor Control Register (LPOMONCTL) Field Descriptions (Continued)

Bit Name Value Description
1010 118.75%
1011 125.00%
1100 | 131.25%
1101 137.50%
1110 143.75%
1111 150.00%
7-4 Reserved Reads return zero and writes have no effect.
3-0 LFTRIM[3:0] Low frequency oscillator trim value. This four-bit value is used to center the LF
oscillator’s frequency.
Caution: This value should only be changed when the LF oscillator is not the
source of SYSCLK, otherwise a crash could result.
The values below are the ratio: f / fo
0000 50.00%
0001 | 56.25%
0010 62.50%
0011 | 68.75%
0111 75.00%
0100 | 81.25%
0101 87.50%
0110 | 100.00%
1000 106.25%
1001 | 112.50%
1010 118.75%
1011 | 125.00%
1100 131.25%
1101 137.50%
1110 143.75%
1111 150.00%
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4.2.35 Clock Test Register (CLKTEST)
This register is shown in Figure 4-34 and described in Table 4-36.
Figure 4-34. Clock Test Register (CLKTEST) [offset = 0x8C]
31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
RANG [RANCE
Reserved E DET ENA Reserved CLK_TEST_EN(3:0)
CTRL SSEL
R-0 RI\S/P- R/WP-0 R-0 R/WP-1010
15 14 13 12 11 10 9 8 7 6 5 4 2 1 0
Reserved SEL_GIO_PIN(3:0) Reserved SEL_ECP_PIN(3:0)
R-0 R/WP-0000 R-0 R/WP-0000
R = Read in all modes; WP = Write in privileged mode only; -n = Value after reset
Table 4-36. Clock Test Register (CLKTEST) Field Descriptions
Bit Name Value Description
31-26 Reserved Reads return zero and writes have no effect.
25 RANGEDETCTRL Range detection control.
0 The clock monitor range detection circuitry (RANGEDETECTENA-
BLE) is disabled.
1 The clock monitor range detection circuitry (RANGEDETECTENA-
BLE) is enable.d
24 RANGEDETENSSEL Selects range detection enable. This bit resets asynchronously on
SYS_nRST.
0 The message range detect enable is generated by the hardware in
the clock monitor wrapper.
1 The message range detect enable is controlled by the bit RANGEDE-
TCTRL (CLKTEST[25]).
20-16 CLK_TEST_ENI[3:0] Clock test enable. This bit field enables or disables clock going to
device pins. Two pins in a device can get clock sources by enabling
CLK_TEST_EN bits. One pin is the ECP and second pin is a device
specific GIO pin.
0101 Clocks going to device are enabled.
Others Clocks going to device are disabled.
15-12 Reserved Reads return zero and writes have no effect.
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Table 4-36. Clock Test Register (CLKTEST) Field Descriptions (Continued)
Bit Name Value Description
11-8 SEL_GIO_PIN[3:0] S_elect the clock source valid signal or clock source at functional GIO
pin
0000 Clock source0 valid signal.
0001 Clock sourcel valid signal.
0010 Clock source?2 valid signal.
0011 Clock source3 valid signal.
0100 Clock source4 valid signal.
0101 Clock source5 valid signal.
0110 Clock source6 valid signal.
0111 Clock source? valid signal.
1000 Clock source4 is selected on pin.
1001-1111 | Reserved

7-4 Reserved Reads return zero and writes have no effect.

3-0 SEL_ECP_PIN[3:0] Select the clock at ECP Pin
0000 Oscillator clock
0001 PLL clock
0010 32 KHz oscillator clock
0011 External clock
0100 LPO low frequency clock
0101 LPO high frequency clock
0110 Reserved
0111 Reserved

1000 GCLKMCLK

1001 RTICLK1SRC

1010 RTICLK2SRC

1011 AVCLK1

1100 AVCLK2

1101-1111 | Reserved

Note:

The clock test register is for testing purposes. Only valid clock sources can be
selected for the output pin.
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Details of specific GIO pin getting clock source can be found in the device-specific
data sheet. In case of disabling CLK_TEST_EN bits original functionality of ECP pin
will be preserved.

Note:
Selecting RTICLK1SRC or RTICLK2SRC as the clock source for ECP brings out
VCLK on the ECP pin in normal operation.
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4.2.36 General Purpose Register 1(GPREG1)
This register is shown in Figure 4-36 and described in Table 4-38.

Figure 4-35. General Purpose Register (GPREGL1) [offset = OXAOQ]

31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
Device Specific
R-0
15 14 13 12 11 10 9 8 7 6 5 4 3 2 1 0
Device Specific
R-0
R = Read in all modes; WP = Write in privileged mode only; -n = Value after reset; D = device specific
Table 4-37. General Purpose Register (GPREG1) Field Descriptions
Bit Name Value Description
31-0 Device Specific Refer to the device datasheet for more details.
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4.2.37 BOOT ROM Select Register (BTRMSEL)
This register is shown in Figure 4-36 and described in Table 4-38.
Figure 4-36. BOOT ROM Select Register (BTRMSEL) [offset = 0xA4]
31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
Reserved
R-0
15 14 13 12 11 10 9 8 7 6 5 4 3 2 1 0
Reserved
R-0

R = Read in all modes; WP = Write in privileged mode only; -n = Value after reset

Table 4-38. BOOT ROM Select Register (BTRMSEL) Field Descriptions

Bit Name Value Description

31-0 Reserved Reads return zero and writes have no effect.
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4.2.38 Imprecise Fault Status Register (IMPFASTS)
This register is shown in Figure 4-37 and described in Table 4-39.

Figure 4-37. Imprecise Fault Status Register (IMPFASTS) [offset = OxA8]

31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
Reserved MASTERID(7:0)
R-0 R-0
15 14 13 12 11 10 9 8 7 6 5 4 3 2 1 0
Reserved EMIFA | NCBA [VBUSA Reserved ATYPE
R-0 R-0 R-0 R-0 R-0 RC-0
R = Read only; C = Clear by reading; -0 value after power-up reset
Table 4-39. Imprecise Fault Status Register (IMPFASTS) Field Descriptions
Bit Name Value Description
31-24 Reserved Reads return zero and writes have no effect.
23-16 MASTERID[7:0] 0—FFh Master ID. This register indicates which master is responsible for

MASTERID value.

the imprecise abort. The master ID value depends on device imple-
mentation: please refer to the device-specific datasheet for valid
Note: This register is only updated when an imprecise abort occurs.

Note: This register is cleared to 00h only on power-up reset. The
value of this register remains unchanged after all other resets.

15-11 Reserved Reads return zero and writes have no effect.

was generated writing into the EMIF.

10 EMIFA EMIF imprecise abort. This register indicates the imprecise abort

Note: This register is only updated when an imprecise abort occurs.

Note: This register is cleared to 0 only on power-up reset. The value
of this register remains unchanged after all other resets.

0 EMIF did not generate the last imprecise abort.
1 EMIF was written with an illegal address and generated an impre-
cise abort.
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Table 4-39. Imprecise Fault Status Register (IMPFASTS) Field Descriptions (Continued)

Bit

Name

Value

Description

NCBA

Non-cacheable, bufferable abort (NCBA). This register indicates the
imprecise abort was generated by a non-cacheable, bufferable write
or shared device write through the write buffer of the CPU.

Note: This register is only updated when an imprecise abort gener-
ated by a non-cacheable, bufferable write or shared device write

occurs.

Note: This register is cleared to 0 only on power-up reset. The value
of this register remains unchanged after all other resets.

A NCBA is not responsible for the last imprecise abort.

A NCBA was written with an illegal address and generated an
imprecise abort.

VBUSA

VBUS abort. This register indicates the imprecise abort was gener-
ated when writing into the peripheral frame.

Note: This register is only updated when an imprecise abort is gen-
erated when writing into the peripheral frame.

Note: This register is cleared to 0 only on power-up reset. The value
of this register remains unchanged after all other resets.

The peripheral frame did not generate the last imprecise abort.

The peripheral frame was written with an illegal address and gener-
ated an imprecise abort.

7-1

Reserved

Reads return zero and writes have no effect.

ATYPE

0-3Fh

Abort type.This bit indicates to the CPU whether the last abort was
an imprecise abort or a precise abort.

Notes:

1) This register is updated after each abort is generated to the CPU.
2) This register is cleared on CPU read.

3) This register is cleared to 0 only on power-up reset. The value of
this register remains unchanged after all other resets

A precise abort was generated or a new abort was generated.
MASTERID, VBUSA, NCBA, EMIFA and IMPFTADD were not
updated.

An imprecise abort was generated.
MASTERID, VBUSA, NCBA, EMIFA and IMPFTADD were updated.

Note: When ATYPE is set, the IMPFAWADD and IMPFASTS bits
are frozen, i.e., they are not updated by subsequent ABORT sig-
nals.
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4.2.39 Imprecise Fault Address Register (IMPFTADD)
This register is shown in Figure 4-38 and described in Table 4-40.

Figure 4-38. Imprecise Fault Write Address Register (IMPFTADD) [offset = OXAC]

31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
IMPFTADD
R-0
15 14 13 12 11 10 9 8 7 6 5 4 3 2 1 0
IMPFTADD
R-0

R = Read only; -n = value after power-up reset

Table 4-40. Imprecise Fault Write Address R (IMPFTADD) Field Descriptions

Bit Name Value Description

31-0 IMPFTADD[31:0] 0—FFFF FFFF | These bits contain the fault address when an imprecise abort
occurs.

Note: These bits are only updated when an imprecise abort occurs.

Note: These bits are cleared to 0x0000 0000 only on power-up
reset. The value of this register remains unchanged after all other
resets.
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4.2.40 System Software Interrupt Request 1 Register (SSIR1)
This register is shown in Figure 4-39 and described in Table 4-41.

Figure 4-39. System Software Interrupt Request 1 Register (SSIR1) [offset = 0xBO]

31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
Reserved
R-0
15 14 13 12 11 10 9 8 7 6 5 4 3 2 1 0
SSKEY1 SSDATA1
W-0 R/W-0

R = Read; W = Write in all modes; -n = Value after reset

Table 4-41. System Software Interrupt Request 1 Register (SSIR1) Field Descriptions

Bit

Name

Value

Description

31-16

Reserved

Reads return zero and writes have no effect.

15-8

SSKEY1[7:0]

0-3Fh

System software interrupt request key. A 75h written to these bits
initiates IRQ/FIQ interrupts. Data in this field is always read as O.
The SSKEY1 field can be written into only if the write data matches
the key (75h). The SSDATAL field can only be written into if the write
data into this field, the SSKEY1 field, matches the key (75h).

SSDATAL[7:0] 0-FFh

System software interrupt data. These bits contain user read/write
register bits. They may be used by the application software as differ-
ent entry points for the interrupt routine. The SSDATAL field cannot
be written into unless the write data into the SSKEY 1 field matches
the key (75h); therefore, byte writes cannot be performed on the
SSDATAL1 field

Note:

This register is mirrored at 9ffset = FCh for compatibility reasons.

118 Control Registers

March 2013




4Q’?‘TEXA_S
INSTRUMENTS

www.ti.com

System Control Registers (SYS)

4.2.41 System Software Interrupt Request 2 Register (SSIR2)
This register is shown in Figure 4-40 and described in Table 4-42.

Figure 4-40. System Software Interrupt Request 2 Register (SSIR2) [offset = 0xB4]

31 30 29 28 27 26 24 23 22 21 20 19 18 17 16
Reserved
R-0
15 14 13 12 11 10 8 7 6 5 4 3 2 1 0
SSKEY2 SSDATA2
R/W-0 R/W-0

R = Read; W = Write; -n = Value after reset

Table 4-42. System Software Interrupt Request 2 Register (SSIR2) Field Descriptions

Bit Name

Value

Description

31-16 Reserved

Reads return zero and writes have no effect.

15-8 SSKEY2[7:0]

84h

System software interrupt2 request key.

Read: Data in this field is always read as 0.

Write: 84h written to these bits initiates IRQ/FIQ interrupts. The
SSKEY2 field can be written into only if the write data matches the
key (84h).

7-0 SSDATA2[7:0]

0-FF

System software interrupt2 data. These bits contain user read/write
register bits. They may be used by the application software as differ-
ent entry points for the interrupt routine. The SSDATAZ2 field cannot
be written into unless the write data into the SSKEY2 field matches
the key (84h), therefore byte writes cannot be performed on the
SSDATA?Z field.
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4.2.42 System Software Interrupt Request 3 Register (SSIR3)
This register is shown in Figure 4-41 and described in Table 4-43.

Figure 4-41. System Software Interrupt Request 3 Register (SSIR3) [offset = 0xB8]

31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
Reserved
R-0
15 14 13 12 11 10 9 8 7 6 5 4 3 2 1 0
SSKEY3 SSDATA3
R/W--0 R/W--0

R = Read; W = Write; U = Undefined; -n = Value after reset

Table 4-43. System Software Interrupt Request 3 Register (SSIR3) Field Descriptions

Bit Name Value

Description

31-16 Reserved

Reads return zero and writes have no effect.

15-8 SSKEY3[7:0]

93h

System software interrupt3 request key.

Read: Data in this field is always read as 0.

Write: 93h written to these bits initiates IRQ/FIQ interrupts. The
SSKEY3 field can be written into only if the write data matches the
key (93h).

7-0 SSDATA3[7:0] 0-FF

System software interrupt3 data. These bits contain user read/
write register bits. They may be used by the application soft-
ware as different entry points for the interrupt routine. The
SSDATAS3 field cannot be written into unless the write data
into the SSKEY3 field matches the key (93h), therefore byte
writes cannot be performed on the SSDATAS field.
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4.2.43 System Software Interrupt Request 4 Register (SSIR4)
This register is shown in Figure 4-42 and described in Table 4-44.

Figure 4-42. System Software Interrupt Request 4 Register (SSIR4) [offset = 0xBC]

31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
Reserved
R-0
15 14 13 12 11 10 9 8 7 6 5 4 3 2 1 0
SSKEY4 SSDATA4
R/W--0 R/W--0

R = Read; W = Write; U = Undefined; -n = Value after reset

Table 4-44. System Software Interrupt Request 4 Register (SSIR4) Field Descriptions

Bit Name Value

Description

31-16 Reserved

Reads return zero and writes have no effect.

15-8 SSKEYA4[7:0]

System software interrupt3 request key.

A2h Read: Data in this field is always read as 0.
Write: A2h written to these bits initiates IRQ/FIQ interrupts. The
SSKEY4 field can be written into only if the write data matches the
key (A2h).
7-0 SSDATA4[7:0] 0-FF System software interrupt4 data. These bits contain user read/

write register bits. They may be used by the application soft-
ware as different entry points for the interrupt routine. The
SSDATAA4 field cannot be written into unless the write data
into the SSKEY4 field matches the key (A2h), therefore byte
writes cannot be performed on the SSDATAA4 field.
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4.2.44 RAM Control Register (RAMGCR)
This register is shown in Figure 4-43 and described in Table 4-45.
Figure 4-43. RAM Control Register (RAMGCR) [offset = 0xCO]
31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
Reserved RAM_DFT_EN(3:0)
R-0 R/WP-0101
15 14 13 12 11 10 9 8 7 6 5 4 3 2 1 0
Reserv WST_ Reserv WST_ Reserv WST_ Reserv WST_ Reserv WST_ Reserv WST_ Reserv WST Reserv WST
od | AENA | DENA |TEEET T AENA | DT DENA | TEEETE AENA LTS T DENA | T AENA (T | DENA
3 3 2 2 1 1 0 0
R0 R/\:JVP— R0 R/\:)VP— RO R/\:)VP— RO R/Vc\)lP— RO R/\g/P- RO R/\g/P- RO RAS/P- R0 RAS/P-
R = Read in all modes; WP = Write in privileged mode only; -n = Value after reset
Table 4-45. RAM Control Register (RAMGCR) Field Descriptions
Bit Name Value Description
31-20 Reserved Reads return zero and writes have no effect.
19-16 RAM_DFT_ENJ[3:0] Functional mode RAM DFT port enable key.
1010 RAM DFT port is enable.
Others RAM DFT port is disabled
15 Reserved Reads return zero and writes have no effect.
14 WST_AENAS3 eSRAMS3 address phase wait state enable bit.
0 The default address setup time for eSRAMS is used.
1 The eSRAM3 address setup time is increased by one HCLK cycle.
13 Reserved Reads return zero and writes have no effect.
12 WST_DENA3 eSRAMS3 data phase wait state enable bit.
0 There are no wait states for eSRAM3 during the data phase.
1 There is one wait state for eSRAM3 during the data phase.
11 Reserved Reads return zero and writes have no effect.
10 WST_AENA2 eSRAM2 data phase wait state enable bit.
0 The default address setup time for eSRAM3 is used.
1 The eSRAM2 address setup time is increased by one HCLK cycle.
9 Reserved Reads return zero and writes have no effect.
8 WST_DENA2 eSRAM2 data phase wait state enable bit.
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Table 4-45. RAM Control Register (RAMGCR) Field Descriptions (Continued)
Bit Name Value Description
0 There are no wait states for eSRAM2 during the data phase.
1 There is one wait state for eSRAM2 during the data phase.
7 Reserved Reads return zero and writes have no effect.
6 WST_AENA1 eSRAM1 address phase wait state enable bit.
0 The default address setup time for eSSRAML1 is 0.
1 The eSRAM1 address setup time is increased by one HCLK cycle.
5 Reserved Reads return zero and writes have no effect.
4 WST_DENAL1 eSRAM1 data phase wait state enable bit.
0 There are no wait states for eSRAM1 during the data phase.
1 There is one wait state for eSRAM1 during the data phase.
3 Reserved Reads return zero and writes have no effect.
2 WST_AENAO eSRAMO data phase wait state enable bit.
0 The default address setup time for eSRAMS is used.
1 The eSRAM2 address setup time is increased by one HCLK cycle.
1 Reserved Reads return zero and writes have no effect.
0 WST_DENAO eSRAMO data phase wait state enable bit.
0 There are no wait states for eSRAMO during the data phase.
1 There is one wait state for eSRAMO during the data phase.
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4.2.45 Bus Matrix Module Control Registerl (BMMCR1)
This register is shown in Figure 4-44 and described in Table 4-46.
Figure 4-44. Bus Matrix Module Control Registerl (BMMCR) [offset = 0xC4]
31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
Reserved
R-0
15 14 13 12 1 10 9 8 7 6 5 4 3 2 1 0
Reserved MEMSW
R-0 R/WPW

R = Read in all modes; WP = Write in privileged mode only; -n = Value after reset
1) The value of MEMSW on system reset is the polarity of the device RAM_MODE pin.

Table 4-46. Bus Matrix Module Control Registerl (BMMCR) Field Descriptions

Bit Name Value Description
31-4 Reserved Reads return zero and writes have no effect.
3-0 MEMSWI[3:0] Memory swap bit key. Refer to section 1.3 for further explanation
on the memory configuration.
Notes:
1) The value of MEMSW on system reset is the polarity of the
device RAM_MODE pin.
2) Writing any other value than 1010 and 0101 has no effect, and
the state of the memory is unchanged.
1010 Default memory map:
Program memory starts at 0x0000_0000 to 0xO07FF_FFFF.
eSRAM starts at address 0x0800_0000 to OXOFFF_FFFF.
0101 Swapped memory map:
eSRAM starts at address 0x0000 0000 to Ox07FF_FFFF.
Program memory starts at address 0x0800_0000 to OXxOFFF_FFFF
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4.2.46 Bus Matrix Module Control Register2 (BMMCR2)
This register is shown in Figure 4-45 and described in Table 4-47.

Figure 4-45. Bus Matrix Module Control Register2 (BMMCR2) [offset = 0xC8]

31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
Reserved
R-0

15 14 13 12 11 10 9 8 7 6 5 4 3 2 1 0
Reserved PRTY_ |PRTY_|PRTY_|PRTY_|PRTY_|PRTY_|PRTY_
HPI RAM3 | RAM2 | CRC PRG |FLASH| RAMO
R-0 R/WP- R/WP- R/WP- R/WP- R/WP- R/WP- R/WP-

0 0 0 0 0 0 0

R = Read in all modes; WP = Write in privileged mode only; -n = Value after reset

Table 4-47. Bus Matrix Module Control Register2 (BMMCR?2) Field Descriptions

Bit Name Value Description
31-7 Reserved Reads return zero and writes have no effect.
6 PRTY_HPI Arbitration priority to HPI.
0 Fixed priority is used.
1 Round robin priority is used.
5 PRTY_RAM3 Arbitration priority to eSRAMS3.
0 Fixed priority is used.
1 Round robin priority is used.
4 PRTY_RAM2 Arbitration priority to eSRAM2.
0 Fixed priority is used.
1 Round robin priority is used.
3 PRTY_CRC Arbitration priority to CRC.
0 Fixed priority is used.
1 Round robin priority is used.
2 PRTY_PRG Arbitration priority to peripheral bridge.
0 Fixed priority is used.
1 Round robin priority is used.
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Table 4-47. Bus Matrix Module Control Register2 (BMMCR2) Field Descriptions (Continued)

Bit Name Value Description
1 PRTY_FLASH Arbitration priority to eSRAML1.

0 Fixed priority is used.

1 Round robin priority is used.
0 PRTY_RAMO Arbitration priority to eSRAMO.

0 Fixed priority is used.

1 Round robin priority is used.
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4.2.47 MMU Global Control Register (MMUGCR)
This register is shown in Figure 4-46 and described in Table 4-48.

Figure 4-46. MMU Global Control Register (MMUGCR) [offset = 0xCC]

31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
Reserved
R-0
15 14 13 12 11 10 9 8 7 6 5 4 3 2 1 0
Reserved '\éle
RO RASIP-

R = Read in all modes; WP = Write in privileged mode only; -n = value after power-up reset

Table 4-48. MMU Global Control Register (MMUGCR) Field Descriptions

Bit Name Value Description
31-1 Reserved Reads return zero and writes have no effect.
0 MPMENA This generates CPU reset specific to the CPU only, not to the sys-
tem (system reset remains inactive during CPU reset).
Note: The MPMENA bit is cleared to O only on power-up reset.
0 No CPU reset was generated.
1 CPU reset was generated since the last PORRST.
March 2013 Control Registers 127



{ff TEXAS

INSTRUMENTS
System Control Registers (SYS) e
4.2.48 Clock Control Register (CLKCNTL)
This register is shown in Figure 4-47 and described in Table 4-49.
Figure 4-47. Clock Control Register (CLKCNTRL) [offset = 0xDOQ]
31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
Reserved VCLK2R Reserved VCLKR
R-0 R/WP-0001 R-0 R/WP-0001
15 14 13 12 11 10 9 8 7 6 5 4 3 2 1 0
Reserved PENA Reserved
R-0 RAS’ P- R-0

R = Read in all modes; WP = Write in privileged mode only; -n = Value after reset

Table 4-49. Clock Control Register (CLKCNTRL) Field Descriptions

Bit Name Value Description
31-28 Reserved Reads return zero and writes have no effect.
27-24 VCLKR2[3:0] VBUS clock? ratio.
0000 The ratio is HCLK divided by 1.
1111 The ratio is HCLK divided by 16.
23-20 Reserved Reads return zero and writes have no effect.
19-16 VCLKR[3:0] VBUS clock ratio.
0000 The ratio is HCLK divide by 1.
1111 The ratio is HCLK divided by 16.
15-9 Reserved Reads return zero and writes have no effect.
8 PENA Peripheral enable bit.
0 The global peripheral/peripheral memory frames are in reset.
1 All peripheral/peripheral memory frames are out of reset.
7-0 Reserved Reads return zero and writes have no effect.

128 Control Registers

March 2013




{"? TEXAS

INSTRUMENTS

www.ti.com

System Control Registers (SYS)

4.2.49 ECP Control Register (ECPCNTL)
This register is shown in Figure 4-48 and described in Table 4-50.

Figure 4-48. ECP Control Register (ECPCNTL) [offset = OxD4]

31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
ECP- | ECP
Reserved sseL | cos Reserved
R-0 R/W-0 R/W-0 R-0
15 14 13 12 11 10 9 8 7 6 5 4 3 2 1 0
ECPDIV15:0
R/W-0

R = Read; WP = Write in privileged mode only; -n = Value after reset

Table 4-50. ECP Control Register (ECPCNTL) Field Descriptions

Bit Name Value Description
31-25 Reserved Reads return zero and writes have no effect.
24 ECPSSEL ECP Source Clock Select for ECP module.
0 ECP’s source clock is VCLK.
1 ECP’s source clock is oscillator.
23 ECPCOS ECP continue on suspend.
0 ECPCLK output is disabled in suspend mode. ECPCLK output will
be shut off and will not be seen on the I/O pin of the device.
1 ECPCLK output is enabled in suspend mode. ECPCLK output will
be seen on the 1/O pin of the device.
22-16 Reserved Reads return zero and writes have no effect.
15-0 ECPDIV(15-0) O-FFFF ECP divider value. The value of ECPDIV bits determine the external
clock (ECP clock) frequency as a ratio of VBUS clock (VCLK) as
ECPCLK = VCLK
(ECPDIV + 1)
Note: The device does not guarantee ECPCLK beyond 20 MHz
because of the slow output buffers used for (EMI) purposes.
March 2013 Control Registers 129




{ff TEXAS

INSTRUMENTS
System Control Registers (SYS) Leom
4.2.50 DSP Master Global Control Register (DSPGCR)
This register is shown in Figure 4-49 and described in Table 4-51.
Figure 4-49. DSP Master Global Control Register (DSPGCR) [offset = 0xD8]
31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
Reserved
R-0
15 14 13 12 1 10 9 8 7 6 5 4 3 2 1 0
Reserved
R-0

R = Read in all modes; WP = Write in privileged mode only; -n = Value after reset

Table 4-51. DSP Master Global Control Register (DSPGCR) Field Descriptions

Bit

Name Value Description

31-0

Reserved Reads return zero and writes have no effect.
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4.2.51 DEV Parity Control Registerl (DEVCR1)

This register is shown in Figure 4-50 and described in Table 4-52.

Figure 4-50. DEV Parity Control Registerl (DEVCRL1) [offset = OxDC]

31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
Reserved
R-0
15 14 13 12 11 10 9 8 7 6 5 4 3 2 1 0
Reserved DEVPARSEL
R-0 R/WP-1010

R = Read in all modes; WP = Write in privileged mode only; -n = Value after reset

Table 4-52. DEV Parity Control Registerl (DEVCR1) Field Descriptions

Bit

Name Value

Description

314

Reserved

Reads return zero and writes have no effect.

DEVPARSEL

1010

0101

Device parity select bit key.

Note: After an odd (DEVPARSEL=0101) or even (DEVPAR-
SEL=1010) scheme is programmed into the DEVPARSEL register,
any one bit change can be detected and will retain its programmed
scheme. More than one bit changes in DEVPARSEL will cause a
default to odd parity scheme.

The device parity is odd.

The device parity is even.
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4.2.52 System Exception Control Register (SYSECR)
This register is shown in Figure 4-51 and described in Table 4-51.
Figure 4-51. System Exception Control Register (SYSECR) [offset = OXEO]
31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
Reserved
R-0

15 14 13 12 1 10 9 8 7 6 5 4 3 2 1 0
RESET |RESET Reserved

1 0
RIWP-  R/WP-

0 1 R-0

R = Read in all modes; WP = Write in privileged mode only; -n = Value after reset

Table 4-53. System Exception Control Register (SYSECR) Field Descriptions

Bit

Name Value Description

31-16 Reserved Reads return zero and writes have no effect.

15-14 | RESET[1:0]

Software reset bits. Setting RESET1 or clearing RESETO causes a
software reset. There are three possible reset cases:

01 No reset will occur.
1n, A global system reset will occur.
n0
13-0 Reserved Reads return zero and writes have no effect.

132 Control Registers

March 2013




{"? TEXAS

INSTRUMENTS

www.ti.com

System Control Registers (SYS)

4.2.53 System Exception Status Register (SYSESR)
This register is shown in Figure 4-52 and described in Table 4-54.

Figure 4-52. System Exception Status Register (SYSESR) [offset = OXxE4]

31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
Reserved
R-0
15 14 13 12 11 10 9 8 7 6 5 4 3 2 1 0
PO 0osC WD Reserved CPU SW EXT Reserved
RST RST RST RST RST RST
R/WC- R/WC- R/WC- R-0 R/WC- R/WC- R/WC- R-0
X X X X X X

R = Read in all modes; WC = Write clear in all modes; -X = Value unchanged after reset; -n = Value after reset

Table 4-54. System Exception Status Register (SYSESR) Field Descriptions

Bit

Name

Value

Description

31-16

Reserved

Reads return zero and writes have no effect.

15

PORST

Power-up reset. This bit is set when VCCOR (VCC out of range) is
asserted. Reset is asserted as long as VCCOR s active.

Read: The V¢ has not been out of regulation.
Write: The bit is unchanged.

Read: The last reset caused by V¢ being out of regulation

(nPORST is asserted).
Write: The bit is cleared to 0.

14

OSCRST

Reset caused by oscillator failure or PLL cycle slip. This bit is set
when a reset is caused by an oscillator failure.

Read: No reset has occurred because of oscillator failure or PLL
cycle slip.
Write: The bit is unchanged.

Read: The last reset was caused by oscillator failure or PLL cycle
slip.
Write: The bit is cleared to 0.

13

WDRST

Watchdog and debug reset flag. This bit is set when the last reset
was caused by the analog or digital watchdog (AWD or DWD) or the
ICEPICK debug reset request.

Read: No reset has occurred.
Write: The bit is unchanged.

Read: The last reset was caused by the AWD, DWD, or ICEPICK.
Write: The bit is cleared to 0.

12-6

Reserved

Reads return zero and writes have no effect.
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Table 4-54. System Exception Status Register (SYSESR) Field Descriptions (Continued)

Bit

Name

Value

Description

CPURST

CPU reset flag.

This bit is set when the last reset to the CPU is caused by:

1) Self test controller reset

2)Switching from BOOT ROM to FLASH by using BTRMSLRST
register.

Read: No reset caused by a self test controller reset or BOOT mem-
ory change.
Write: The bit is unchanged.

Read: The last reset was caused by a BOOT memory change or
self test controller reset.
Write: The bit is cleared to 0.

SWRST

Software reset flag. This bit is set when the last reset is caused by
software writing to the RESET1 or RESETO bits.

Read: No software reset has occurred.
Write: The bit is unchanged.

Read: The last reset was a software reset.
Write: The bit is cleared to 0.

EXTRST

External reset flag. This bit is set when the last reset is caused by
the external reset pin or internally generated nRST.

Read: No reset caused by the external reset pin has occurred.
Write: The bit is unchanged.

Read: The last reset was caused by the external reset pin or
internally generated nRST.
Write: The bit is cleared to 0.

2-0

Reserved

Reads return zero and writes have no effect.
NOTE: If the system is configured to use the MPU, bit O of the
SYSESR register will be set to a 1.

Note:

EXTRST bit will always be set along with any reset sources with the exception of
CPURST. In devices where nRST pin is not present the EXTRST bit is NEVER set.
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4.2.54 Global Status Register (GLBSTAT)
This register is shown in Figure 4-53 and described in Table 4-55.

Figure 4-53. Global Status Register (GLBSTAT) [offset = OXEC]

31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
Reserved
R-0
15 14 13 12 11 10 9 8 7 6 5 4 3 2 1 0
Reserved FBSLIP | RFSLIP Reserved gflf
R-Xx R-0 R-0 R/C-0

R = Read; C = Clear;- X = Value changed after reset

Table 4-55. Global Status Register (GLBSTAT) Field Descriptions

Bit Name Value Description
31-10 Reserved Reads return zero and writes have no effect.
9 FBSLIP Over cycle slip detection.
0 Read: No over cycle slip has been detected.

Write: The bit is unchanged.

1 Read: An over cycle slip has been detected.
Write: The bit is cleared to 0.

8 RFSLIP Under cycle slip detection.

0 Read: No under cycle slip has been detected.
Write: The bit is unchanged.

1 Read: An under cycle slip has been detected.
Write: The bit is cleared to 0.

7-1 Reserved Reads return zero and writes have no effect.
0 OSCFAIL Oscillator fail flag bit.
0 Read: No oscillator failure has been detected.

Write: The bit is unchanged.

1 Read: An oscillator failure has been detected.
Write: The bit is cleared to 0.
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4.2.55 Device Identification Register (DEVID)

The DEV is a read-only register. It contains device-specific information that is hard-coded during device
manufacture.This register is shown in Figure 4-54 and described in Table 4-56.

Figure 4-54. Device Identification Register (DEVID) [offset = OxFO]

31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
CP15 ID TECH
R-K R-K R-K
15 14 13 12 11 10 9 8 7 6 5 4 3 2 1 0
TECH 10 | PPAR Program RECC Version Platform 1D

parity
R-K R-K  RK R-K R-K R-K R-K

R = Read only; -K = Constant value

Note:
For the constant value of k (see above) refer to the device specific datasheet.

Table 4-56. Device ldentification Register (DEVID) Field Descriptions

Bit Name Value Description

31 CP15 CP15 CPU. This bit indicates whether the CPU has a coprocessor
15 (CP15)

0 The CPU has a CP15 present.
The CPU ID can be read using the CP15 C0,C0,0 register.

1 The CPU has no CP15 present.
The automotive platform supports only one CPU without a CP15:
the ARM7TDMI.

Note: An ARM7TDMI could have a CP15. In this case, the CPU ID
will give the information of the CPU.

30-17 ID 0—3FFFh Device ID. The device ID is unique by device configuration and is
defined in the device datasheet.
16-13 TECH These bits define the process technology by which the device was
manufactured.
0000 The CO05 process technology was used.
0001 The FO5 process technology was used.
0010 The C035 process technology was used.
0011 The F0O35 process technology was used.
12 110 Input/output voltage. This bit defines the 1/0O voltage of the device.
0 The I/O voltage is 3.3 V.
1 The I/O voltage is 5 V.
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Table 4-56. Device Identification Register (DEVID) Field Descriptions (Continued)

Bit Name Value Description
11 PPAR Peripheral parity. This bit indicates whether or not peripheral mem-
ory parity is present.
0 The peripheral memories have no parity.
1 The peripheral memories have parity.
10-9 Program parity These bits indicate which parity is present for the program memory.
00 No memory protection is present.
01 The program memory has single bit parity.
10 The program memory has ECC parity.
11 These bits are reserved.
8 RECC RAM ECC. This bit indicates whether or not RAM memory ECC is
present.
0 The RAM memories do not have ECC.
1 The RAM memories have ECC.
7-3 VERSION 0-F Version. These bits provide the revision of the device.
2-0 Platform ID 101 The device is part of the TMS470M Series family.
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4.2.56 Software Interrupt Vector Register (SSIVEC)
This register is shown in Figure 4-55 and described in Table 4-57.
Figure 4-55. Software Interrupt Vector Register (SSIVEC) [offset = OxF4]
31 30 29 28 26 24 23 22 21 20 19 18 17 16
Reserved
R-0
15 14 13 12 10 8 7 6 5 4 3 2 1 0
SSIDATA SSIVECT
R-0

R = Read only; -n = Value after reset

Table 4-57. Software Interrupt Vector Register (SSIVEC) Field Descriptions

Bit Name Value Description
31-16 Reserved Reads return zero and writes have no effect.

15-8 SSIDATA[7:0] 0-FF System software interrupt data key. These bits contain the data key
value of the source for the system software interrupt, which is indi-
cated by the vector in the SSIVEC][7:0] field.

7-0 SSIVECT[7:0] These bits contain the source for the system software interrupt.
Note: A read from the SSIVECT bits clears the corresponding
SSI_FLAGJ4:1] bit in the SSIF register, corresponding to the
source vector of the system software interrupt.

Note: The SSIR[4:1] interrupt has the following priority scheme:
SSIR1 has the highest priority.
SSIR4 has the lowest priority.

Oh No software interrupt is pending.

1h A software interrupt has been generated by writing the correct key
value to The SSIR1 register.

2h A software interrupt has been generated by writing the correct key
value to the SSIR2 register.

3h A software interrupt has been generated by writing the correct key
value to the SSIR3 register.

4h A software interrupt has been generated by writing the correct key
value to the SSIR4 register.

5h—FFh Reserved
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4.2.57 System Software Interrupt Flag Register (SSIF)

This register is shown in Figure 4-56 and described in Table 4-58.

Figure 4-56. System Software Interrupt Flag Register (SSIF) [offset = 0xF8]

31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
Reserved
R-0
15 14 13 12 11 10 9 8 7 6 5 4 3 2 1 0
Reserved SSI_ | SSI_ | SSI_ SS_
FLAG4 | FLAG3 | FLAG2 | FLAG1
R-0 R/W-0 R/W-0 R/W-0 R/W-0

R = Read in all modes; W = Write in all modes; -n = Value after reset

Table 4-58. System Software Interrupt Flag Register (SSIF) Field Descriptions

Bit Name Value Description
31-4 Reserved Reads return zero and writes have no effect.
3-0 SSI_FLAG[4:1] System software interrupt flag[4:1]. This flag is set when the correct
SSKEY is written to the SSIR register[4:1].
Note: A read from the SSIVEC register clears the corresponding
SSI_FLAGJ4:1] bit in the SSIF, corresponding to the source vector
of the system software interrupt.
0 Read: No IRQ/FIQ interrupt was generated since the bit was last
cleared.
Write: The bit is unchanged.
1 Read: An IRQ/FIQ interrupt was generated.
Write: The bit is cleared to 0.
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4.3 Peripheral Central Resource (PCR) Control Registers

This section describes the PCR control registers. The start address of the PCR register frame is

OxFFFF EOO0O0 and the end address is OxFFFF EOFF. Figure 4-57 summarizes the registers in the peripheral
central resource (PCR), which are used to configure protection to the peripherals in PCS and PS regions.
The following sections provide detailed information about these registers.

Figure 4-57. PCR Register Summary

31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16

Offset Address
Register 15 14 13 12 11 10 9 8 7 6 5 4 3 2 1 0

PCS | PCS | PCS | PCS | PCS | PCS | PCS | PCS | PCS | PCS | PCS | PCS | PCS | PCS | PCS | PCS
31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT
PMPROTSETO SET | SET | SET | SET | SET | SET | SET | SET | SET | SET | SET | SET | SET | SET | SET | SET

Page 148 PCS | PCS | PCS | PCS | PCS | PCS | PCS | PCS | PCS | PCS | PCS | PCS | PCS | PCS | PCS | PCS
15 14 13 12 11 10 9 8 7 6 5 4 3 2 1 0
PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT
SET | SET | SET | SET | SET | SET | SET | SET | SET | SET | SET | SET | SET | SET | SET | SET

0x00

PCS | PCS | PCS | PCS | PCS | PCS | PCS | PCS | PCS | PCS | PCS | PCS | PCS | PCS | PCS | PCS
63 62 61 60 59 58 57 56 55 54 53 52 51 50 49 48
0x04 PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT
SET | SET | SET | SET | SET | SET | SET | SET | SET | SET | SET | SET | SET | SET | SET | SET
PMPROTSET1| PCS | PCS | PCS | PCS | PCS | PCS | PCS | PCS | PCS | PCS | PCS | PCS | PCS | PCS | PCS | PCS
Page 149 47 46 45 44 43 42 41 40 39 38 37 36 35 34 33 32
PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT
SET | SET | SET | SET | SET | SET | SET | SET | SET | SET | SET | SET | SET | SET | SET | SET

0x08 Reserved
Reserved Reserved

0X0C Reserved
Reserved Reserved

PCS | PCS | PCS | PCS | PCS | PCS | PCS | PCS | PCS | PCS | PCS | PCS | PCS | PCS | PCS | PCS
31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
0x10 PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT
CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR
PMPROTCLRO| PCS | PCS | PCS | PCS | PCS | PCS | PCS | PCS | PCS | PCS | PCS | PCS | PCS | PCS | PCS | PCS
Page 150 15 14 13 12 11 10 9 8 7 6 5 4 3 2 1 0
PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT
CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR

PCS | PCS |PCS6| PCS | PCS | PCS | PCS | PCS | PCS | PCS | PCS | PCS | PCS | PCS | PCS | PCS
63 62 1 60 59 58 57 56 55 54 53 52 51 50 49 48
0x14 PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT
CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR
PMPROTCLR1 | PCS4 | PCS4 | PCS4 | PCS4 | PCS4 | PCS4 | PCS4 | PCS4 | PCS3 | PCS3 | PCS3 | PCS3 | PCS3 | PCS3 | PCS3 | PCS3
Page 151 7 6 5 4 3 2 1 0 9 8 7 6 5 4 3 2
PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT
CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR
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Figure 4-57. PCR Register Summary (Continued)

Offset Address
Register

31

15

30

14

29

13

28

12

27

11

26

10

25

24

23

22

21

20

19

18

17

16

0x18

Reserved

Reserved

Reserved

0x1C

Reserved

Reserved

Reserved

0x20

PPROTSETO
Page 152

PS7
QUAD

PROT
SET

PS7
QUAD

PROT
SET

PS7
QUAD

PROT
SET

PS7
QUAD

PROT
SET

PS6
QUAD

PROT
SET

PS6
QUAD

PROT
SET

PS6
QUAD

PROT
SET

PS6
QUAD

PROT
SET

PS5
QUAD

PROT
SET

PS5
QUAD

PROT
SET

PS5
QUAD

PROT
SET

PS5
QUAD

PROT
SET

PS4
QUAD

PROT
SET

PS4
QUAD

PROT
SET

PS4
QUAD

PROT
SET

PS4
QUAD

PROT
SET

PS3
QUAD

PROT
SET

PS3
QUAD

PROT
SET

PS3
QUAD

PROT
SET

PS3
QUAD

PROT
SET

PS2
QUAD

PROT
SET

PS2
QUAD

PROT
SET

PS2
QUAD

PROT
SET

PS2
QUAD

PROT
SET

PS1
QUAD

PROT
SET

PS1
QUAD

PROT
SET

PS1
QUAD

PROT
SET

PS1
QUAD

PROT
SET

PSO
QUAD

PROT
SET

PSO
QUAD

PROT
SET

PSO
QUAD

PROT
SET

PSO
QUAD

PROT
SET

0x24

PPROTSET1
Page 154

PS15
QUAD

PROT
SET

PS15
QUAD

PROT
SET

PS15
QUAD

PROT
SET

PS15
QUAD

PROT
SET

PS14
QUAD

PROT
SET

PS14
QUAD

PROT
SET

PS14
QUAD

PROT
SET

PS14
QUAD

PROT
SET

PS13
QUAD

PROT
SET

PS13
QUAD

PROT
SET

PS13
QUAD

PROT
SET

PS13
QUAD

PROT
SET

PS12
QUAD

PROT
SET

PS12
QUAD

PROT
SET

PS12
QUAD

PROT
SET

PS12
QUAD

PROT
SET

PS11
QUAD

PROT
SET

PS11
QUAD

PROT
SET

PS11
QUAD

PROT
SET

PS11
QUAD

PROT
SET

PS10
QUAD

PROT
SET

PS10
QUAD

PROT
SET

PS10
QUAD

PROT
SET

PS10
QUAD

PROT
SET

PS9
QUAD

PROT
SET

PS9
QUAD

PROT
SET

PS9
QUAD

PROT
SET

PS9
QUAD

PROT
SET

PS8
QUAD

PROT
SET

PS8
QUAD

PROT
SET

PS8
QUAD

PROT
SET

PS8
QUAD

PROT
SET

0x28

PPROTSET2
Page 155

PS23
QUAD

PROT
SET

PS23
QUAD

PROT
SET

PS23
QUAD

PROT
SET

PS23
QUAD

PROT
SET

PS22
QUAD

PROT
SET

PS22
QUAD

PROT
SET

PS22
QUAD

PROT
SET

PS22
QUAD

PROT
SET

PS21
QUAD

PROT
SET

PS21
QUAD

PROT
SET

PS21
QUAD

PROT
SET

PS21
QUAD

PROT
SET

PS20
QUAD

PROT
SET

PS20
QUAD

PROT
SET

PS20
QUAD

PROT
SET

PS20
QUAD

PROT
SET

PS19
QUAD

PROT
SET

PS19
QUAD

PROT
SET

PS19
QUAD

PROT
SET

PS19
QUAD

PROT
SET

PS18
QUAD

PROT
SET

PS18
QUAD

PROT
SET

PS18
QUAD

PROT
SET

PS18
QUAD

PROT
SET

PS17
QUAD

PROT
SET

PS17
QUAD

PROT
SET

PS17
QUAD

PROT
SET

PS17
QUAD

PROT
SET

PS16
QUAD

PROT
SET

PS16
QUAD

PROT
SET

PS16
QUAD

PROT
SET

PS16
QUAD

PROT
SET

0x2C

PPROTSET3
Page 156

PS31
QUAD

PROT
SET

PS31
QUAD

PROT
SET

PS31
QUAD

PROT
SET

PS31
QUAD

PROT
SET

PS30
QUAD

PROT
SET

PS30
QUAD

PROT
SET

PS30
QUAD

PROT
SET

PS30
QUAD

PROT
SET

PS29
QUAD

PROT
SET

PS29
QUAD

PROT
SET

PS29
QUAD

PROT
SET

PS29
QUAD

PROT
SET

PS28
QUAD

PROT
SET

PS28
QUAD

PROT
SET

PS28
QUAD

PROT
SET

PS28
QUAD

PROT
SET

PS27
QUAD

PROT
SET

PS27
QUAD

PROT
SET

PS27
QUAD

PROT
SET

PS27
QUAD

PROT
SET

PS26
QUAD

PROT
SET

PS26
QUAD

PROT
SET

PS26
QUAD

PROT
SET

PS26
QUAD

PROT
SET

PS25
QUAD

PROT
SET

PS25
QUAD

PROT
SET

PS25
QUAD

PROT
SET

PS25
QUAD

PROT
SET

PS24
QUAD

PROT
SET

PS24
QUAD

PROT
SET

PS24
QUAD

PROT
SET

PS24
QUAD

PROT
SET
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Figure 4-57. PCR Register Summary (Continued)
31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
Offset Address
Register 15 14 13 12 11 10 9 8 7 6 5 4 3 2 1 0
0x30 Reserved
Reserved Reserved
0x34 Reserved
Reserved Reserved
0x38 Reserved
Reserved Reserved
0X3C Reserved
Reserved Reserved
PS7 PS7 PS7 PS7 PS6 PS6 PS6 PS6 PS5 PS5 PS5 PS5 PS4 | PS4 | PS4 | PS4
QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD
3 2 1 0 3 2 1 0 3 2 1 0 3 2 1 0
0x40 PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT
CLR | CLR | CLR | CLR [ CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR
PPROTCLRO | PS3 | PS3 | PS3 | PS3 | PS2 | PS2 | PS2 | PS2 | PS1 | PS1 | PS1 | PS1 | PSO | PSO | PSO | PSO
Page 157 | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD
3 2 1 0 3 2 1 0 3 2 1 0 3 2 1 0
PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT
CLR | CLR [ CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR
PS15 | PS15 | PS15 | PS15 | PS14 | PS14 | PS14 | PS14 | PS13 | PS13 | PS13 | PS13 | PS12 | PS12 | PS12 | PS12
QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD
3 2 1 0 3 2 1 0 3 2 1 0 3 2 1 0
0x44 PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT
CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR
PPROTCLR1 | PS11 | PS11 | PS11 | PS11 | PS10 | PS10 | PS10 | PS10 | PS9 | PS9 | PS9 | PS9 | PS8 | PS8 | PS8 | PS8
Page 158 | QUAD |QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD
3 2 1 0 3 2 1 0 3 2 1 0 3 2 1 0
PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT
CLR | CLR | CLR | CLR [ CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR
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Figure 4-57. PCR Register Summary (Continued)

31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
Offset Address
Register 15 14 13 12 11 10 9 8 7 6 5 4 3 2 1 0
PS23 | PS23 | PS23 | PS23 | PS22 | PS22 | PS22 | PS22 | PS21 | PS21 | PS21 | PS21 | PS20 | PS20 | PS20 | PS20
QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD
3 2 1 0 3 2 1 0 3 2 1 0 3 2 1 0
0x48 PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT
CLR [ CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR
PPROTCLR2 | PS19 | PS19 | PS19 | PS19 | PS18 | PS18 | PS18 | PS18 | PS17 | PS17 | PS17 | PS17 | PS16 | PS16 | PS16 | PS16
Page 159 |QUAD | QUAD |QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD
3 2 1 0 3 2 1 0 3 2 1 0 3 2 1 0
PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT
CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR
PS31 | PS31 | PS31 | PS31 | PS30 | PS30 | PS30 | PS30 | PS29 | PS29 | PS29 | PS29 | PS28 | PS28 | PS28 | PS28
QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD
3 2 1 0 3 2 1 0 3 2 1 0 3 2 1 0
0x4C PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT
CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR
PPROTCLR3 | PS27 | PS27 | PS27 | PS27 | PS26 | PS26 | PS26 | PS26 | PS25 | PS25 | PS25 | PS25 | PS24 | PS24 | PS24 | PS24
Page 160 |QUAD | QUAD |QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD
3 2 1 0 3 2 1 0 3 2 1 0 3 2 1 0
PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT
CLR [ CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR
0x50 Reserved
Reserved Reserved
0x54 Reserved
Reserved Reserved
0x58 Reserved
Reserved Reserved
OX5C Reserved
Reserved Reserved
PCS3 | PCS3 | PCS2 | PCS2 | PCS2 | PCS2 | PCS2 | PCS2 | PCS2 | PCS2 | PCS2 | PCS2 | PCS1 | PCS1 | PCS1 | PCS1
1 0 9 8 7 6 5 4 3 2 1 0 9 8 7 6
PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR
0x60 DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN
SET | SET | SET | SET | SET | SET | SET | SET | SET | SET | SET | SET | SET | SET | SET | SET
PCSPWRDWN PCS1 | PCS1 | PCS1 | PCS1 | PCS1 | PCS1
SETO p A 3 > 1 0 PCS9 | PCS8 | PCS7 | PCS6 | PCS5 | PCS4 | PCS3 | PCS2 | PCS1 | PCSO
Page 161 PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR
PWR | PWR | PWR | PWR | PWR | PWR | i | bwi | pwn | bwn | bwn | bwn | bwn | bwn | pw | Dwi
DWN | DWN | DWN | DWN | DWN | DWN SET | SET | SET | SET | SET | SET | SET | SET | SET | SET
SET | SET | SET | SET | SET | SET
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Figure 4-57. PCR Register Summary (Continued)

31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
Offset Address
Register 15 14 13 12 1 10 9 8 7 6 5 4 3 2 1 0
PCS6 | PCS6 | PCS6 | PCS6 | PCS5 | PCS5 | PCS5 | PCS5 | PCS5 | PCS5 | PCS5 | PCS5 | PCS5 | PCS5 | PCS4 | PCS4
3 2 1 0 9 8 7 6 5 4 3 2 1 0 9 8
PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR
0x64 DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN
PCSPWRDWN SET | SET | SET | SET | SET | SET | SET | SET | SET | SET | SET | SET | SET | SET | SET | SET
SET1 PCS4 | PCS4 | PCS4 | PCS4 | PCS4 | PCS4 | PCS4 | PCS4 | PCS3 | PCS3 | PCS3 | PCS3 | PCS3 | PCS3 | PCS3 | PCS3
Page 162 7 6 5 4 3 2 1 0 9 8 7 6 5 4 3 2
PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR
DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN
SET | SET | SET | SET | SET | SET | SET | SET | SET | SET | SET | SET | SET | SET | SET | SET
0x68 Reserved
Reserved Reserved
OX6C Reserved
Reserved Reserved
PCS3 | PCS3 | PCS2 | PCS2 | PCS2 | PCS2 | PCS2 | PCS2 | PCS2 | PCS2 | PCS2 | PCS2 | PCS1 | PCS1 | PCS1 | PCS1
1 0 9 8 7 6 5 4 3 2 1 0 9 8 7 6
PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR
0x70 DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN
CLR | CLR | CLR | CLR [ CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR
PCSPWRDWN o es1TPcst [ Pest | Pest | pest | post
CLRO 5 4 3 2 1 0 PCS9 | PCS8 | PCS7 | PCS6 | PCS5 | PCS4 | PCS3 | PCS2 | PCS1 | PCSO
Page 163 PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR
PWR | PWR | PWR | PWR | PWR | PWR DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN
DWN | DWN | DWN | DWN | DWN | DWN CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR
CLR | CLR | CLR | CLR | CLR | CLR
PCS6 | PCS6 | PCS6 | PCS6 | PCS5 | PCS5 | PCS5 | PCS5 | PCS5 | PCS5 | PCS5 | PCS5 | PCS5 | PCS5 | PCS4 | PCS4
3 2 1 0 9 8 7 6 5 4 3 2 1 0 9 8
PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR
0x74 DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN
PCSPWRDWN CLR [ CLR | CLR | CLR [ CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR
CLR1 PCS4 | PCS4 | PCS4 | PCS4 | PCS4 | PCS4 | PCS4 | PCS4 | PCS3 | PCS3 | PCS3 | PCS3 | PCS3 | PCS3 | PCS3 | PCS3
Page 164 7 6 5 4 3 2 1 0 9 8 7 6 5 4 3 2
PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR
DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN
CLR | CLR | CLR | CLR [ CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR
0x78 Reserved
Reserved Reserved
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Figure 4-57. PCR Register Summary (Continued)
31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
Offset Address
Register 15 14 13 12 1 10 9 8 7 6 5 4 3 2 1 0
OX7C Reserved
Reserved Reserved

PS7 | PS7 | PS7 | PS7 | PS6 | PS6 | PS6 | PS6 | PS5 | PS5 | PS5 | PS5 | PS4 | PS4 | PS4 | PS4
QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD

3 2 1 0 3 2 1 0 3 2 1 0 3 2 1 0
PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR
0x80 DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN
PSPWRDWN SET | SET | SET | SET | SET | SET | SET | SET | SET | SET | SET | SET | SET | SET | SET | SET
SETO PS3 | PS3 | PS3 | PS3 | PS2 | PS2 | PS2 | PS2 | PS1 | PS1 | PS1 | PS1 | PSO | PSO | PSO | PSO

Page 165 | QUAD |QUAD |QUAD |QUAD |QUAD | QUAD | QUAD | QUAD | QUAD | QUAD |QUAD | QUAD | QUAD |QUAD | QUAD | QUAD
3 2 1 0 3 2 1 0 3 2 1 0 3 2 1 0
PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR
DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN
SET | SET | SET | SET | SET | SET | SET | SET | SET | SET | SET | SET | SET | SET | SET | SET

PS15 | PS15 | PS15 | PS15 | PS14 | PS14 | PS14 | PS14 | PS13 | PS13 | PS13 | PS13 | PS12 | PS12 | PS12 | PS12
QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD

PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR
0x84 DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN
SET | SET | SET | SET | SET | SET | SET | SET | SET | SET | SET | SET | SET | SET | SET | SET

PS11 | PS11 | PS11 | PS11 | PS10 | PS10 | PS10 | PS10| PS9 | PS9 | PSo | Pso | pss | PS8 | Pss | Pss
QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD

PSPWRDWN
SET1
Page 167

PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR

DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN
SET | SET | SET | SET | SET | SET | SET | SET | SET | SET | SET | SET | SET | SET | SET | SET

PS23 [ PS23 | PS23 [ PS23 [ PS22 [ PS22 [ PS22 [ PS22 [ PS21 | PS21 | PS21 [ PS21 | PS20 | PS20 | PS20 | PS20
QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD

PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR
0x88 DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN
ospwrown |_SET | SET | SET | SET | SET | SET | SET | SET | SET | SET | SET | SET | SET | SET | SET | SET
SET2 PS19 | PS19 | PS19 | PS19 | PS18 | PS18 | PS18 | PS18 | PS17 | PS17 | PS17 | PS17 | PS16 | PS16 | PS16 | PS16
Page 167 | QUAD |QUAD |QUAD| QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD
3 2 1 0 3 2 1 0 3 2 1 0 3 2 1 0

PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR
DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN
SET | SET | SET | SET | SET | SET | SET | SET | SET | SET | SET | SET | SET | SET | SET | SET

PS31 [ PS31 | PS31 | PS31 | PS30 [ PS30 | PS30 | PS30 | PS29 | PS29 | PS29 [ PS29 | PS28 | PS28 | PS28 | PS28
QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD

3 2 1 0 3 2 1 0 3 2 1 0 3 2 1 0

PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR

0x8C DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN

pspwrowN | SET | SET | SET | SET | SET | SET | SET | SET | SET | SET | SET | SET | SET | SET | SET | SET

SET3 PS27 | PS27 | PS27 | PS27 | PS26 | PS26 | PS26 | PS26 | PS25 | PS25 | PS25 | PS25 | PS24 | PS24 | PS24 | PS24

Page 169 | QUAD |QUAD |QUAD [QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD |QUAD | QUAD | QUAD |QUAD | QUAD | QUAD
3 2 1 0 3 2 1 0 3 2 1 0 3 2 1 0

PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR
DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN
SET | SET | SET | SET | SET | SET | SET | SET | SET | SET | SET | SET | SET | SET | SET | SET
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Figure 4-57. PCR Register Summary (Continued)
31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16

Offset Address

Register 15 14 13 12 11 10 9 8 7 6 5 4 3 2 1 0
0x90 Reserved
Reserved Reserved
0x94 Reserved
Reserved Reserved
0x98 Reserved
Reserved Reserved
0x9C Reserved
Reserved Reserved

PS7 | PS7 | PS7 [ PS7 | PS6 | PS6 | PS6 | PS6 | PS5 | PS5 | PS5 | PS5 | PS4 | PS4 | PS4 | Ps4
QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD

PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR
DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN
pspwroWN | CER | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR
CLRO PS3 | PS3 | Ps3 | Ps3 | ps2 | Ps2 | Ps2 | Ps2 [ Ps1 | Ps1 | Ps1 | Ps1 | Pso | PsO | Pso | Pso
Page 170 | QUAD |QUAD |QUAD |QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD |QUAD | QUAD | QUAD |QUAD | QUAD | QUAD

OxAO0

PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR
DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN
CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR

PS15 [ PS15 | PS15 | PS15 | PS14 | PS14 | PS14 | PS14 | PS13 | PS13 | PS13 | PS13 | PS12 [ PS12 | PS12 | PS12
QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD

PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR
DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN
pspwroWN | .CER | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CIR | CLR
CLR1 PS11 | PS11 | PS11 | PS11 | PS10 | PS10 | PS10 [ PS10| PS9 | PS9 | Ps9 | Ps9 | Pss | Pss | pPs8 | Pss
Page 171 | QUAD |QUAD |QUAD |QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD |QUAD | QUAD | QUAD |QUAD | QUAD | QUAD

0xA4

PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR
DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN
CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR
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Figure 4-57. PCR Register Summary (Continued)

Offset Address
Register

31

15

30

14

29

13

28

12

27

11

26

10

25

24

23

22

21

20

19

18 17 16

OxA8

QUAD

PS23

PWR
DWN
CLR

PS23
QUAD

PWR
DWN
CLR

PS23
QUAD

PWR
DWN
CLR

PS23
QUAD

PWR
DWN
CLR

PS22
QUAD

PWR
DWN
CLR

PS22
QUAD

PWR
DWN
CLR

PS22
QUAD

PWR
DWN
CLR

PS22
QUAD

PWR
DWN
CLR

PS21
QUAD

PWR
DWN
CLR

PS21
QUAD

PWR
DWN
CLR

PS21
QUAD

PWR
DWN
CLR

PS21
QUAD

PWR
DWN
CLR

PS20
QUAD

PWR
DWN
CLR

CLR | CLR

PS20 | PS20 | PS20
QUAD | QUAD | QUAD

PWR | PWR | PWR
DWN | DWN | DWN

CLR

PSPWRDWN
CLR2
Page 172

QUAD

PS19

PWR
DWN
CLR

PS19
QUAD

PWR
DWN
CLR

PS19
QUAD

PWR
DWN
CLR

PS19
QUAD

PWR
DWN
CLR

PS18
QUAD

PWR
DWN
CLR

PS18
QUAD

PWR
DWN
CLR

PS18
QUAD

PWR
DWN
CLR

PS18
QUAD

PWR
DWN
CLR

PS17
QUAD

PWR
DWN
CLR

PS17
QUAD

PWR
DWN
CLR

PS17
QUAD

PWR
DWN
CLR

PS17
QUAD

PWR
DWN
CLR

PS16
QUAD

PWR
DWN
CLR

PWR | PWR
DWN | DWN
CLR | CLR

PS16 | PS16 | PS16
QUAD | QUAD | QUAD

PWR
DWN
CLR

OxAC

PS31
QUAD

PWR
DWN
CLR

PS31
QUAD

PWR
DWN
CLR

PS31
QUAD

PWR
DWN
CLR

PS31
QUAD

PWR
DWN
CLR

PS30
QUAD

PWR
DWN
CLR

PS30
QUAD

PWR
DWN
CLR

PS30
QUAD

PWR
DWN
CLR

PS30
QUAD

PWR
DWN
CLR

PS29
QUAD

PWR
DWN
CLR

PS29
QUAD

PWR
DWN
CLR

PS29
QUAD

PWR
DWN
CLR

PS29
QUAD

PWR
DWN
CLR

PS28
QUAD

PWR
DWN
CLR

PS28 | PS28

PWR | PWR
DWN | DWN
CLR | CLR

QUAD | QUAD | QUAD

PS28

PWR
DWN
CLR

PSPWRDWN
CLR3
Page 173

PS27
QUAD

PWR
DWN

PS27
QUAD

PWR
DWN

PS27
QUAD

PWR
DWN
CLR

PS27
QUAD

PWR
DWN
CLR

PS26
QUAD

PWR
DWN
CLR

PS26
QUAD

PWR
DWN
CLR

PS26
QUAD

PWR
DWN
CLR

PS26

PWR
DWN
CLR

QUAD |QUAD

PS25

PWR
DWN
CLR

PS25

PWR
DWN
CLR

QUAD |QUAD

PS25

PWR
DWN
CLR

PS25

PWR
DWN
CLR

CLR

CLR

QUAD |QUAD

PS24

PWR
DWN

PS24 | PS24

PWR | PWR
DWN | DWN

CLR

CLR | CLR

QUAD | QUAD | QUAD

PS24

PWR
DWN
CLR
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4.3.1 Peripheral Memory Protection Set Register 0 (PMPROTSETO)
This register is shown in Figure 4-58 and described in Table 4-59.

Note:
Only those bits that have a slave at the corresponding bit position are implemented.
Writes to non-implemented bits have no effect and reads are 0.

Figure 4-58. Peripheral Memory Protection Set Register 0 (PMPROTSETO) [offset = 0x00]

31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16

PCS31 | PCS30 | PCS29 | PCS28 | PCS27 | PCS26 | PCS25 | PCS24 | PCS23 | PCS22 | PCS21 | PCS20 | PCS19 | PCS18 | PCS17 | PCS16
PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT
SET SET SET SET SET SET SET SET SET SET SET SET SET SET SET SET

R/WP-0

15 14 13 12 11 10 9 8 7 6 5 4 3 2 1 0

PCS15 | PCS14 | PCS13 | PCS12 | PCS11 | PCS10 | PCS9 | PCS8 | PCS7 | PCS6 | PCS5 | PCS4 | PCS3 | PCS2 | PCS1 | PCSO
PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT
SET SET SET SET SET SET SET SET SET SET SET SET SET SET SET SET

R/WP-0

R = Read in all modes; WP = Write in privileged mode only; -n = Value after reset

Table 4-59. Peripheral Memory Protection Set Register 0 (PMPROTSETO) Field Descriptions

Bit Name Value Description
31-0 PCS[31:0]PROTSET Peripheral memory frame protection set.
0 Read: The peripheral memory frame n can be written to and read

from in both user and privileged modes.
Write: The bit is unchanged.

1 Read: The peripheral memory frame n can be written to only in priv-
ileged mode, but it can be read in both user and privileged modes.
Write: The corresponding bit in PMPROTSETO0 and PMPROTCLRO
registers is set to 1.
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4.3.2 Peripheral Memory Protection Set Registerl (PMPROTSET1)
This register is shown in Figure 4-59 and described in Table 4-60.

Note:
Only those bits that have a slave at the corresponding bit position are implemented.
Writes to non implemented bits have no effect and reads are 0.

Figure 4-59. Peripheral Memory Protection Set Registerl (PMPROTSET1) [offset = 0x04]

31 30

29

28

27

26 25

24 23 22 21 20 19 18 17

16

PCS63 | PCS62
PROT | PROT
SET SET

PCS61
PROT
SET

PCS60
PROT
SET

PCS59
PROT
SET

PCS58 | PCS57
PROT | PROT
SET SET

PCS56 | PCS55 | PCS54 | PCS53 | PCS52 | PCS51 | PCS50 | PCS49
PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT
SET SET SET SET SET SET SET SET

PCS48
PROT
SET

15 14

13

12

11

10 9

R/WP-0

8 7 6 5 4 3 2 1

PCS47 | PCS46
PROT | PROT
SET SET

PCS45
PROT
SET

PCS44
PROT
SET

PCS43
PROT
SET

PCS42 | PCS41
PROT | PROT
SET SET

PCS40 | PCS39 | PCS38 | PCS37 | PCS36 | PCS35 | PCS34 | PCS33
PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT
SET SET SET SET SET SET SET SET

PCS32
PROT
SET

R = Read in all modes; WP = Write in privileged mode only;

R/WP-0

-n = Value after reset

Table 4-60. Peripheral Memory Protection Set Registerl (PMPROTSET1) Field Descriptions

Bit

Name

Value

Description

310

PCS[63:32]PROTSET

Peripheral memory frame protection set.

Read: The peripheral memory frame n can be written to and read

from in both user and privileged modes.
Write: The bit is unchanged.

Read: The peripheral memory frame n can be written to only in priv-
ileged mode, but it can be read in both user and privileged modes.
Write: The corresponding bit in PMPROTSETO0 and PMPROTCLRO

registers is set to 1.
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4.3.3 Peripheral Memory Protection Clear Register 0 (PMPROTCLRO)
This register is shown in Figure 4-60 and described in Table 4-61.

Note:
Only those bits that have a slave at the corresponding bit position are implemented.
Writes to non implemented bits have no effect and reads are 0.

Figure 4-60. Peripheral Memory Protection Clear Register 0 (PMPROTCLRO) [offset = 0x10]

30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
PCS30 | PCS29 | PCS28 | PCS27 | PCS26 | PCS25 | PCS24 | PCS23 | PCS22 | PCS21 | PCS20 | PCS19 | PCS18 | PCS17 | PCS16
PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT

CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR
R/WP-0

14 13 12 1 10 9 8 7 6 5 4 3 2 1 0
PCS14 | PCS13 | PCS12 | PCS11 | PCS10 | PCS9 | PCS8 | PCS7 | PCS6 | PCS5 | PCS4 | PCS3 | PCS2 | PCS1 | PCSO
PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT

CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR
R/WP-0
R = Read in all modes; WP = Write in privileged mode only; -n = Value after reset
Table 4-61. Peripheral Memory Protection Clear Register 0 (PMPROTCLRO) Field Descriptions
Bit Name Value Description
310 PCS[31:0]PROTCLR Peripheral memory frame protection set.

0 Read: The peripheral memory frame[31:0] can be written to and
read from in both user and privileged modes.
Write: The bit is unchanged.

1 Read: The peripheral memory frame[31:0] can be written to only in
privileged mode, but it can be read in both user and privileged
modes.

Write: The corresponding bit in PMPROTSETO0 and PMPROTCLRO
registers is cleared to 0.
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4.3.4 Peripheral Memory Protection Clear Registerl (PMPROTCLR1)
This register is shown in Figure 4-61 and described in Table 4-62.

Note:
Only those bits that have a slave at the corresponding bit position are implemented.
Writes to non implemented bits have no effect and reads are 0.

Figure 4-61. Peripheral Memory Protection Clear Registerl (PMPROTCLR1) [offset = 0x14]

31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16

PCS63 | PCS62 | PCS61 | PCS60 | PCS59 | PCS58 | PCS57 | PCS56 | PCS55 | PCS54 | PCS53 | PCS52 | PCS51 | PCS50 | PCS49 | PCS48
PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT
CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR

R/WP-0

15 14 13 12 11 10 9 8 7 6 5 4 3 2 1 0

PCS47 | PCS46 | PCS45 | PCS44 | PCS43 | PCS42 | PCS41 | PCS40 | PCS39 | PCS38 | PCS37 | PCS36 | PCS35 | PCS34 | PCS33 | PCS32
PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT
CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR

R/WP-0

R = Read in all modes; WP = Write in privileged mode only; -n = Value after reset

Table 4-62. Peripheral Memory Protection Clear Registerl (PMPROTCLR1) Field Descriptions

Bit Name Value Description
31-0 PCS[63:32]PROTCLR Peripheral memory frame protection clear.
0 Read: The peripheral memory frame[63:32] can be written to and

read from in both user and privileged modes.
Write: The bit is unchanged.

1 Read: The peripheral memory frame[63:32] can be written to only in
privileged mode, but it can be read in both user and privileged
modes.

Write: The corresponding bit in PMPROTSET1 and PMPROTCLR1
registers is set to 1.
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4.3.5 Peripheral Protection Set Register 0 (PPROTSETO)
There is one bit for each quadrant for PS0O to PS7.

The following are the ways in which quadrants are used within a PS frame:

a. The slave uses all the four quadrants
Only the bit corresponding to the quadrant 0 of PSn is implemented. It protects the whole 1K-byte frame.
The remaining three bits are not implemented.

b. The slave uses two quadrants
Each quadrant has to be in one of these groups: (Quad 0 and Quad 1), or (Quad 2 and Quad 3).
For the group Quad0/Quad1, the bit quadrant 0 protects both quadrants 0 and 1. The bit quadrant 1 is
not implemented.
For the group Quad2/Quad3, the bit quadrant 2 protects both quadrants 2 and 3. The bit quadrant 3 is
not implemented.

c. The slave uses only one quadrant.
In this case, the bit as specified in Table 4-63 protects the slave.

The above arrangement is true for all the peripheral select (PS0 to PS31), presented in section 4.3.6—section
4.3.12. This register holds bits for PS0 to PS7 and is shown in Figure 4-62 and described in Table 4-63.

Note:
Writes to non implemented bits have no effect and reads are 0.

Figure 4-62. Peripheral Protection Set Register 0 (PPROTSETO) [offset = 0x20]

31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16

PS7 | PS7 | PS7 | PS7 | PS6 | PS6 | PS6 | PS6 | PS5 | PS5 | PS5 | PS5 | PS4 | PS4 | Ps4 | Ps4

QUAD3 |QUAD2| QUAD1 | QUADO | QUAD3|QUAD2 | QUAD1 | QUADO | QUAD3 | QUAD2 | QUAD1 | QUADO | QUAD3 | QUAD2 | QUAD1 | QUADO
PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT
SET | SET | SET | SET | SET | SET | SET | SET | SET | SET | SET | SET | SET | SET | SET | SET

R/WP-0

15 14 13 12 11 10 9 8 7 6 5 4 3 2 1 0

PS3 | PS3 | PS3 | PS3 | Ps2 | PS2 | PS2 | Ps2 | PS1 | PS1 | PS1 | PS1 | PSO | PSO | PSO | Pso

QUAD3 |QUAD2|QUAD1 | QUADO | QUAD3|QUAD2 | QUAD1 | QUADO | QUAD3 | QUAD2 | QUAD1 | QUADO | QUAD3 | QUAD2 | QUAD1 | QUADO
PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT
SET | SET | SET | SET | SET | SET | SET | SET | SET | SET | SET | SET | SET | SET | SET | SET

R/WP-0

R = Read in all modes; WP = Write in privileged mode only; -n = Value after reset
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Table 4-63. Peripheral Protection Set Register 0 (PPROTSETO)) Field Descriptions

Bit Name Value Description
31-0 PCS[7:0]QUAD[3:0] Peripheral select quadrant protection set,
PROTSET
0 Read: The peripheral select quadrant can be written to and read
from in both user and privileged modes.
Write: The bit is unchanged.
1 Read: The peripheral select quadrant can be written to only in

privileged mode but can be read in both user and privileged
modes.

Write: The bitin PMPROTSETO and PMPROTCLRO registers is
setto 1.
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4.3.6 Peripheral Protection Set Register 1 (PPROTSET1)
There is one bit for each quadrant for PS8 to PS15. The protection scheme is described in PPROTSETO, in
section 4.3.5. This register is shown in Figure 4-63 and described in Table 4-64.

Note:
Only those bits that have a slave at the corresponding bit position are implemented.
Writes to non implemented bits have no effect and reads are 0.

Figure 4-63. Peripheral Protection Set Register 1 (PPROTSET1) [offset = 0x24]

31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16

PS15 | PS15 | PS15 | PS15 | PS14 | PS14 | PS14 | PS14 | PS13 | PS13 | PS13 | PS13 | PS12 | PS12 | PS12 | PS12

QUAD3|QUAD2|QUAD1 | QUADO|QUAD3 | QUAD2|QUAD1 | QUADO | QUAD3|QUAD2 | QUAD1 | QUADO | QUAD3 | QUAD2 | QUAD1 | QUADO
PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT
SET | SET | SET | SET | SET | SET | SET | SET | SET | SET | SET | SET | SET | SET | SET | SET

R/WP-0

15 14 13 12 11 10 9 8 7 6 5 4 3 2 1 0

PS11 | PS11 | PS11 | PS11 | PS10 | PS10 | PS10 | PS10 | PS9 | PS9 | PS9 | PS9 | Pss | PS8 | Pss | Pss
QUAD3|QUAD2|QUAD1 | QUADO|QUAD3 | QUAD2|QUAD1 | QUADO | QUAD3|QUAD2 | QUAD1 | QUADO | QUAD3 | QUAD2 | QUAD1 | QUADO
PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT
SET | SET | SET | SET | SET | SET | SET | SET | SET | SET | SET | SET | SET | SET | SET | SET

R/WP-0

R = Read in all modes; WP = Write in privileged mode only; -n = Value after reset

Table 4-64. Peripheral Protection Set Register 1 (PPROTSETL1) Field Descriptions

Bit Name Value Description
31-0 PCS[15:8]QUAD[3:0] Peripheral select quadrant protection set,
PROTSET
0 Read: The peripheral select quadrant can be written to and read

from in both user and privileged modes.
Write: The bit is unchanged.

1 Read: The peripheral select quadrant can be written to only in
privileged mode but can be read in both user and privileged

modes.
Write: The bit in PMPROTSET1 and PMPROTCLRL1 registers is

setto 1.
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4.3.7 Peripheral Protection Set Register 2 (PPROTSET2)

There is one bit for each quadrant for PS16 to PS23. The protection scheme is described in PPROTSETO,
in section 4.3.5. This register is shown in Figure 4-64 and described in Table 4-65.

Note:
Only those bits that have a slave at the corresponding bit position are implemented.
Writes to non implemented bits have no effect and reads are 0.

Figure 4-64. Peripheral Protection Set Register 2 (PPROTSET?2) [offset = 0x28]

31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
PS23 | PS23 | PS23 | PS23 | PS22 | PS22 | PS22 | PS22 | PS21 | PS21 | PS21 | PS21 | PS20 | PS20 | PS20 | PS20
QUAD3|QUAD2|QUAD1 |QUADO | QUAD3|QUAD2 | QUAD1 | QUADO | QUAD3 | QUAD2 | QUAD1 | QUADO | QUAD3 | QUAD2 | QUAD1 | QUADO
PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT
SET | SET | SET | SET | SET | SET | SET | SET | SET | SET | SET | SET | SET | SET | SET | SET

RIWP-0

15 14 13 12 11 10 9 8 7 6 5 4 3 2 1 0
PS19 | PS19 | PS19 | PS19 | PS18 | PS18 | PS18 | PS18 | PS17 | PS17 | PS17 | PS17 | PS16 | PS16 | PS16 | PS16
QUAD3|QUAD2|QUAD1 | QUADO|QUAD3|QUAD2 |QUAD1 | QUADO | QUAD3|QUAD2 | QUAD1 | QUADO | QUAD3 | QUAD2 | QUAD1 | QUADO
PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT
SET | SET | SET | SET | SET | SET | SET | SET | SET | SET | SET | SET | SET | SET | SET | SET

R/WP-0

R = Read in all modes; WP = Write in privileged mode only; -n = Value after reset

Table 4-65. Peripheral Protection Set Register 2 (PPROTSET?2) Field Descriptions

Bit

Name

Value

Description

31-0 PCS[23:16]QUAD[3:0]
PROTSET

Peripheral select quadrant protection set,

Read: The peripheral select quadrant can be written to and read
from in both user and privileged modes.
Write: The bit is unchanged.

Read: The peripheral select quadrant can be written to only in
privileged mode but can be read in both user and privileged
modes.

Write: The bitin PMPROTSET2 and PMPROTCLR? registers is
setto 1.
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4.3.8 Peripheral Protection Set Register 3 (PPROTSET3)

There is one bit for each quadrant for PS24 to PS31. The protection scheme is described in PPROTSETO,
in section 4.3.5. This register is shown in Figure 4-65 and described in Table 4-66.

Note:
Only those bits that have a slave at the corresponding bit position are implemented.
Writes to non implemented bits have no effect and reads are 0.

Figure 4-65. Peripheral Protection Set Register 3 (PPROTSETS3) [offset = 0x2C]

31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16

PS31 | PS31 | PS31 | PS31 | PS30 | PS30 | PS30 | PS30 | PS29 | PS29 | PS29 | PS29 | PS28 | PS28 | PS28 | PS28
QUAD3 |QUAD2| QUAD1 | QUADO | QUAD3|QUAD2 | QUAD1 | QUADO | QUAD3 | QUAD2 | QUAD1 | QUADO | QUAD3 | QUAD2 | QUAD1 | QUADO
PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT
SET | SET | SET | SET | SET | SET | SET | SET | SET | SET | SET | SET | SET | SET | SET | SET

R/WP-0

15 14 13 12 11 10 9 8 7 6 5 4 3 2 1 0

PS27 | PS27 | PS27 | PS27 | PS26 | PS26 | PS26 | PS26 | PS25 | PS25 | PS25 | PS25 | PS24 | PS24 | PS24 | PS24
QUAD3 |QUAD2| QUAD1 | QUADO | QUAD3|QUAD2 | QUAD1 | QUADO | QUAD3 | QUAD2 | QUAD1 | QUADO | QUAD3 | QUAD2 | QUAD1 | QUADO
PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT
SET | SET | SET | SET | SET | SET | SET | SET | SET | SET | SET | SET | SET | SET | SET | SET

R/WP-0

R = Read in all modes; WP = Write in privileged mode only; -n = Value after reset

Table 4-66. Peripheral Protection Set Register 3 (PPROTSET3) Field Descriptions

Bit Name Value Description
31-0 PCS[31:0]QUAD[3:0] Peripheral select quadrant protection set,
PROTSET
0 Read: The peripheral select quadrant can be written to and read

from in both user and privileged modes.
Write: The bit is unchanged.

1 Read: The peripheral select quadrant can be written to only in
privileged mode but can be read in both user and privileged

modes.
Write: The bit in PMPROTSET3 and PMPROTCLR3 registers is
setto 1.
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4.3.9 Peripheral Protection Clear Register 0 (PPROTCLRO)

There is one bit for each quadrant for PS0 to PS7. The protection scheme is described in PPROTSETO, in
section 4.3.5. This register is shown in Figure 4-66 and described in Table 4-67.

Note:
Only those bits that have a slave at the corresponding bit position are implemented.
Writes to non implemented bits have no effect and reads are 0.

Figure 4-66. Peripheral Protection Clear Register 0 (PPROTCLRO) [offset = 0x40]

31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16

pPS7 PS7 pPS7 PS7 PS6 PS6 PS6 PS6 PS5 PS5 PS5 PS5 PS4 PS4 PS4 PS4
QUAD3|QUAD2 | QUAD1 | QUADO|QUAD3 | QUAD2 | QUAD1 | QUADO|QUAD3|QUAD2|QUAD1 | QUADO|QUAD3 |QUAD2|QUAD1 |QUADO
PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT
CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR

R/WP-0

15 14 13 12 11 10 9 8 7 6 5 4 3 2 1 0

PS3 | PS3 | PS3 | PS3 | PS2 | PS2 | Ps2 | PS2 | PS1 | Ps1 | PS1 | PS1 | PSO | PSO | PSO | PSO
QUAD3|QUAD2|QUAD1 | QUADO|QUAD3|QUAD2 |QUAD1 | QUADO | QUAD3|QUAD2 | QUAD1 | QUADO | QUAD3 | QUAD2 | QUAD1 | QUADO
PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT

CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR

R/WP-0

R = Read in all modes; WP = Write in privileged mode only; -n = Value after reset

Table 4-67. Peripheral Protection Clear Register 0 (PPROTCLRO) Field Descriptions

Bit Name Value Description
31-0 PCS[7:0]QUAD[3:0] Peripheral select quadrant protection clear,
PROTCLR
0 Read: The peripheral select quadrant can be written to and read

from in both user and privileged modes.
Write: The bit is unchanged.

1 Read: The peripheral select quadrant can be written to only in
privileged mode but can be read in both user and privileged

modes.
Write: The bitin PMPROTSETO and PMPROTCLRO registers is

clear to O.
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4.3.10 Peripheral Protection Clear Register 1 (PPROTCLR1)

There is one bit for each quadrant for PS8 to PS15. The protection scheme is described in PPROTSETO, in
section 4.3.5. This register is shown in Figure 4-67 and described in Table 4-68.

Note:
Only those bits that have a slave at the corresponding bit position are implemented.
Writes to non implemented bits have no effect and reads are 0.

Figure 4-67. Peripheral Protection Clear Register 1 (PPROTCLRL1) [offset = 0x44]

31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16

PS15 | PS15 | PS15 | PS15 | PS14 | PS14 | PS14 | PS14 | PS13 | PS13 | PS13 | PS13 | PS12 | PS12 | PS12 | PS12
QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD

PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT
CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR

R/WP-0

15 14 13 12 11 10 9 8 7 6 5 4 3 2 1 0

PS11 | PS11 | PS11 | PS11 | PS10 | PS10 | PS10 | PS10 | PS9 | PS9 | PS9 | Ps9 | pPss | Pss | pss | Pss
QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD
3 2 1 0 3 2 1 0 3 2 1 0 3 2 1 0
PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT
CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR

R/WP-0

R = Read in all modes; WP = Write in privileged mode only; -n = Value after reset

Table 4-68. Peripheral Protection Clear Register 1 (PPROTCLRZ1) Field Descriptions

Bit Name Value Description
31-0 PCS[15:8]QUAD[3:0] Peripheral select quadrant protection clear,
PROTCLR
0 Read: The peripheral select quadrant can be written to and read

from in both user and privileged modes.
Write: The bit is unchanged.

1 Read: The peripheral select quadrant can be written to only in
privileged mode but can be read in both user and privileged
modes.

Write: The bitin PMPROTSET1 and PMPROTCLR1 registers is
clear to O.
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4.3.11 Peripheral Protection Clear Register 2 (PPROTCLR2)

There is one bit for each quadrant for PS16 to PS23. The protection scheme is described in PPROTSETO,
in section 4.3.5. This register is shown in Figure 4-68 and described in Table 4-69.

Note:
Only those bits that have a slave at the corresponding bit position are implemented.
Writes to non implemented bits have no effect and reads are 0.

Figure 4-68. Peripheral Protection Clear Register 2 (PPROTCLR?2) [offset = 0x48]

31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16

PS23 | PS23 | PS23 | PS23 | PS22 | PS22 | PS22 | PS22 | PS21 | PS21 | PS21 | PS21 | PS20 | PS20 | PS20 | PS20
QUAD3|QUAD2 |QUAD1|QUADO |QUAD3|QUAD2 [QUAD1|QUADO | QUAD3|QUAD2 | QUAD1|QUADO | QUAD3|QUAD2 | QUAD1|QUADO
PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT
CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR

R/WP-0

15 14 13 12 11 10 9 8 7 6 5 4 3 2 1 0

PS19 | PS19 | PS19 | PS19 | PS18 | PS18 | PS18 | PS18 | PS17 | PS17 | PS17 | PS17 | PS16 | PS16 | PS16 | PS16
QUAD3 |QUAD2| QUAD1 | QUADO | QUAD3|QUAD2 | QUAD1 | QUADO | QUAD3 | QUAD2 | QUAD1 | QUADO | QUAD3 | QUAD2 | QUAD1 | QUADO
PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT
CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR

R/WP-0

R = Read in all modes; WP = Write in privileged mode only; -n = Value after reset

Table 4-69. Peripheral Protection Clear Register 2 (PPROTCLR?2) Field Descriptions

Bit Name Value Description
31-0 PCS[23:16]QUAD[3:0] Peripheral select quadrant protection clear,
PROTCLR
0 Read: The peripheral select quadrant can be written to and read

from in both user and privileged modes.
Write: The bit is unchanged.

1 Read: The peripheral select quadrant can be written to only in
privileged mode but can be read in both user and privileged
modes.

Write: The bitin PMPROTSET2 and PMPROTCLR2 registers is
clear to 0.
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4.3.12 Peripheral Protection Clear Register 3 (PPROTCLR3)

There is one bit for each quadrant for PS24 to PS31. The protection scheme is described in PPROTSETO,
in section 4.3.5. This register is shown in Figure 4-69 and described in Table 4-70.

Note:
Only those bits that have a slave at the corresponding bit position are implemented.
Writes to non implemented bits have no effect and reads are 0.

Figure 4-69. Peripheral Protection Clear Register 3 (PPROTCLR3) [offset = 0x4C]

31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16

PS31 | PS31 | PS31 | PS31 | PS30 | PS30 | PS30 | PS30 | PS29 | PS29 | PS29 | PS29 | PS28 | PS28 | PS28 | PS28
QUAD3 |QUAD2|QUAD1 | QUADO | QUAD3|QUAD2 | QUAD1 | QUADO | QUAD3 | QUAD2 | QUAD1 | QUADO | QUAD3 | QUAD2 | QUAD1 | QUADO
PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT
CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR

R/WP-0

15 14 13 12 11 10 9 8 7 6 5 4 3 2 1 0

PS27 | PS27 | PS27 | PS27 | PS26 | PS26 | PS26 | PS26 | PS25 | PS25 | PS25 | PS25 | PS24 | PS24 | PS24 | PS24
QUAD3 |QUAD2|QUAD1 | QUADO | QUAD3|QUAD2 | QUAD1 | QUADO | QUAD3 | QUAD2 | QUAD1 | QUADO | QUAD3 | QUAD2 | QUAD1 | QUADO
PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT | PROT
CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR

R/WP-0

R = Read in all modes; WP = Write in privileged mode only; -n = Value after reset

Table 4-70. Peripheral Protection Clear Register 3 (PPROTCLR3) Field Descriptions

Bit Name Value Description
31-0 PCS[31:0]QUAD[3:0] Peripheral select quadrant protection clear,
PROTCLR
0 Read: The peripheral select quadrant can be written to and read

from in both user and privileged modes.
Write: The bit is unchanged.

1 Read: The peripheral select quadrant can be written to only in
privileged mode but can be read in both user and privileged

modes.
Write: The bit in PMPROTSET3 and PMPROTCLRS registers is
clearto 0.
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4.3.13 Peripheral Memory Power-Down Set Register 0 (PCSPWRDWNSETO0)

Each bit corresponds to a bit at the same index in the PMPROT register in that they both relate to the same
peripheral.

Note:

Only those bits that have a slave at the corresponding bit position are implemented.
Writes to non implemented bits have no effect and reads are 0. For non-independent
slaves in the PCS frame, the clocks are expected to be controlled by the sharing
peripheral.

This register is shown in Figure 4-70 and described in Table 4-71.
Figure 4-70. Peripheral Memory Power-Down Set Register 0 (PCSPWRDWNSETO) [offset = 0x60]

31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16

PCS31 | PCS30 | PCS29 | PCS28 | PCS27 | PCS26 | PCS25 | PCS24 | PCS23 | PCS22 | PCS21 | PCS20 | PCS19 | PCS18 | PCS17 | PCS16
PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR
DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN
SET SET SET SET SET SET SET SET SET SET SET SET SET SET SET SET

R/WP-1

15 14 13 12 1 10 9 8 7 6 5 4 3 2 1 0

PCS15 | PCS14 | PCS13 | PCS12 | PCS11 | PCS10| PCS9 | PCS8 | PCS7 | PCS6 | PCS5 | PCS4 | PCS3 | PCS2 | PCS1 | PCSO
PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR
DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN
SET SET SET SET SET SET SET SET SET SET SET SET SET SET SET SET

R/WP-1

R = Read in all modes; WP = Write in privileged mode only; -n = Value after reset

Table 4-71. Peripheral Memory Power-Down Set Register 0 (PCSPWRDWNSETO) Field Descriptions

Bit Name Value Description
31-0 PCS[31:0] Peripheral memory clock power-down set.
PWRDNSET
0 Read: The peripheral memory clock[31:0] is not to be powered
down.

Write: The bit is unchanged.

1 Read: The peripheral memory clock[31:0] needs to be powered

down.
Write: The corresponding bit in the PCSPWRDWNSETO and

PCSPWRDWNCLRO registers is set to 1.
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4.3.14 Peripheral Memory Power-Down Set Registerl (PCSPWRDWNSET1)

Note:
Only those bits that have a slave at the corresponding bit position are implemented.
Writes to non implemented bits have no effect and reads are 0.

This register is shown in Figure 4-71 and described in Table 4-74.
Figure 4-71. Peripheral Memory Power-Down Set Registerl (PCSPWRDWNSET1) [offset = 0x64]

31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16

PCS63 | PCS62 | PCS61 | PCS60 | PCS59 | PCS58 | PCS57 | PCS56 | PCS55 | PCS54 | PCS53 | PCS52 | PCS51 | PCS50 | PCS49 | PCS48
PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR
DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN
SET SET SET SET SET SET SET SET SET SET SET SET SET SET SET SET

R/WP-1

15 14 13 12 11 10 9 8 7 6 5 4 3 2 1 0

PCS47 | PCS46 | PCS45 | PCS44 | PCS43 | PCS42 | PCS41 | PCS40 | PCS39 | PCS38 | PCS37 | PCS36 | PCS35 | PCS34 | PCS33 | PCS32
PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR
DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN
SET SET SET SET SET SET SET SET SET SET SET SET SET SET SET SET

R/WP-1

R = Read in all modes; WP = Write in privileged mode only; -n = Value after reset

Table 4-72. Peripheral Memory Power-Down Set Registerl (PCSPWRDWNSET1) Field Descriptions

Bit Name Value Description
31-0 PCS[63:32] Peripheral memory clock power-down set.
PWRDNSET
0 Read: The peripheral memory clock[63:32] is not to be powered down.

Write: The bit is unchanged.

1 Read: The peripheral memory clock[63:32] needs to be powered down.
Write: The corresponding bit in the PCSPWRDWNSET1 and
PCSPWRDWNCLR1 registers is set to 1.
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4.3.15 Peripheral Memory Power-Down Clear Register 0 (PCSPWRDWNCLRO)

Note:
Only those bits that have a slave at the corresponding bit position are implemented.
Writes to non implemented bits have no effect and reads are 0.

This register is shown in Figure 4-72 and described in Table 4-73.
Figure 4-72. Peripheral Memory Power-Down Clear Register 0 (PCSPWRDWNCLRO) [offset = 0x70]

31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16

PCS31 | PCS30 | PCS29 | PCS28 | PCS27 | PCS26 | PCS25 | PCS24 | PCS23 | PCS22 | PCS21 | PCS20 | PCS19 | PCS18 | PCS17 | PCS16
PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR
DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN
CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR

R/WP-1

15 14 13 12 11 10 9 8 7 6 5 4

PCS15 | PCS14 | PCS13 | PCS12 | PCS11 | PCS10 | PCS9 | PCS8 | PCS7 | PCS6 | PCS5 | PCS4 | PCS3 | PCS2 | PCS1 | PCSO
PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR
DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN
CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR

R/WP-1

R = Read in all modes; WP = Write in privileged mode only; -n = Value after reset

Table 4-73. Peripheral Memory Power-Down Clear Register 0 (PCSPWRDWNCLRO) Field Descriptions

Bit Name Value Description
31-0 PCS[31:0] Peripheral memory clock power-down clear.
PWRDNCLRO
0 Read: The peripheral memory clock[31:0] is not to be powered
down.

Write: The bit is unchanged.

1 Read: The peripheral memory clock[31:0] needs to be powered

down.
Write: The corresponding bit in the PCSPWRDWNSETO and

PCSPWRDWNCLRO registers is cleared to 0.
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4.3.16 Peripheral Memory Power-Down Clear Registerl (PCSPWRDWNCLR1)

Note:

Only those bits that have a slave at the corresponding bit position are implemented.
Therefore, the size of this register is device-dependent. Writes to non implemented
bits have no effect and reads are 0.

This register is shown in Figure 4-73 and described in Table 4-74.
Figure 4-73. Peripheral Memory Power-Down Clear Registerl (PCSPWRDWNCLR1) [offset = 0x74]

31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16

PCS63 | PCS62 | PCS61 | PCS60 | PCS59 | PCS58 | PCS57 | PCS56 | PCS55 | PCS54 | PCS53 | PCS52 | PCS51 | PCS50 | PCS49 | PCS48
PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR
DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN
CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR

R/WP-1

15 14 13 12 11 10 9 8 7 6 5 4 3 2 1 0

PCS47 | PCS46 | PCS45 | PCS44 | PCS43 | PCS42 | PCS41 | PCS40 | PCS39 | PCS38 | PCS37 | PCS36 | PCS35 | PCS34 | PCS33 | PCS32
PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR
DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN
CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR

R/WP-1

R = Read in all modes; WP = Write in privileged mode only; -n = Value after reset

Table 4-74. Peripheral Memory Power-Down Set Registerl (PCSPWRDWNCLRL1) Field Descriptions

Bit Name Value Description
31-0 PCS[63:32] Peripheral memory clock power-down clear.
PWRDNSET
0 Read: The peripheral memory clock[63:32] is not to be powered
down.

Write: The bit is unchanged.

1 Read: The peripheral memory clock[63:32] needs to be powered
down.

Write: The corresponding bit in the PCSPWRDWNSET1 and
PCSPWRDWNCLRL1 registers is cleared to 0.
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4.3.17 Peripheral Power-Down Set Register 0 (PSPWRDWNSETO)
There is one bit for each quadrant for PS0 to PS7. Each bit of this register corresponds to the bit at the same
index in the corresponding PPROT register in that they relate to the same peripheral. These bits are used to
power down/power up the clock to the corresponding peripheral.
For every bitimplemented in the PPROT register, there is one bit in the PShPWRDWN register, except when
two peripherals (both in PS area) share buses. In that case, only one Power-Down bit is implemented, at the

position corresponding to that peripheral whose quadrant comes first (the lower numbered).
The ways in which quadrants can be used within a frame are identical to what is described under

PPROTSETO, section 4.3.5.
This arrangement is the same for bits of PS8 to PS31, presented in section 4.3.18—section 4.3.24. This

register holds bits for PSO to PS7. This register is shown in Figure 4-74 and described in Table 4-75.

Note:
Only those bits that have a slave at the corresponding bit position are implemented.

Writes to non implemented bits have no effect and reads are 0.

Figure 4-74. Peripheral Power-Down Set Register 0 (PSPWRDWNSETO) [offset = 0x80]

31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
PS7 | PS7 | PS7 | PS7 | PS6 | PS6 | PS6 | PS6 | PS5 | PS5 | PS5 | PS5 | PS4 | PS4 | PS4 | Ps4
QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD
3 2 1 0 3 2 1 0 3 2 1 0 3 2 1 0
PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR

DWN | DWN | DWN | DWN | DWN

DWN | DWN | DWN | DWN | DWN
SET SET SET SET

PWR | PWR | PWR | PWR
DWN | DWN | DWN | DWN | DWN | DWN
SET | SET | SET | SET | SET | SET | SET | SET | SET | SET | SET | SET

R/WP-1

15 14 13 12 11 10 9 8 7 6 5 4 3 2 1 0

PS3 | PS3 | PS3 | PS3 | PS2 | PS2 | Ps2 | PS2 | PS1 | PS1 | PS1 | PS1 | PSO | PSO | PSO | PSO

QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD | QUAD

3 2 1 0 3 2 1 0 3 2 1 0 3 2 1 0

PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR

DWN

DWN | DWN | DWN | DWN | DWN

PWR | PWR | PWR | PWR
SET SET SET SET SET

DWN | DWN | DWN | DWN | DWN

PWR | PWR | PWR | PWR
SET SET SET SET SET

DWN | DWN | DWN | DWN | DWN
SET SET SET SET SET SET

R/WP-1

R = Read in all modes; WP = Write in privileged mode only; -n = Value after reset
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Table 4-75. Peripheral Power-Down Set Register 0 (PSPWRDWNSETO) Field Descriptions

Bit Name Value Description
310 PS[7:0]QUADI3:0] Peripheral select quadrant clock power-down set.
PWRDWNSET

0 Read: The clock to the peripheral select quadrant needs to be powered
up.
Write: The bit is unchanged.

1 Read: The clock to the peripheral select quadrant needs to be powered
down.
Write: The corresponding bitin PSPWRDWNSETO and
PSPWRDWNCLRO registers is set to 1
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4.3.18 Peripheral Power-Down Set Register 1 (PSPWRDWNSET1)

There is one bit for each quadrant for PS8 to PS15. The protection scheme is described in section 4.3.17.
This register is shown in Figure 4-75 and described in Table 4-76.

Note:

Only those bits that have a slave at the corresponding bit position are implemented.
Writes to non implemented bits have no effect and reads are 0.

Figure 4-75. Peripheral Power-Down Set Register 1 (PSPWRDWNSET1) [offset = 0x84]

31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16

PS15 | PS15 | PS15 | PS15 | PS14 | PS14 | PS14 | PS14 | PS13 | PS13 | PS13 | PS13 | PS12 | PS12 | PS12 | PS12
QUAD3|QUAD2 | QUAD1 | QUADO|QUAD3 | QUAD2 | QUAD1 | QUADO|QUAD3|QUAD2|QUAD1 | QUADO|QUAD3 |QUAD2|QUAD1 |QUADO
PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR
DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN
SET SET SET SET SET SET SET SET SET SET SET SET SET SET SET SET

R/WP-1

15 14 13 12 1 10 9 8 7 6 5 4 3 2 1 0

PS11 | PS11 | PS11 | PS11 | PS10 | PS10 | PS10 | PS10 PS9 PS9 PS9 PS9 PS8 PS8 PS8 PS8
QUAD3|QUAD2 | QUAD1 | QUADO|QUAD3 | QUAD2 | QUAD1 | QUADO|QUAD3|QUAD2|QUAD1 | QUADO|QUAD3 |QUAD2|QUAD1 |QUADO
PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR
DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN
SET SET SET SET SET SET SET SET SET SET SET SET SET SET SET SET

R/WP-1

R/WP = Read in all modes, any time, write in privileged mode only, -n = Value after reset

Table 4-76. Peripheral Power-Down Set Register 1 (PSPWRDWNSET1) Field Descriptions

Bit Name Value Description
310 PS[15:8]QUADI3:0] Peripheral select quadrant clock power-down set.
PWRDWNSET
0 Read: The clock to the peripheral select quadrant needs to be pow-
ered up.

Write: The bit is unchanged.

1 Read: The clock to the peripheral select quadrant needs to be pow-
ered down.

Write: The corresponding bitin PSPWRDWNSET1 and
PSPWRDWNCLRI1 registers is set to 1
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4.3.19 Peripheral Power-Down Set Register 2 (PSPWRDWNSET?2)

There is one bit for each quadrant for PS16 to PS23. The protection scheme is described in section 4.3.17.
This register is shown in Figure 4-69 and described in Table 4-70.

Note:
Only those bits that have a slave at the corresponding bit position are implemented.
Writes to non implemented bits have no effect and reads are 0.

Figure 4-76. Peripheral Power-Down Set Register 2 (PSPWRDWNSET?2) [offset = 0x88]

31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16

PS23 | PS23 | PS23 | PS23 | PS22 | PS22 | PS22 | PS22 | PS21 | PS21 | PS21 | PS21 | PS20 | PS20 | PS20 | PS20
QUAD3|QUAD2|QUAD1 | QUADO|QUAD3 | QUAD2 |QUAD1 | QUADO | QUAD3|QUAD2 | QUAD1 | QUADO | QUAD3 | QUAD2 | QUAD1 | QUADO
PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR
DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN
SET | SET | SET | SET | SET | SET | SET | SET | SET | SET | SET | SET | SET | SET | SET | SET

R/WP-1

15 14 13 12 11 10 9 8 7 6 5 4 3 2 1 0

PS19 | PS19 | PS19 | PS19 | PS18 | PS18 | PS18 | PS18 | PS17 | PS17 | PS17 | PS17 | PS16 | PS16 | PS16 | PS16
QUAD3|QUAD2|QUAD1 | QUADO|QUAD3|QUAD2 |QUAD1 | QUADO | QUAD3|QUAD2 | QUAD1 | QUADO | QUAD3 | QUAD2 | QUAD1 | QUADO
PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR
DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN
SET | SET | SET | SET | SET | SET | SET | SET | SET | SET | SET | SET | SET | SET | SET | SET

R/WP-1

R = Read in all modes; WP = Write in privileged mode only; -n = Value after reset

Table 4-77. Peripheral Power-Down Set Register 2 (PSPWRDWNSET?2) Field Descriptions

Bit Name Value Description
31-0 PS[23:16]QUAD[3:0] Peripheral select quadrant clock power-down set.
PWRDWNSET
0 Read: The clock to the peripheral select quadrant needs to be pow-
ered up.

Write: The bit is unchanged.

1 Read: The clock to the peripheral select quadrant needs to be pow-
ered down.

Write: The corresponding bit in PSPWRDWNSET2 and
PSPWRDWNCLR?2 registers is set to 1
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4.3.20 Peripheral Power-Down Set Register 3 (PSPWRDWNSET3)

There is one bit for each quadrant for PS24 to PS31. The protection scheme is described in section 4.3.17.
This register is shown in Figure 4-77 and described in Table 4-78.

Note:
Only those bits that have a slave at the corresponding bit position are implemented.
Writes to non implemented bits have no effect and reads are 0.

Figure 4-77. Peripheral Power-Down Set Register 3 (PSPWRDWNSET3) [offset = 0x8C]

31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16

PS31 | PS31 | PS31 | PS31 | PS30 | PS30 | PS30 | PS30 | PS29 | PS29 | PS29 | PS29 | PS28 | PS28 | PS28 | PS28
QUAD3|QUAD2 |QUAD1|QUADO |QUAD3|QUAD2 [QUAD1|QUADO | QUAD3|QUAD2 | QUAD1|QUADO | QUAD3|QUAD2 [ QUAD1|QUADO
PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR
DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN
SET SET SET SET SET SET SET SET SET SET SET SET SET SET SET SET

R/WP-1

15 14 13 12 1 10 9 8 7 6 5 4 3 2 1 0

PS27 | PS27 | PS27 | PS27 | PS26 | PS26 | PS26 | PS26 | PS25 | PS25 | PS25 | PS25 | PS24 | PS24 | PS24 | PS24
QUAD3|QUAD2 |QUAD1|QUADO |QUAD3|QUAD2 [QUAD1|QUADO | QUAD3|QUAD2 | QUAD1|QUADO | QUAD3|QUAD2 | QUAD1|QUADO
PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR
DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN [ DWN | DWN | DWN
SET SET SET SET SET SET SET SET SET SET SET SET SET SET SET SET

R/WP-1

R = Read in all modes; WP = Write in privileged mode only; -n = Value after reset

Table 4-78. Peripheral Power-Down Set Register 3 (PSPWRDWNSETS3) Field Descriptions

Bit Name Value Description
31-0 PS[31:24]QUAD[3:0] Peripheral select quadrant clock power-down set.
PWRDWNSET
0 Read: The clock to the peripheral select quadrant needs to be pow-
ered up.

Write: The bit is unchanged.

1 Read: The clock to the peripheral select quadrant needs to be pow-
ered down.

Write: The corresponding bit in PSPWRDWNSET3 and
PSPWRDWNCLRS3 registers is set to 1
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4.3.21 Peripheral Power-Down Clear Register 0 (PSPWRDWNCLRO)

There is one bit for each quadrant for PS0 to PS7. The protection scheme is described in section 4.3.17. This
register is shown in Figure 4-78 and described in Table 4-79.

Note:
Only those bits that have a slave at the corresponding bit position are implemented.
Writes to non implemented bits have no effect and reads are 0.

Figure 4-78. Peripheral Power-Down Clear Register 0 (PSPWRDWNCLRO) [offset = OxAOQ]

31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16

PS7 | PS7 | PS7 | PS7 | PS6 | PS6 | PS6 | PS6 | PS5 | PS5 | PS5 | PS5 | PS4 | PS4 | Ps4 | Ps4
QUAD3 |QUAD2|QUAD1 | QUADO | QUAD3|QUAD2 | QUAD1 | QUADO | QUAD3 | QUAD2 | QUAD1 | QUADO | QUAD3 | QUAD2 | QUAD1 | QUADO
PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR
DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN
CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR

R/WP-1

15 14 13 12 11 10 9 8 7 6 5 4 3 2 1 0

PS3 PS3 PS3 PS3 PS2 PS2 PS2 PS2 PS1 PS1 PS1 PS1 PSO PSO PSO PSO
QUAD3|QUAD2 |QUAD1|QUADO | QUAD3|QUAD2 [QUAD1|QUADO | QUAD3|QUAD2 | QUAD1|QUADO | QUAD3|QUAD2 | QUAD1|QUADO
PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR
DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN [ DWN | DWN | DWN
CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR

R/WP-1

R = Read in all modes; WP = Write in privileged mode only; -n = Value after reset

Table 4-79. Peripheral Power-Down Clear Register 0 (PSPWRDWNCLRO) Field Descriptions

Bit Name Value Description
310 PS[7:0]QUADI3:0] Peripheral select quadrant clock power-down clear.
PWRDWNCLR
0 Read: The clock to the peripheral select quadrant needs to be pow-
ered up.

Write: The bit is unchanged.

1 Read: The clock to the peripheral select quadrant needs to be pow-
ered down.

Write: The corresponding bitin PSPWRDWNSETO and
PSPWRDWNCLRO registers is cleared to 0.
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4.3.22 Peripheral Power-Down Clear Register 1 (PSPWRDWNCLR1)

There is one bit for each quadrant for PS8 to PS15. The protection scheme is described in section 4.3.17.
This register is shown in Figure 4-79 and described in Table 4-80.

Note:

Only those bits that have a slave at the corresponding bit position are implemented.
Writes to non implemented bits have no effect and reads are 0.

Figure 4-79. Peripheral Power-Down Clear Register 1 (PSPWRDWNCLR1) [offset = 0xA4]

31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16

PS15 | PS15 | PS15 | PS15 | PS14 | PS14 | PS14 | PS14 | PS13 | PS13 | PS13 | PS13 | PS12 | PS12 | PS12 | PS12
QUAD3|QUAD2 | QUAD1 | QUADO|QUAD3 | QUAD2 | QUAD1 | QUADO|QUAD3|QUAD2|QUAD1 | QUADO|QUADS3 |QUAD2|QUAD1 |QUADO
PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR
DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN
CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR

R/WP-1

15 14 13 12 1 10 9 8 7 6 5 4 3 2 1 0

PS11 | PS11 | PS11 | PS11 | PS10 | PS10 | PS10 | PS10 PS9 PS9 PS9 PS9 PS8 PS8 PS8 PS8
QUAD3|QUAD2 | QUAD1 | QUADO|QUAD3 | QUAD2 | QUAD1 | QUADO|QUAD3|QUAD2|QUAD1 | QUADO|QUAD3 |QUAD2|QUAD1 |QUADO
PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR
DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN
CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR CLR

R/WP-1

R = Read in all modes; WP = Write in privileged mode only; -n = Value after reset

Table 4-80. Peripheral Power-Down Clear Register 1 (PSPWRDWNCLR1) Field Descriptions

Bit Name Value Description
310 PS[15:8]QUADI3:0] Peripheral select quadrant clock power-down clear.
PWRDWNCLR
0 Read: The clock to the peripheral select quadrant needs to be pow-
ered up.

Write: The bit is unchanged.

1 Read: The clock to the peripheral select quadrant needs to be pow-
ered down.

Write: The corresponding bit in PSPWRDWNSETO and
PSPWRDWNCLRO registers is cleared to 0.
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4.3.23 Peripheral Power-Down Clear Register 2 (PSPWRDWNCLR?2)
There is one bit for each quadrant for PS16 to PS23. The protection scheme is described in section 4.3.17.
This register is shown in Figure 4-80 and described in Table 4-81.

Note:
Only those bits that have a slave at the corresponding bit position are implemented.
Writes to non implemented bits have no effect and reads are 0.

Figure 4-80. Peripheral Power-Down Clear Register 2 (PSPWRDWNCLR2) [offset = 0xA8]

31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16

PS23 | PS23 | PS23 | PS23 | PS22 | PS22 | PS22 | PS22 | PS21 | PS21 | PS21 | PS21 | PS20 | PS20 | PS20 | PS20
QUAD3|QUAD2|QUAD1 | QUADO|QUAD3 | QUAD2 | QUAD1 | QUADO | QUAD3|QUAD2 | QUAD1 | QUADO | QUAD3 | QUAD2 | QUAD1 | QUADO
PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR
DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN
CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR

R/WP-1

15 14 13 12 11 10 9 8 7 6 5 4 3 2 1 0

PS19 | PS19 | PS19 | PS19 | PS18 | PS18 | PS18 | PS18 | PS17 | PS17 | PS17 | PS17 | PS16 | PS16 | PS16 | PS16
QUAD3|QUAD2|QUAD1 | QUADO|QUAD3 | QUAD2 |QUAD1 | QUADO | QUAD3|QUAD2 | QUAD1 | QUADO | QUAD3 | QUAD2 | QUAD1 | QUADO
PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR
DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN
CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR

R/WP-1

R = Read in all modes; WP = Write in privileged mode only; -n = Value after reset

Table 4-81. Peripheral Power-Down Clear Register 2 (PSPWRDWNCLR?2) Field Descriptions

Bit Name Value Description
31-0 PS[23:16]QUAD[3:0] Peripheral select quadrant clock power-down clear.
PWRDWNCLR
0 Read: The clock to the peripheral select quadrant needs to be pow-
ered up.

Write: The bit is unchanged.

1 Read: The clock to the peripheral select quadrant needs to be pow-

ered down.
Write: The corresponding bit in PSPWRDWNSETO and

PSPWRDWNCLRO registers is cleared to 0.
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4.3.24 Peripheral Power-Down Clear Register 3 (PSPWRDWNCLR3)

There is one bit for each quadrant for PS24 to PS31. The protection scheme is described in section 4.3.17.
This register is shown in Figure 4-81 and described in Table 4-82.

Note:
Only those bits that have a slave at the corresponding bit position are implemented.
Writes to non implemented bits have no effect and reads are 0.

Figure 4-81. Peripheral Power-Down Clear Register 3 (PSPWRDWNCLR) [offset = OXAC]

31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16

PS31 | PS31 | PS31 | PS31 | PS30 | PS30 | PS30 | PS30 | PS29 | PS29 | PS29 | PS29 | PS28 | PS28 | PS28 | PS28
QUAD3 |QUAD2|QUAD1 | QUADO | QUAD3|QUAD2 | QUAD1 | QUADO | QUAD3 | QUAD2 | QUAD1 | QUADO | QUAD3 | QUAD2 | QUAD1 | QUADO
PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR
DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN
CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR

R/WP-1

15 14 13 12 11 10 9 8 7 6 5 4 3 2 1 0

PS27 | PS27 | PS27 | PS27 | PS26 | PS26 | PS26 | PS26 | PS25 | PS25 | PS25 | PS25 | PS24 | PS24 | PS24 | PS24
QUAD3 |QUAD2|QUAD1 | QUADO | QUAD3|QUAD2 | QUAD1 | QUADO | QUAD3 | QUAD2 | QUAD1 | QUADO | QUAD3 | QUAD2 | QUAD1 | QUADO
PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR | PWR
DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN | DWN
CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR | CLR

R/WP-1

R = Read in all modes; WP = Write in privileged mode only; -n = Value after reset

Table 4-82. Peripheral Power-Down Clear Register 3 (PSPWRDWNCLR3) Field Descriptions

Bit Name Value Description
31-0 PS[31:24]QUAD[3:0] Peripheral select quadrant clock power-down clear.
PWRDWNCLR
0 Read: The clock to the peripheral select quadrant needs to be pow-
ered up.

Write: The bit is unchanged.

1 Read: The clock to the peripheral select quadrant needs to be pow-

ered down.
Write: The corresponding bit in PSPWRDWNSETO and

PSPWRDWNCLRO registers is cleared to 0.
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4.4 System Control Registers Secondary Frame(SYS2)

The start address of the second system module frame is OXFFFF E100 and the end address is OXFFFF E1FF.
The registers support 32-, 16-, and 8-bit writes.

Figure 4-82 contains a summary figure of the system control registers.

Figure 4-82. Frame 2 System Control Registers Summary

Offset
Address 31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
Register 15 14 13 12 11 10 9 8 7 4 3 2 1 0
Reserved
0x04
Reserved
Reserved
R rv LKDIV R rv
0x08 eserved C eserved
STCLKDIV
Page 175 Reserved
Reserved
0x0C - 0x20
Reserved
Reserved
0x24 Reserved ESISLS - Ié%PS Reserved
ECPCNTRL1
Page 176 ECPDIV[15:0]
0x28 ECP2_KEYI[3:0] Reserved EgEES ECOPSZC Reserved
ECPCNTRL2
Page 177 ECP2DIV[15:0]
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4.4.1 CPU Logic BIST Clock Divider (STCLKDIV)
This register is shown in Figure 4-83 and described in Table 4-83.

Figure 4-83. CPU Logic BIST Clock Prescaler (STCLKDIV) [offset = 0x08]

31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
CLKDIV Reserved
R-0 RWP-000 R-0
15 14 13 12 11 10 9 8 7 6 5 4 3 2 1 0
Reserved
R-0
R = Read in all modes; WP = Write in privileged mode only; -n = Value after reset; D = device specific
Table 4-83. CPU Logic BIST Clock Prescaler (STCLKDIV) Field Descriptions
Bit Name Value Description
31-27 Reserved Reads are zero and writes have no effect
26-24 CLKDIV Clock divider/prescaler for CPU clock during logic BIST
000 div by 1
001 div by 2
010 div by 3
011 div by 4
111 div by 8
23-0 Reserved Reads are zero and writes have no effect
1. The node must be transmitter
2. The node must transmit a dominant bit
3. The dominant bit must be sampled back as recessive
4. A recessive to dominant edge must be detected after the sample point
March 2013 Control Registers 175



{? TEXAS
INSTRUMENTS

www.ti.com

System Control Registers Secondary Frame(SYS2)

4.4.2 ECP Control Register (ECPCNTL1)

This register is shown in Figure 4-84 and described in Table 4-84. This reflects the ECPCNTL register present
in the SYS1 frame located at address OXFFFFF_FFDA4.

Note:

This register is only available on some configurations of TMS470M series that
supports ECPCLK2. Please check the device specific datasheet for applicability to the
specific part number being used.

Figure 4-84. ECP Control Register (ECPCNTL1) [offset = 24h]

31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
Reserved SEgEL Egg Reserved
R-0 RIW-0  R/W-0 R-0
15 14 13 12 11 10 9 8 7 6 5 4 3 2 1 0
ECPDIV[15:0]
R/W-0

R = Read; WP = Write in privileged mode only; -n = Value after reset

Table 4-84. ECP Control Register (ECPCNTL1) Field Descriptions

Bit

Name Value Description

31-25

Reserved Reads return zero and writes have no effect.

24

ECPSSEL ECP Source Clock Select for ECP module.
1 ECP’s source clock is oscillator.

0 ECP’s source clock is VCLK.

23

ECPCOS ECP continue on suspend.

ECPCLK output is disabled in suspend mode. ECPCLK output will
be shut off and will not be seen on the I/O pin of the device.

ECPCLK output is enabled in suspend mode. ECPCLK output will
be seen on the 1/O pin of the device.

22-16

Reserved Reads return zero and writes have no effect.

15-0

ECP divider value. The value of ECPDIV bits determine the external
clock (ECP clock) frequency as a ratio of VBUS clock (VCLK) as

ECPCLK = OSCIN or VCLK
(ECPDIV + 1)

ECPDIV(15-0) O—FFFF

Note: The device does not guarantee ECPCLK beyond 20 MHz
for (EMI) purposes.
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4.4.3

ECP Control Register (ECPCNTL2)

This register is shown in Figure 4-85 and described in Table 4-85.

31 30

Note:

This register controls ECPCLK2. ECPCLK2 is muxed with HET15. This feature/
register is only available on some configurations of TMS470M series. Please check
the device specific datasheet for applicability to the specific part number being used.

Figure 4-85. ECP Control Register (ECPCNTL2) [offset = 28h]

29 28

27

26

25

24 23 22 21 20 19 18 17

16

ECP2_KEY([3:0]

Reserved

ECP2-
SSEL

ECP2

coS Reserved

R/WP-5

15 14

13 12

11

R-0

10

R/W-0  R/W-0 R-0

8 7 6 5 4 3 2 1

ECP2DIV[5:0]

R = Read; WP = Write in privileged mode only; -n = Value after reset

R/W-0

Table 4-85. ECP Control Register (ECPCNTL[3:1]) Field Descriptions

Bit

Name

Value

Description

31-28

ECP2_KEYI[3:0]

0x1010

Others

Enable ECP CLK2 logic.
Clock functionality of ECP clock?2 is enabled

Clock functionality of ECP clock? is disabled. On reset, these bits
are set to Ox5.

27-25

Reserved

Reads return zero and writes have no effect.

24

ECP2SSEL

ECP Source Clock2 Select for ECP2 module.
ECP’s source clock2 is oscillator.
ECP’s source clock2 is VCLK.

NOTE: This field shall be exactly the same as ECPCNTL1 since
both ECLKs must select the same clock source.

23

ECP2COS

ECP2 continue on suspend.

ECPCLK2 output is disabled in suspend mode. ECPCLK2 output
will be shut off and will not be seen on the 1/O pin of the device.

ECPCLK2 output is enabled in suspend mode. ECPCLK2 output
will be seen on the 1/O pin of the device.

22-16

Reserved

Reads return zero and writes have no effect.
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Table 4-85. ECP Control Register (ECPCNTL[3:1]) Field Descriptions (Continued)

Bit Name Value Description
ECP2 divider value. The value of ECP2DIV bits determine the exter-
nal clock (ECP clock2) frequency as a ratio of VBUS clock (VCLK)
as
15-0 ECP2DIV(15-0) 0-FFFF ECP2CLK = OSCIN or VCLK
(ECPDIV + 1)

Note: The device does not guarantee ECPCLK2 beyond 20 MHz
for (EMI) purposes.
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Embedded SRAM (eSRAM)

This chapter describes the behavior and specification of the eSRAM wrapper for the TMS470M Series of

microcontrollers.
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General Description

51

General Description

The eSRAM wrapper is used to connect the AHB bus to:
— ACE BRD RAM product
— ACE MVTE RAM product

The eSRAM wrapper controls the RAM operation (READ,WRITE) as well as decoding operation for the RAM
space.

The eSRAM supports memory fault correction/detection via internal SECDED circuit. eSRAM wrapper is
configurable to include or not include SECDED logic during circuit synthesis.

The eSRAM wrapper supports burst operation as single access.

The eSRAM wrapper uses the 64-bit wide bus of AHB. It allows read and write accesses in 64-bit, 32-bit, 16-
bit or 8-bit. However, a parameter within the VHDL file allows the generation of a 32-bit AHB interface.

The eSRAM wrapper supports from 8 KB up to 256 KB RAM.
When used with BRD RAM, the eSRAM wrapper uses the page mode to read the memory.

The memory step for the eSRAM wrapper is either 8KB or 16KB granularity. For 8KB granularity, the
maximum memory size which can be supported by eSRAM wrapper is 128KB. For 16KB granularity, the
maximum memory size which can be supported by eSRAM wrapper is 256KB.

The eSRAM wrapper supports 2 types of wait-states:

— Address pipelining with introduce a wait-state latency. This feature can be removed or added based on
the system timing requirements.

— Extension data phase which allows more time for data propagation
Both types can be used and are programmable through the system module.
The eSRAM wrapper also incorporates the necessary muxing for PMT operation.
The eSRAMW wrapper also traces the ARM Read or Write data to the RAM Trace port or EDP module.

The Wrapper supports ODD or EVEN bus placement. If the wrapper is placed in an ODD or an EVEN Bus,
the RAM address decoding is taken care by the wrapper.

The Wrapper can also support mixed banks. The last bank can be an 8KB bank in a 16KB configuration.
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Block diagram

5.2

Block diagram

The eSRAM wrapper is composed of 2 blocks of logic. These 2 blocks are sub-divided as follow:

» Fixed block:
— FSM module
— Random logic
— Datapath mux

» Generic block (re-synthesized per device):

RAM arrays
SECDED logic
Control Registers
VBUS Interface

The connections may vary depending of the type of memory used.

Figure 5-1. Block diagram with BRD memories of 2048 word by 36 bit

Notes:

r— - - — — ar------"-"-"-—"F - D - 0 — —/ —/ m
| [ |

HREADY_ O -——

HRESP[10] l——— I |
| » FSM | | |
| - - Wz |

[T
AHB CTRL | I |
A [ |
wzy  wz¥ wz¥  wz¥ wz¥  wz¥

| vy | | Pace?? paGE |
| —- | | PGst? I I I PGS |

T L I — i — H —

A
| p—- 2 AM | RAM > ram TRAM RAM f[RAM A |
RANDOM WRENZ  1onko_L ] banko_H g Pank1_Liy bankl_ g bankz Lybankz_ g, o
HADDR Q WRENZ_ECC p WRENZ_ECC
MS [N:0]
| i BN " - y = " - 1S [N:3]
A== POm® | [p®om MoOm® |[peom
| [ rarered e boo0||6ao0| pooo|paod |
HWDATA

HRDATA : | | |
SERR_INT|:: oES | | D[63:0] o |

DERR - 1 1 <
| control 14  ——— D ecc
| Registers | | | |
| ‘i N | P | Y | PO | O | PO | |
| [ |

PCR_REQ —P| 6 8

VBUSP_DIR 14 | 64 |

VBUSP_PROT | g o > 64 |
(]
VBUSP_ADDR W § - ’ 64 |
[
VBUSP_BYTEN W o - |
5 DTMUX i
VBUSP_WDATA sy 2 | ; |
VBUSP_RDATA (= ] ! |
VBUSP_RREADY|<— - : 54 " QIN] |
VBUSP_WREADY4—| - Q_ECCIN]
L —/— == J e - -

1) This memory utilizes a page mode functionality to save power during cycles in which entire word access is not needed. When PAGE
is active (PAGE = H), only the lower half or upper half of the data in/out pins (Q and D) are active. When PAGE is active (PAGE=H),
and PGS =L, only the lower half of the word is read during a read and written to during a write. If PAGE is active (PAGE=H) and
PGS=H, then only the upper half of the word is read from during a read and written to during a write. If PAGE is inactive (PAGE=L),
the entire word is read from or written to each cycle (PGS is not used).

2) PAGE and PGS are not used for RAM wrapper configuration with ECC capability. These two signals are tied to zero.
The FSM sub-block is handling the AHB BUS protocol and the RANDOM logic is used to handle address
decoding and bus selection. SECDED sub-block generates ECC check bits in both read and write access.

March 2013

Embedded SRAM (eSRAM)

181



b TEXAS
INSTRUMENTS

www.ti.com

Block diagram

During write access SECDED generates the corresponding ECC check bits for the incoming HWDATA and
stores them in the respective ECC memory location. During read access SECDED generates ECC check bits
based on the data read from the data memory and compares them with the known good ECC value
associated with the read data. SECDED corrects the erroneous data bit in the read data before passing the
final data to HRDATA. The DTMUX block receives all the BRD Q outputs from all data and ECC memories
and muxes them into SECDED for error correction and detection.

The implementation of RAM arrays at the device level is to use two banks of 2048 x 36 BRD memory per
MS[x] select. In this case the D[63:0] from eSRAM wrapper is split into two 32 words with D[63:32] connected
to D[31:0] of each bank[x]_H and D[31:0] from eSRAM wrapper connected to D[31:0] of each bank[x]_L. The
D_ECC[7:0] is also split into two 4 bit data with D_ECC][7:4] connected to D[35:32] of each bank[x]_H and
D_ECC[3:0] connected to D[35:32] of each bank[x]_L. Each bank[x]_L and bank[x]_H share all control
signals coming from eSRAM wrapper except D and Q. A total of 32 banks of 2048x36 memory are needed
to implement 256k of memory using BRD RAM for 16KB granularity configuration. A total of 32 banks of
1024x36 memory are needed to implement 128k of memory using BRD RAM for 8KB granularity
configuration.

Figure 5-2. Block diagram with less than 128Kbyte MVTE memory

r— - - — — al
|
HREADY 047 |
HRESP[1: O]Hi
FSM |
| |
AHB CTRL | ! A R
| R |
A RAM
| - WRENZ |
ﬁ WRENZ[63:0] |
| | WRENZ, ECC
LADDR RANDOM | S| WRENZ[71:64] |
J—>| | e D[63:0] |
D[71:64] |
HWDATA H | | Q |
HRDATA I_ I | |
L
SERR_INT [&— L a
- SEC/ D
DERR ———— 25 || )
| |Control Ly | !
| Registers Ly |
| ‘i |
| |
PCR_REQ > 64 |
VBUSP_DIR |—> |
VBUSP_PROT —P» & |
©
VBUSP_ADDR 5 QI63:0] 64
- = -
VBUSP_BYTEN o DTMUX
2 |
VBUSP_WDATA a Q_ECC[7:0] g
VBUSP_RDATA | %
VBUSP_RREADY[¢—| |
VBUSP_WREADY{¢— |
L - J

With MVTE memory, the DTMUX block is not needed and the Q bus can be directly connected to the
SECDED. However, it is preferable to have it buffered. MVTE memory can be compiled with 72 bit data width
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Block diagram

if the total RAM size is less than 128Kbytes and therefore can store both data and ECC in the same memory.
For 256Kbytes of memory using MVYE RAM two banks of 32K x 36 bits are needed.

The RAM are instantiated during device integration and include the BIST collar.

Figure 5-3. Block diagram with 256Kbyte MVTE memory

HREADY O <
HRESP[1:0] @

|
|
| > ML
| |
AHB CTRL | | lr——— ————— ____1|
A |
yy| €., Wey . |
| A RAM o RAM
| > W bankH ===  bankL |
| | WRENZ[63:0] sl |
WRENZ_ECC e >
| RANDOM | T »-| WRENZ[71:64} > |
HADDR —- D[63:0] |
|
|
|

| | D ECC D[71:64] >
| I*
HWDATA |—> | = § 5 &
| S 5 — Tty
HRDATA h | ol & % %
SERR_INT [ I L N I g
DERR €4— SEC/ N B O
| DED ||
| Control | | 32 4 32 4
Registers i
| - |
Ay |
| |
PCR_REQ —p o
VBUSP DR L —» |
VBUSP_PROT | g |
(o]
VBUSP_ADDR 5 | Q630 g4
VBUSP_BYTEN sl @ RN 2
m
>

VBUSP_WDATA tumlp
VBUSP_RDATA <t
VBUSP_RREADY ¢—|

VBUSP_WREAD |47

DTMUX e
|
|
|
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Module operation

5.3

Module operation
The eSRAM wrapper allows the connection between ACE RAM product with the AHB protocol.

The eSRAM wrapper support access from 8 bit to 64 bit wide in read and write operation. AHB burst are
converted into single access transfer type.

The eSRAM wrapper supports zero wait-state access, address pipelined wait-state and extended data phase
wait-state during read operation. Write operation are always treated as zero wait-state.

The number of wait-state is programmed via the RAMGCR register in the system module.

The address pipelines wait-state is a removable feature and is supported only if it is present in the wrapper.
Itis used when address and control signal from the AHB bus are violating the set-up time of the RAM module.
The address and control of the bus are latched at the end of the address phase. This feature availability is
based on the device requirements. It is not supported on default wrapper configurations. The RAM access is
done during the next cycle.

The extended data phase wait-state is used when the timing delay between the RAM and AHB master is long
enough to violate the set-up of the master. In this case, the data is output of the RAM is extended by one
cycle, which allow the data to propagate to the master within 2 HCLK cycles.

Depending on the operating system clock frequency which is device dependent, the address pipelined wait
state and/or extended data phase wait state is enabled. The hardware for Address waitstates support needs
to be added for a device based on its timing requirements. Address wait states would not be supported even
if it is enabled in RAMGCR but the hardware logic is not present in the wrapper.

Both type of wait-state can be used simultaneously.

When the Module is to be placed on an ODD Address or EVEN Address bus the ODDEVEN BUS generic of
the modules is to be used.This helps the Module to Decode the correct ARM address to the RAM.

The module is also capable of treating the last bank as only a 8KB bank when the bank size is set to 16KB.
This helps in minimizing the NRAMs (humber of RAM banks) for a device when the requirement is not a
multiple of 16KB.
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5.4 Bit Access Operation

Even though the CPU does not support atomic read-modify-write, the eSRAM wrapper provides a
mechanism to set or to clear a single bit in the RAM array.

» When reading/writing from the RAM base address, accesses are realized in byte, half-word and word as
typical access.

* When accessing the RAM from base address + 0x80000, the write access is realized such that bits set to
1 one the data bus will be set to 1 in the RAM array without disturbing the other bits, the same way a read-
modify-write from CPU will do. Bits set to O on the data bus will be untouched.

* When accessing the RAM from base address + 0x100000, the write access is realized such that bit set to
1 on the data bus will be clear to 0 in the RAM array without disturbing the other bits, the same way a read-
modify-write from CPU will do. Bits set to 0 on the data bus will be untouched.

Figure 5-4. Bit Access Memory Map

8M
lllegal address
1M+256k
CLR_SEL Clear space
M
HSEL lllegal address
768k
SET_SEL Set space
512k
lllegal address
256k
Data space
0
63— — — -8 0

For instance, assuming a word at address location 0x08000010, with a value of 0x3459.

1. Writing the value 0x8315 at address 0x0808 0010 (SET address), will result of the value 0xB75D (0x3459
OR 0x8315).

2. Writing the value 0x8315 at address 0x0810 0010 (CLEAR address), will result of the value 0x3448
(0x3459 AND NOT(0x8315)).
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Memory Fault Detection

5.5

551

Memory Fault Detection

eSRAM wrapper offers SECDED (Single Error Correction and Double Error Detection) capability. After power
up reset, the memory detection is disabled through a 4-bit ECC_ENABLE key. After power up reset, the 4-bit
key has the reset value of 0x5. Any value but 0x5 will enable SECDED logic. If SECDED is disabled then
error correction logic is totally bypassed resulting with best data access time. If SECDED is enabled then data
is returned to the host master with slower access time which can affect the data rate at the frequency
demanded by the host unless proper wait state is added. Figure 5-5 illustrates the SECDED block diagram.

During memory test mode when PMT_MODE input is high the SECDED is disabled.

Figure 5-5. SECDED Block Diagram
D[63:0] >

byte 0 . ecc_select & ecc_wrt_enable
1, [7:0]
D[63:0] Write D_ECC[7:0] >
%y ECC
Read

generator
byte lane muxing ECC
generator

Q[63:0]

AA

ecc_select rmwcbyp = 0101

v

[63:8]  [63:.0]

Error < syndrome < Q_ECC[7:0]

Correction generator

A

ecc_enable
rmw_correct_bypass
} A 4

ISEC_THRESHOLD SEC_OCCUR
(single error (single error ¢ Error
threshold register) occurrence Detection
counter)

— A N
= 4

suspend
Single L}C SERR_INT
> Error  —P
Interrupt
Flag
SEC_Int_Enable

When SECDED is enabled it provides capability to screen out memory faults and correct the fault. SECDED
requires a total of eight ECC (Error Correction Code) check bits for each 64 bit of data to be stored in the
memory. During write access SECDED automatically generate the ECC bits and store them to the addressed
memory. During read access, SECDED automatically generates eight ECC bits based on the 64 bit read data.
These eight ECC bits are then compared with the known good ECC value stored in the memory.

ecc_enable

DERR
>

Read-Modify-Write Operation

Since the error correcting code is computed on all 64 bits of data, if only a subset of the 64 bits are written,
SECDED still requires that all 64 bits are available for the calculation. This means that SECDED will perform
a read modify write operation by first reading the entire 64 bits of the addressed location. If there is a single
bit error during the read-modify-write operation then the read data is first corrected. The ECC is calculated

based on the 64 bit data formed by the un-addressed bytes concatenated with the addressed bytes. After

ECC is calculated then write both the 64 bit data and ECC into the memory. An less than 64 bits write access
always incur one extra read operation by eSRAM wrapper. With the write buffer the entire read-modify-write
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operation is completely hidden from the AHB master as long as there is not another consecutive access.

Therefore there is no penalty to AHB host master for write access regardless of access size.

5.5.2

Consecutive Access

When SECDED is enabled and if there is an immediate second access following a less than 64 bits write

access then the second access may incur penalty of wait states.

The following table describes the number of wait states incurred to the AHB host master for different types of
consecutive accesses.

Table 5-1. Wait state comparison for different access sequences

Wait states incurred to

Wait states incurred to

WST_DE | WST_AEN First host Second host
NA? AP Access ECC ECC Access ECC ECC
Disabled Enabled Disabled Enabled
Read 0 0 Read 0 0
Read 0 0 Write® 0 0
0 0 Write 0 0 Read 1 od
Write 0 0 Write 0 0
Read 1 1 Read 1 1
Read 1 1 Write 0 0
0 L Write 0 0 Read 1 3d
Write 0 0 Write 0 0
Read 1 1 Read 1 1
Read 1 1 Write 0 0
L 0 Write 0 0 Read 2 3d
Write 0 0 Write 0 0
Read 2 2 Read 2 2
Read 2 2 Write 0 0
L L Write 0 0 Read 2 49
Write 0 0 Write 0 1d
Notes: 1) Extended data phase wait state
2) Address pipelined wait state, if the hardware supports the feature.
3) All writes in the table are less than 64 bits write access. 64 bit write access does not involve read-modify-write operation and
therefore number of wait states pertaining to the second access is identical regardless if SECDED is enabled.
4) Shaded area indicates extra wait state when SECDED is enabled.
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5.5.3 ECC Memory Mapping
ECC bits are memory mapped so they can be accessible to the host master for both read and write. Each
ECC word is 8 bit wide and resides in a double-word (64 bits) boundary. Each ECC word is offset by 4Mbyte
from the corresponding data word to which it is checking. Regardless of SECDED is enabled or not, the ECC
bits can always be accessed by the AHB master. No Error Detection or correction takes place when ECC is
read.
Figure 5-6. ECC and Data Memory Map
8M
lllegal address
4M+256k
ECC_SEL ECC space
HSEL 4Mm
lllegal address
256k
Data space
0
63— — — -8 0
To avoid accidental overriding of ECC bits the write to ECC space is qualified with ECC_WRT_ENABLE bit.
If ECC_WRT_ENABLE is not active then writes to ECC space are ignored. During memory test mode when
PMT_MODE input is high then write to ECC bits is allowed even if ECC_WRT_ENABLE bit is inactive. ECC
bits are always programmed or read using the lower eight bits of either HWDATA[7:0] or HRDATA[7:0] bus.
5.5.4 ECC Generation
The 64 bit data and 8 bit ECC check bits are sent to SECDED for error detection and correction. ECC bits
are generated according to modified Hamming code. The calculated ECC bits during a read operation are
XORed bitwise with the pre-determined known ECC bits to produce the syndrome. If the data contains no
error then the syndrome is zero. Syndrome is decoded to determine whether it is a single bit error or multi-
bit error. Syndrome as shown in Table 5-3 also encodes the bit position in error if it is a single bit error.
Table 5-2. ECC encoding
Participating Data bits
6| 6| 6| 6| 5 5 5| 5| 5/ 5| 5| 5| 5| 5| 4| 4| 4| 4| 4] 4| 4] 4| 4| 4] 3| 3| 3| 3| 3| 3| 3| 3| 3| 3| 2| 2| 2
3 201 0 9 8 7| 6| 5 4 3] 2 10 9 8 7| 6|5 4 3 2 1 0] 9 8 7/ 6] 5 4 3] 2| 1| 0| 9| 8 7
X| X| X| X[ X| X[ X| X| X| X| X| X| X| X| X| X X| X| X| X| X
X[ X[ X| X| X| X| X| X X| X| X| X[ X| X| X| X| X[ X| X| X]| X
X[ X[ X| X| X| X| X| X X| X| X| X[ X| X[ X| X X| X| X| X| X
X[ X X| X[ X| X| X| X X| X X| X| X| X| X| X X| X
X[ X[ X X| X| X X| X X| X| X X| X| X X| X X| X| X
X X X[ X X X| X X| X X X| X X X| X X| X X
X X X X X X| X| X X X X X X X| X| X X
X X[ X X X| X X X| X X| X X X| X X X X X
Participating Data bits
202202 2 22 1 1 1 1| 1{ 1] 1| 1| 1| 1) O] O O] O] O] O] O] O] O] O Parity2 Checkbits?
6| 5 4/ 3| 2| 1| O] 9| 8| 7| 6| 5 4/ 3| 2| 1| O] 9| 8] 7| 6| 5| 4| 3| 2/ 1| O
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x| x| X x| x| x| x| x| x| x| x Odd ECC[7]

x| x| x x| X| x| x| x| x| x| X Odd ECCI[6]

x| x| X x| X| X| X| x| x| x| X Odd ECCI5]

x| x| x| x| x| x X| X x| X| X| x| x| x Odd ECC[4]

x| X| X X| x X| X| X X| X| X X| X Odd ECC[3]

X| X X X| X X| X X X| X X X| X X Odd ECC[2]

X X X X X| X| X X X X X X X| X| X Even ECC[1]

X| X X X| X| X X X x| x X X| x| x Even ECCIO0]

Notes: 1) Each ECC [X] bit represents the parity bit for the corresponding data bits marked with x in the same row.
2) The ECC check bit is generated as either an XOR (Even) or an XNOR (Odd) of the data bits marked with x in the same row.
3) All zeros and all ones data (64 data bits and 8 check bits together) will be detected as error.

Table 5-3. Syndrome Decode to Bit in Error

Data Error Bit

6| 6| 6| 6| 5 5 5| 5| 5| 5| 5| 5| 5| 5| 4| 4| 4| 4| 4| 4| 4
7] 6| 5| 4| 3

N
N
N

3| 3] 3| 3 3

w
w
w
= W
w
N
N
N

w
N
=
o
©
fes)
\‘
o
Ul
N
w
N
=
o
©
®
N
=
o
~
Ul
N
w
o
®
~

Plolklolklklklo
olo|lolo|r|r|rlo
Plolklklolklrlo
Plelolklolklrklo
olo|lolr|o|lr|rlo
Plelklololklrklo
olo|r|olo|lr|r|lo
o|lr|olololr|r|lo
Pl olrrlrlolokr
PlRlolklrlololk
olo|lolr|[rlololr
Plrlklolrlololkr
olo|r|lolrlololr
olr|lololr|lololr
o|lr|olr|lolololkr
Plrlkrloloolr
Rlolklolrlklolk
olo|o|o|r|[r|olkr
Plolkrlolklolk
Plelolklolklolk
olololr|o|lr|lolr
Plrlklololk|lolk
olo|lr|lolo|lrlolr
olr|lololo|lr|olr
Plolklrrlolrlo
Plrlolrrlolrlo
olo|lolr|[rlolrlo
Plrlklolklolrlo
olo|r|o|lrolrlo
olr|ololrlolr|lo
o|lr|o|lr|lololr|lo
Plrlrlrlolorlo
olo|r|o|rkrkrlkr
mlolololrlkl ke
olo|lr|rlolrlkrlr
olr|olrlolklkrlr
mlololrlolklkk

Data Error Bit ECC Error Bit
20202222/ 2 1 1 2 1 1} 1| 1) 1| 1 Ol O O] O] O] O
6] 5 4/ 31 2 1 0| 9 8 7| 6| 5 4 3| 2| 1/ 0] 9 8 7| 6/ 5/ 4 3/ 2| 1| O 7| 6| 5/ 4 3| 2| 1| O

'_\
o
o
o
o
o
o
o
o
o
o

Bit[7
]
Bit[6
|
Bit[5
|
Bit[4
|
Bit[3
|
Bit[2
]
10 2o 1] o] 1] o 1| 1] 1] o] o] of 2] o] 1] o] 1| o] 1| o] 1| o 1| 1| 1] o[ o[ o] o] o] of 1| o Bit1]
Bit[0
]

Syndrome(®:2:3)

Notes: 1) Syndrome is a 8 bit value which decodes to the bit in error. The bit in error can be a bit among the 64 data bits or a bit among the
8 ECC check bits.

2) For example, if data bit 30 is in error then the syndrome would indicate as 11110001. If ECC check bit 5 is in error then syndrome
would indicate as 00100000

3) Syndrome value of 00000000 indicates there is no error. Any other syndrome combinations not shown in the table are either double
bit error or un-correctable multibit error

5.5.5 Double Error Detection

When there are more than one error bit detected the SECDED generates a double error signal on DERR
output pin. The address location to which the double error is detected is saved in an error address register.
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The raw data from RAM is returned to the CPU. This register is frozen from being updated until it is read by
the CPU.

5.5.6 Single Error Correction

SECDED is capable to correct an erroneous bit if it determines the number of error bits is one. Each time a
single error is detected and corrected the single error occurrence counter (SEC_OCCUR) is incremented. An
single error interrupt is generated when the single error occurrence counter reaches a threshold value. The
threshold value is stored in a 16 bit threshold (SEC_THRESHOLD) register. If threshold value is programmed
to 1 then both the address and error position of which a single error occurs are captured and saved into
registers. The address and error position are frozen from being updated until the single error status flag is
cleared by the host system.

An error can be either a hard error or soft error. If the number of correctable single error reaches a large
threshold value in a short period of time then it is a high possibility that the error is a hard error. Although a
hard single-bit error is correctable, it does increase the risk that additional soft error on the same word can
cause a non-correctable error.

5.5.7 False Double Error Detection

When the system comes out of power up reset the content of memory is in unknown state. If SECDED is
enabled then either a normal read or the read-modify-write operation forced by the less than 64 bits write
access will resultin false double error. The read operation will cause ECC to mis-compare since both the data
and ECC memory are in unknown state. Several software and hardware practices can be employed to avoid
false double error generation.

» Software Memory Initialization

— After power up reset the system software should first initialize the entire data and ECC memory to
known state by resetting all data bits to zero and ECC check bits to OxFC. If the memory wrapper does
not support ECC then data alone is reset to zeroes.

» Enable Read-Modify-Write CORRECTION BYPASS feature

— When RMWCBYP (Read-Modify-Write correction bypass) is enabled the SECDED bypasses the error
detection and correction for the read during the read-modify-write operation forced by the less than 64
bits write access. The bypass feature has no effect on a normal read operation. User can first enable
this bypass feature and then writes user data such as constants or interrupt vector table to the memory.
ECC bits are generated and written along with the user data to the memory. Upon completion the
RMWCBYP should be disabled.

Note: Disable RMWCBYP bits after memory initialization is complete.
If RMWCBYP is not disabled after memory initialization and in the event of a true
double error then no double error is generated.

Note: Avoid reading from an un-initialized memory location

If SECDED is enabled then user should avoid reading from any memory location
which is un-initialized.
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5.5.8 Interrupt and Error Generation

5.5.8.1  Single Error Interrupt

SRAM wrapper can generate interrupt when the number of occurrences of single error is equal to the error
threshold value. Interrupt is only generated when ECC_ENABLE != ‘0101’ and RMWCBYP !='0101" and
SECINTEN = ‘1" as shown in Table 5-4

Table 5-4. Single Error Interrupt Generation

ECC_ENABLE

RMWCBYP

SECINTEN

SERR_INT

SECINTFLAG

1=0101

1=0101

1

Yes

Set

1=0101

1=0101

0

No

Set

All other combinations No Not set

5.5.8.2 Double Error Generation

ESRAM wrapper also set DERR error pin when a double error is detected. DERR is a pulse signal and is sent
out of the module.

Note:

When a double bit error is detected, the raw data of the addressed location is passed
to CPU. Double bit error signal is sent out of the module.

Table 5-5. Double Error Generation

ECC_ENABLE RMWCBYP DERR
1= 0101 1=0101 Yes
All other combinations No

5.5.9 Emulation

During emulation when SUSPEND signal is high the data read from memory is still passed to SECDED for
correction if SECDED is enabled. If a single error is detected then it is corrected but single error interrupt is
not generated when threshold is reached. The occurrence counter SEC_OCCUR continues to increment if
an correctable error is detected and resets when threshold value is reached.

If a double error address is frozen and is not read by CPU before entering suspend then it remains frozen
during suspend even itis read during suspend. If a double error is detected during suspend then the raw data
is returned and the error address is not updated and no double error signal is generated.

March 2013 Embedded SRAM (eSRAM) 191



{? TEXAS
INSTRUMENTS

e g . www.ti.com
Hardware RAM Initialization

5.6 Hardware RAM Initialization

eSRAM wrapper has the capability to initialize the entire RAM array to a known state by writing all zeros to
the data bits. If ECC is present in the design, the corresponding checkword is also calculated and written to
the ECC bits. A pulse signal SYS_MMISTART is asserted by system module to eSRAM wrapper. When the
SYS_MMISTART signal is detected, the RAM initialization takes place until the entire memory array is
initialized. To speed up initialization time, the wrapper should initialize all memory banks at the same time.
When initialization is complete, it should signal to system module with ESRAMW_MMIDONE. This signal is
pulse which lasts for at least one VCLK cycle. The bus master would be held in waitstate untill the completion
of auto initialisation, but write/read initiated while ESRAMW is doing auto initialisation would not give correct
data.

» Write will not be done to the RAM.
» Read may return incorrect data.
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5.7

Control Registers

eSRAM control registers are accessed through VBUSP interface. The control register frame is selected when
PCR_REQ is high. All registers are 16 bits and reside on 32 bit word boundries. Read and Write access in
8,16 and 32 bit are supported. The base address for the control registers is OxFFFF F900.

All accesses in suspend mode are converted to privileged mode access. Write always takes one VBUS cycle

and read takes two VBUS cycles to VBUS master.
All reserved bits are read as zeros. Write to reserved fields has no effect.

Note:

RAMMSERRADDR, RAMSERRPOSITION, and RAMDERRADDR registers are not

reset.

Table 5-6. eSRAM Control Register

Offset address
Register

15 14

13 12 11 10

0x00
RAMCTRL
page 194

Reserved

RMWCBYP

ECC_

ENA

Reserved

ECC_ENABLE[3:0]

0x04
RAMTHRESHOLD
page 196

SEC_THRESHOLD

0x08
RAMOCCUR
page 197

SEC_OCCUR

0x0C
RAMINTCTRL
page 198

Reserved

SECIN
TEN

0x10
RAMERRSTATUS
page 199

SECIN
TFLA

0x14
RAMMSER-
RADDR
page 200

Reserved

SERRADDR][14:0]

0x18
RAMSERRPOSI-
TION
page 201

Reserved

SERRPOSITION[7:0]

0x1C
RAMDERRADDR
page 202

Reserved

DERRADDR[14:0]

0x20
RAMCTRL2
page 203

Reserved

EDACCMODE[3:0]
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5.7.1 RAM Control Register (RAMCTRL)
Figure 5-7. RAM Control Register (RAMCTRL)
15 14 13 12 11 10 9 8 7 6 5 4 3 2 1 0
ECC_W
Reserved RMWCBYP RTKEN Reserved ECC_ENABLE[3:0]
-0 RWP-0x0A RWP-0 -0 RWP-0x05

U = Undefined; R=Read, WP=Write in privilege mode,-n = Value after reset

Table 5-7. RAM Control Register (RAMCTRL) Field Descriptions

Bit Name Value Description
15-13 | Reserved Reads return zeros and writes have no effect.
12-9 RMWCBYP Read-modify-write correction bypass.
0101 ECC correction bypass is enabled.

all other values ECC correction bypass is disabled.

During read-modify-write operation forced by a less than 64 bits
write access the read operation goes through error detection and
correction as if a normal read when RMWCBYP is disabled.
When RMWCBYP is enabled the read operation does not go
through error correction and detection.

When the device comes out of a power up reset the data and
ECC memory are in unknown state. A less than 64 bits write
access to the memory will force a read-modify-write operation will
result in false double error if ECC_ENABLE is enabled To avoid
false double error user can first enable RMWCBYP bit. User data
can be loaded to the memory with ECC calculated by SECDED
logic. RMWCBYP is then disabled upon completion of user data
transfer.

Note:
The reset value of RMWCBYP is 0b1010 which is to disable ECC
correction bypass.

8 ECC_WRT_ENA ECC Write Enable

To avoid accidental write to ECC memory bits the
ECC_WRT_ENA must first be enabled before the ECC memory
bits can be written.

0 Write to ECC memory bits is disabled.
1 Write to ECC memory bits is enabled.
7-4 Reserved Reads return zeros and writes have no effect.
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Table 5-7. RAM Control Register (RAMCTRL) Field Descriptions (Continued)

Bit

Name

Value

Description

30

ECC_ENABLE[3-0]

0101

all other values

ECC Enable

When enabled, ECC is automatically generated by
SECDED for both read and write access. During write
access, ECC is generated and written to the memory at the
same time as the data is generated and written. During
read access, ECC is generated based on the read data
from memory, and compares it with the known good ECC
value stored in the memory. A 1-bit error is corrected
before the data is returned to the host. A 2-bit error is sig-
naled to the system module via interrupt.

The ECC is disabled.

The ECC is enabled.
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5.7.2 Threshold Register (RAMTHRESHOLD)
Figure 5-8. Threshold Register (RAMTHRESHOLD)
15 14 13 12 1 10 9 8 7 6 5 4 3 2 1 0

SEC_THRESHOLD

RWP-0

U = Undefined; R=Read, WP=Write in privilege mode,-n = Value after reset

Table 5-8. Threshold Register (RAMTHRESHOLD) Field Descriptions

Bit Name Value Description

15-0 SEC_THRESHOLD O0—FFFFh Single Error Correction Threshold

This register contains the threshold value for the SEC (single error
correction) occurrences before the SERR_INT interrupt is gener-
ated. If the threshold is set to one then all single error address
and error position are captured in the respective registers.
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5.7.3 Occurrence Register (RAMOCCUR)

Figure 5-9. Occurrence Register (RAMOCCUR)
15 14 13 12 1 10 9 8 7 6 5 4 3

SEC_OCCUR

RWP-0

U = Undefined; R=Read, WP=Write in privilege mode,-n = Value after reset

Table 5-9. Occurrence Register (RAMOCCUR) Field Descriptions

Bit Name Value Description

15-0 SEC_OCCUR O—FFFFh Single Error Occurrence Counter

resets to zero.

This 16-bit counter contains the number of single bit error
occurrences. SEC_OCCUR is reset to 0 when it is equal to
the SEC_THRESHOLD value. If the RAMOCCUR value is
already higher than the programmed Threshold value then
the counter increments till the maximum range and then

March 2013 Embedded SRAM (eSRAM)
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5.7.4  Interrupt Control Register (RAMINTCTRL)
Figure 5-10. Interrupt Control Register (RAMINTCTRL)
15 14 13 12 1 10 9 8 7 6 5 4 3 2 1 0
Reserved SEEC,LNT
-0 RWP-0

U = Undefined; R=Read, WP=Write in privilege mode,-n = Value after reset

Table 5-10. Interrupt Control Register (RAMINTCTRL) Field Descriptions

Bit Name Value Description

0 SECINTEN Single Error Correct Interrupt Enable.
0 Single error interrupt generation is disabled.
1 Single error interrupt generation is enabled.
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5.7.5 Memory Fault Detect Status Register (RAMERRSTATUS)
Figure 5-11. Memory Fault Detect Status Register (RAMERRSTATUS)

15 14 13 12 11 10 9 8 7 6 5 4 3 2 1 0
SECINT
Reserved FLAG
-0 RWP-0

U = Undefined; R=Read, WP=Write in privilege mode,-n = Value after reset

Table 5-11. Memory Fault Detect Status Register (RAMERRSTATUS) Field Descriptions

Bit Name Value Description

0 SECINTFLAG Single Error Correct Interrupt Flag

This flag is set when the number of correctable single error reaches
the threshold value, even if SECINTEN is disabled. The host clears
the flag by writing a 1 to it.

If the CPU has not cleared the status bit and another correctable
error is detected, then the RAMOCCUR counter will still be incre-

mented.

0 The number of correctable single errors has not reached the thresh-
old value.

1 The number of correctable single errors has reached the threshold
value.
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5.7.6  Single Error Address Register (RAMSERRADD)
Figure 5-12. Single Error Address Register (RAMSERRADD)
15 14 13 12 1 10 9 8 7 6 5 4 3 2 1 0
Reserved SERRADDR[14:0]
R-0 R-U

U = Undefined; R=Read, WP=Write in privilege mode,-n = Value after reset

Table 5-12. Single Error Address Register (RAMSERRADD) Field Descriptions

Bit Name Value Description
15 Reserved Reads return zeros and writes have no effect.
14-0 SERRADDR[14-0] 0—7FFFh Single Error Address

SERRADDR records the double word address at which an memory
fault error is detected. SERRADDR captures the error address
when detecting a single bit error if the error threshold value stored in
SEC_TRESHOLD register is equal to 1. SERRADDR is frozen from
being updated until SECINTFLAG is cleared by the CPU.

SERRADDR contains the double word address, which means only
HADDRJ[17-3] are saved. To convert to the byte address, simply
left-shift SERRADDR by 3 bits.

Note: This register is only reset during power-up reset.
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5.7.7 RAM Error Position Register (RAMERRPOSITION)

Figure 5-13. RAM Error Position Register (RAMERRPOSITION)

15 14 13 12 11 10 9 8 7 6 5 4 3 2 1 0
ERRTY
Reserved PE SBZ SERRPOSITION[5:0]
R-0 R-0 R-0 R-0

U = Undefined; R=Read, WP=Write in privilege mode,-n = Value after reset

Table 5-13. RAM Error Position Register (RAMERRPOSITION) Field Descriptions

Bit Name Value Description
15-9 Reserved Reads return zeros and writes have no effect.
8 ERRTYPE Error Type

This bit indicates whether the single error detected is a data bit error
or check bit error (ECC bit).

0 The error is a data bit error.

1 The error is a check bit error.
7-6 SBZ 0 These bits always read 0.
5-0 SERRPOSI- 0-3Fh Single Error Position

TION[5-0]
SERRPOSITION records the binary encoded error position
at which a single error is detected. The error position is cap-
tured into SERRPOSITION when a single bit error is
detected and the error threshold value stored in
SEC_TRESHOLD register is equal to 1.

The following examples illustrate the error position being captured in RAMERRPOSITION.

0_0000_0000 Data hit[0] is in error.
0_0001_1111 Data hit[31] is in error.
0_0011 1111  Data bit[63] is in error.
1 _0000_0000 ECC bit[0] is in error.

1 0000_0111 ECC hit[7] is in error.

Note:
This register is only reset during power-up reset.
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5.7.8 Double Error Address Register (RAMDERRADD)
Figure 5-14. Double Error Address Register (RAMDERRADD)
15 14 13 12 1 10 9 8 7 6 5 4 3 1 0
Reserved DERRADDRJ[14:0]
-0 R-U

U = Undefined; R=Read, WP=Write in privilege mode,-n = Value after reset

Table 5-14. Double Error Address Register (RAMDERRADD) Field Descriptions

shift DERRADDR by 3 bits.

Bit Name Value Description
15 Reserved Reads return zeros and writes have no effect.
14-0 DERRADDR[14-0] 0—7FFFh Double Error Address

DERRADDR records the double word address at which a memory
fault error is detected. DERRADDR captures the error address
when detecting a double bit error. DERRADDR is frozen from being
updated until DERRADDR is read by the CPU.

DERRADDR contains the double word address, which means only
HADDRJ[17-3] are saved. To convert to the byte address, simply left

Note:
This register is only reset during power-up reset.
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5.7.9 RAM Control Register (RAMCTRL?2)

Figure 5-15. RAM Control Register (RAMCTRL?2))

15 14 13 12 11 10 9 8 7 6 5 4 3 2 1 0
Pzl Reserved EDACCMODE[3:0]
R-0 RWP-0 R-0 RWP-0xA

U = Undefined; R=Read, WP=Write in privilege mode,-n = Value after reset

Table 5-15. RAM Control Register (RAMCTRL?2) Field Descriptions

Bit Name Value Description

15-9 Reserved Reads return zeros and writes have no effect.
8 Reserved Do not write to this bit.

7-4 Reserved Reads return zeros and writes have no effect.

3-0 EDACCMODE Error Detection Mode

Disables the Single Error Correction logic of SECDED scheme,
However Error Detection is enabled and all double error and single
error will be detected, if ECC is enabled in RAMCTRL register.On
reset Single Error Correction is enabled.

0101 SECDED Detection alone. In this mode only detection is enabled.

all other values | SECDED correction and Detection is enabled.
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Phase-Locked Loop (PLL) Clock Module

This device contains a single Phase-Locked Loop (PLL) clock module, the Frequency Modulated zero- pin
PLL (FMzPLL). The FMzPLL is available as Clock Source 1 and is intended to be used as the device’'s main
clock source. This chapter describes the functionality of the Frequency Modulated zero-pin Phase-Locked
Loop (FMzPLL) and the clock monitor module.

Topic Page
6.1  DeVvice ClOCK OVEIVIBW . . . ..ottt e e e e e e e e e e e e 206
6.2  FMzPLL Introduction/Feature OVEIVIEW . . . . ... .ttt e e 208
6.3  FMzZPLL Operation. . . oot e 209
6.4  FMZzPLL Control ReGISTErS . . .o 215
6.5 FMzPLL Calculator (FO35 FMzPLL Calculator) . . ... ... e 220
6.6 FMzPLL Configuration Example . ... .. ... 221

March 2013 Phase-Locked Loop (PLL) Clock Module 205



{? TEXAS
INSTRUMENTS

www.ti.com

Device Clock Overview

6.1 Device Clock Overview
The TMS470M architecture supports a total of seven separate clock sources. This device implements four of
the possible seven clock sources including the oscillator, the FMzPLL, the Low Frequency Low Power
Oscillator (LFLPO), and the High Frequency Low Power Oscillator (HFLPO). The clock source
implementation is shown in the Clock Sources Table below.
Table 6-1. Clock Sources Table
Clock Source # Clock Source Name
Clock Source 0 External Oscillator
Clock Sourcel PLL1 (FMzPLL)
Clock Source 2 Not Implemented
Clock Source 3 Not Implemented
Clock Source 4 Low Frequency LPO (Low Power Oscillator) clock (LF OSC)
Clock Source 5 High Frequency LPO (Low Power Oscillator) clock (HF OSC)
Clock Source 6 Not Implemented
Clock Source 7 Not Implemented
The Global Clock Module (GCM) is used to configure and provide the clocks generated by the PLLs (and
other clock sources) to the different modules in the device. A block diagram of the global clock module that
is implemented on this device is shown below. The GCM can be configured by using the Primary System
Control Registers located between addresses OXxFFFF FF30 and OXFFFF FF54. See the Control Registers
Chapter for more information.
Figure 6-1. Global Clock Module Block Diagram
Meiksoirce — — Clock Domains
) |
| ———— HCLK (To System Module)
OSCIN 1
OSCILLATOR 1
0SCOUT_| FMzPLL T '— GCLK (To Cortex M3 CPU)
| | RTI1CLK (To Real Time Interrupt 1)
LFLPO 4
Low Power I VCLK _sys
Oscillator | HFLPO | 5 | VCLK = (To Peripherals)
| [ VCLK2 (To HET)
| ’—VCLKAI/AVCLKl (To DCAN)
| |
| GCM |
L - - - = -
The Oscillator serves as the main input to clock source 0 and the FMzPLL. Itis comprised of the two external
device pins OSCIN and OSCOUT. In most applications a crystal or resonator (between 5SMHz and 20MHz)
is placed between these two pins. The oscillator is provides the necessary feedback to the external crystal or
resonator for oscillation and also converts it's sinusoidal input wave into a square wave before it is supplied
to the rest of the device.
206 Phase-Locked Loop (PLL) Clock Module March 2013
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Note: Vendor Validation of Crystals/Resonators

The crystal is a very tight bandpass filter while a resonator is a somewhat wider
bandpass. The load circuitry pulls the center frequency of the bandpass.

Texas Instruments strongly encourages each customer to submit samples of the
device to the resonator/crystal vendor for validation. The vendor is equipped to
determine what load capacitances will best tune their resonator/crystal to the
microcontroller dvice for optimum start-up and operation over temperature and
voltage extremes. The vendor also factors in margins for variations in the
microcontroller process.
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6.2 FMzPLL Introduction/Feature Overview

This section provides an overview of the Frequency Modulated zero-pin Phase-Locked Loop (FMzPLL)
module. The FMzPLL is used to multiply the input frequency to a higher (device operation) frequency than
can be conveniently achieved with an external crystal or resonator. Additionally, the FMzPLL allows the
flexibility to be able to generate many different frequency options from a given crystal or resonator.
Frequency modulation can be superimposed on the FMzPLL ouptut frequency. The modulation provides a
means to reduce the impact of electromagnetic radiation from the device; this reduction in measured radiation
can be useful in EMI or noise sensitive applications.

6.2.1 Features
The main features of the FMzPLL clock module are:
» The FMzPLL module can be operated in either modulation or non-modulation mode.
e The FMzPLL prescale allows a wide range of input frequencies for proper operation.
» The phase-frequency detector assures lock to the fundamental reference frequency.
e The FMzPLL provides multiple frequency configuration options.
* When the FMzPLL is used with modulation enabled, the modulation frequency, modulation depth and

bandwidth settings are programmable.

It provides a user-option to reset the device if the external resonator or crystal fails.
« It provides a user-option to either reset the device or bypass the FMzPLL if a PLL Slip is detected.
e A PLL calculator tool (FO35 FMzPLL Calculator) is available to assist the user in FMzPLL setup
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6.3

FMzPLL Operation

The FMzPLL clock module generates the PLL clock from an external external resonator/crystal reference
(CLKIN). The oscillator circuit drives an external crystal/resonator, and the FMzPLL divides (NR), the
reference input for a lower frequency input into the PLL (INTCLK); though the input divider has a range from
1 to 64 (integer) INTCLK has a valid range of 1.63MHz to 6.53MHz. The FMzPLL multiplies (NF) this internal
frequency by 92 - 184 with a valid range on Output CLK of 120MHz to 500MHz. The FMzPLL output is
subsequently divided by two prescale values (OD and R). The value of OD is an integer from 1-8 and R is an
integer from 1-32. Optionally, the frequency can be modulated (controlled jitter is introduced). See section
6.3.1.4 for more information about frequency modulation.

Figure 6-2. FMzPLL Block Diagram

INTCLK Output CLK - Post-ODCLK -
CLKIN ANR P oD RO pLLcLk
+1-+64 PLL +1-+8 +1-+32
*NF
+92-+184
Note:

ODPLL must be changed before enabling the FMzPLL

The programming algorithm for the FMzPLL is shown below:

1. Choose the Output CLK frequency as integer divider of output frequency as close to 240MHz as possible.
The Output CLK frequency should not exceed 500MHz or fall below 120MHz.

2. Choose the multiplication factor as close to 120 as possible. Multiplier (NF) may not exceed 184 or fall
below 92.

3. Select the output divider OD so that the post-ODCLK frequency does not exceed the maximum device
frequency.

4. Select the output divider R to further reduce the FMzPLL output frequency provided to the device.

Note: FO35 FMzPLL Calculator
The FO35 FMzPLL Calculator is also available to assist in configuring the FMzPLL

There will be some delay before changes to the FMzPLL settings will take effect. It is best to disable the
FMzPLL prior to changing the settings. All delays shown below are valid once the FMzPLL is enabled. If the
FMzPLL is already enabled when the control registers are written, there may be additional delay cycles.

* When NR or NF is changed (or the input clock is enabled), the FMzPLL output is held static for 4096
internal clock cycles (t = 4096*NR/fgscin)
In general, the smallest delay is achieved when the registers are configured prior to enabling the FMzPLL;

when registers are written while the FMzPLL is active, some delays that may be concurrent are treated as
sequential. As a specific example, when all parameters are changed once at the beginning of the code, the
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FMzPLL output is held static for about 4650*NR/fqgcn. More information about FMzPLL setup can be found

in the FMzPLL Configuration Example.

6.3.1 Phase-Locked Loop (PLL) Description

The basic PLL block consists of the following six logical sub-blocks:

» Phase-Frequency Detector (PFD)
» Charge Pump (CP)

e Loop Filter (LF)

» Voltage-Controlled Oscillator (VCO)

» Frequency Modulation
» Slip Detector

Figure 6-3 further illustrates the sub-blocks of the FMzPLL blocks shown in Figure 6-2. The VCO adjusts its
frequency until the two signals into the PFD have the same phase and frequency. The feedback path (from
VCO to PFD) divides the frequency of the feedback signal by 2*NF; this feedback divider requires the VCO
to generate a frequency 2*NF greater than the internal frequency (OSCIN/NR). In the forward path (from VCO
to PLL CLK), the =2 block creates a clean duty cycle.

Figure 6-3. Basic PLL Circuit

INTCLK

CLKIN —

+NR

PFD

CP

LF

VCO

+NF

Output CLK

post-ODCLK

___ Feedback
CLK

— PLL CLK

6.3.1.1 Phase-Frequency Detector

The phase-frequency detector (PFD) compares the input reference phase/frequency to the phase/frequency
of the feedback divider and generates two signals: an up pulse and a down pulse that drive a charge pump.
The resulting charge, when integrated by the circuit at the LF pin, provides a VCO control voltage, as shown

in Figure 6-4.
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Figure 6-4. PFD Timing

Input
reference

Feedback
divider output

y

[¢———— Leading phase

w _JL L]
L

< Lagging phase ——»|

VCO control Interpulse slope caused by filter time constant and leakage

voltage

The width of the up pulse and the down pulse depends on the difference in phase between the two inputs.
For example, when the reference input leads the feedback input by 10 ns, then an up pulse of approximately
10 ns is generated as shown in Figure 6-4. On the other hand, when the reference input lags the feedback
input by 10 ns, then a down pulse of approximately 10 ns is generated. When the two inputs are exactly in
phase, the up pulse and down pulse become essentially zero-width. These pulses are fed to the charge pump
block, which meters charge into the low-pass loop filter.

The advantage of a phase-frequency detector over a phase-only detector is that it cannot lock to a harmonic
or subharmonic of the reference. This important property also ensures that the output frequency of the VCO
is always exactly 2*NF the reference frequency.

The reference feedback frequency is based upon the VCO frequency and the feedback divider. Fractional
multiplication is achieved by changing the feedback divider real-time in order to create the fractional
multiplication. As an example, if a multiplier of 100.5 is selected, the feedback divider divides by 100 and 101
in equal proportions; in this case, the PLLMUL bitfield would be programmed as 99.5 (0x6380). This fractional
multiplication is useful when trying to achieve final frequencies that are non-integer to the input frequency
(e.g. a final frequency that is a prime number). The fractional portion of the divider should be small compared
to the multiplier and so it is recommended that the fractional portion relate to parts in 16, implying that the last
4 bits should always be 0.

6.3.1.2 Charge Pump and Loop Filter

The charge pump (CP) adds or removes charge from the loop filter based on the pulses coming from the
phase-frequency detector (PFD).

Two components of the filter output signal are summed together: an integral component and a proportional
component. The integral component maintains a DC level going to the VCO to set its frequency, and the
proportional component makes the VCO track changes in phase to minimize jitter. The capacitors and
resistors required for the filter are integrated in silicon.

6.3.1.3  Voltage-Controlled Oscillator

The output frequency of the VCO is proportional to its input control voltage, which is generated by the charge
pump via the integrated loop filter. If the VCO oscillates too slowly, the feedback phase begins to lag the
reference phase at the PFD, which increases the control voltage at the VCO.  Conversely, if the VCO
oscillates too fast, the feedback phase begins to lead the reference phase at the PFD, which decreases the
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6.3.1.4

control voltage at the VCO. These two actions keep the VCO running at the correct frequency multiple of the

reference.

Frequency Modulation

When the FMzPLL is used in the modulating mode the output clock of the FMzPLL changes frequency in a

controlled way, centered around the unmodulated output frequency. The VCO frequency is modulated at the
loop filter and creates the triangular frequency modulation as shown in Figure 6-5.

Figure 6-5. Frequency vs. Time

Modulation Period
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Note: Modulation Frequency and Depth Setting Constraint

There are several combinations of the modulation depth and modulation frequency
that are not allowed. Some of these settings effect the FMzPLL even when frequency
modulation is not enabled. Refer to the device datasheet to identify these
combinations to avoid FMzPLL malfunction.

The programming algorithm for the frequency modulation settings for the FMzPLL is shown below: These
settings are controlled by the bits in the PLLCTL2 register.

1. Determine modulation frequency divider NS based on desired spreading (modulation) frequency fi,oq (fs)-

f
NS = round(%%ﬂ-z—@

foscin 1

f NR 2xNS

mod = fs =

2. Determine modulation depth divider (NV) based on desired Modulation Depth.

7 Depth x fg
NV = round(5.02154 « 107 ——————)
1:OutputCLK

3. Determine the bandwidth divider NB

f
0.00406562 x 10 x [fomuicLk oNscF:;N
8)

fg '

NB = max(ceiling
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* When NB or NS is changed, the FMzPLL output is held static for 512 internal clock cycles (t = 512*NR/
foscin)- This timing item cannot be carried out concurrently with a PLL re-lock since the re-lock occurs
with NB forced to the default value for faster locking.

» When NV is changed or modulation enabled, the FMzPLL output is held static for 1 - 2 modulation period
(t = Lfs~1/f5)

As these different fields (NV, NF, NB, etc.) are changed, the FMzPLL asserts different delays in order to insure
a valid output. It is recommended that all pertinent parameters be setup at one time in order to minimize
system delays. When multiple parameters are changed simultaneously, it is possible for all delays to be
concurrent. As a specific example, when all parameters are changed once at the beginning of the code and
modulation is enabled, the FMzPLL output is held static for about 4650*NR/foscy + 1 modulation period.
More information about FMzPLL frequency modulation setup can be found in the FMzPLL Configuration
Example.
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6.3.1.5

FMzPLL Slip Detector

The FMzPLL Slip Detector monitors the input and output of the FMzPLL and reports any 2-cycle slips. Upon
a slip detection three actions can be taken: nothing, device reset, or the FMzPLL can be bypassed so that
the device is supplied with the oscillator input. The behavior of the device after a PLL slip is detected is
configured by the Reset on Slip (ROS) and Bypass on Slip (BPOS) bits in the PLLCTL1 register. The Reset
on Slip bit setting determines whether a reset is asserted after a PLL slip is detected. The Bypass on Slip bits
determine whether the device will automatically bypass the FMzPLL and use the oscillator to provide the
device clock after a PLL slip is detected. See the PLLCTL1 register for more details on the configuration of
the ROS and BPOS bits. Figure 6-6 below shows a block diagram of the PLL Slip Detector and the reset/
bypass logic.

Figure 6-6. PLL Slip Detection & Reset/Bypass Block Diagram

CLK signal to
PLL Bypass CLK Clock Control Module
b
Inpu; from > e EMzPLL PLL CLK
Oscillator
Bypass on Slip
% BPOS
Slip Detector
BPOS H ROS }—b To Device Reset
Reset on Slip
6.3.1.6  Oscillator Fail Detector

The Clock Monitor Module (CMM) implements circuitry that monitors the oscillator input frequency to ensure
that it remains within a specified operational range. (This range is specified in the LPO and Clock Detection
section of the device datasheet.) If the frequency of the oscillator ever falls out of the specified frequency
window, the clock monitor can either reset the device or switch the device’s Clock Source 1 to limp mode. In
limp mode all modules driven by Clock Source 1 are switched from the FMzPLL output to be driven by the
internal High Frequency LPO (Low Power Oscillator) output. The behavior of the device after an oscillator
failure is configured by the Reset on Oscillator Fail (ROF) bit in the PLLCTL1 register. If the ROF bit in the
PLLCTL1 register is set when the oscillator fails, a system reset will occur, and the OSC_RST history bit is
set in the SYSESR register. The only way OSCFAIL can be cleared (and to re-enable OSCIN as the clock
source) is via a power-on-reset.

214
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6.4 FMzPLL Control Registers

6.4.1 Control registers
The FMzPLL clock module has two registers (PLLCTL1 and PLLCTL2) located within the system module,

plus it has four bits located in other global control registers of the system module.

The FMzPLL is off at power-on. It may be turned on by clearing the CLK_SR1_OFF bit in the CSDIS register
of the System module.

The following sections describe the two registers used to configure the FMzPLL (Clock Source 1). These
registers support 8, 16, and 32-bit write accesses.

Figure 6-7. Module Registers

30 29 28 27 26 24 23 20 19 18
Offset 31 25 22 21 17 16
Addresst Register 15 |14 13 12 11 10 918 7 6 5|4 3 2 0
ROS BPOSIL: : RS :
[1:0] PLLDIV[4:0] ROF REFCLKDIV[5:0]
0x70 ved
PLLCTL1
Page 216
PLLMUL[15:0]
FMENA SPREADINGRATE[8:0] Ry BWADJ[8:4]
0x74 ved
PLLCTL2
Page 218
BWADJ[3:0] ODPLL[2:0] SPR_AMOUNTI[8:0]
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6.4.1.1 PLL Control 1 Register (PLLCTL1)
Figure 6-8 illustrates this register and Table 6-2 provides the bit descriptions.
Figure 6-8. PLL Control 1 Register (PLLCTL1)[Location = OXxFFFF FF70]

31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16

ROS BPOS[1:0] PLLDIV[4:0] ROF | Reserved REFCLKDIV[5:0]
R/WP-0 R/WP-01 R/WP-1111 RIWP-0  R-0 R/WP-000010

15 14 13 12 11 10 9 8 7 6 5 4 3 2 1 0

PLLMUL[15:0]

R/WP-0101111100000000

R = Read, W = Write; P = Privilege Mode, -n = Value after reset

Table 6-2. PLL Control 1 Register (PLLCTL1) Field Descriptions

Bit Name Value Description
31 Reset on PLL Slip
(ROS)
0 Do not reset system when slip is detected
1 Reset when slip is detected
Note: BPOS (PLLCTL1.29:30) must be enabled in order to use Reset
On Slip (ROS) functionality
Bypass of PLL
30-29 Slip(BPOS)
10 Bypass on PLL Slip is disabled. If a PLL Slip is detected no action is taken.
other Bypass on PLL Slip is enabled. If a PLL Slip is detected the device will auto-
matically bypass the PLL and use the oscillator to provide the device clock.
Note: If ROS (PLLCTL1.31) is set to 1, the device will be reset if a PLL
slip is detected and BPOS will not bypass the PLL.
R = PLLDIV +1
PLL Output Clock
28-24 P fpLL cLk = foost obcLk/R

Divider (PLLDIV
lvider ( ) This divider is depicted as ‘+R’ in the FMzPLL Block Diagram.

0x00 | fpLL cLk = fpost-obcLk/L

0x01 | fpLL cLk = fpost-obcLk/2

continues in sequence

0x1F | fpLL cLk = fpost-obcLk/32

Note: This divider is outside of the PLL macro and can be changed at
any time without requiring a re-lock.
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Table 6-2. PLL Control 1 Register (PLLCTL1) Field Descriptions (Continued)
Bit Name Value Description

Reset On Oscilla-

23 tor Fail (ROF)
0 Do not reset system when oscillator is out of range.
1 Reset when oscillator is out of range.
22 Reserved Write 0. Do NOT write ‘1’ to this bit.
Reference Clock NR = REFCLKDIV + 1
21-16 | Divider fint ek = foscin/NR
(REFCLKDIV) This divider is depicted as ‘*NR’ in the FMzPLL Block Diagram.
0x00 | fint cLk = foscin/l
0x01 | finT cLk = foscin/2
continues in sequence
Ox3F | finT ok = foscin/64
Note: This value changes the operating point of the PLL; changing this
value while the PLL is active requires are-lock.
Valid multiplication factors are from 92 to 184.
15-0 PLL Multiplication NF = (PLLMUL / 256) + 1
Factor (PLLMUL) fvco cik = fint cLkx NF

This multiplier is depicted as *NF’ in the FMzPLL Block Diagram.
0x5B00 | fvco crk = finT cLkX 92

0x5B80 | fyco cLk = finT cLkX 92.5

0x5C00 | fvco cik = finT cLkx 93

continues in sequence

0xB700 | fvco cik = fint cLkx 184

The PLL checks the range of the multiplier.
IF PLLMUL/256 > 183 OR PLLMUL/256<91, then PLLMUL/256 = 129

Note: This value changes the operating point of the PLL; changing this
value while the PLL is active requires a re-lock.
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6.4.1.2 PLL Control 2 Register (PLLCTL2)

The PLLCTL2 register controls the frequency modulated mode of operation of the FMzPLL. The frequency
modulation option is available for applications that have critical EMC considerations. Figure 6-9 illustrates this
register and Table 6-3 provides the bit descriptions.

Figure 6-9. PLL Control 2 Register (PLLCTL2)[OXxFFFF FF74]

31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
AN SPREADINGRATEJ8:0] Reserved BWADJ[8:4]
RIWP-0 RIWP-111111111 R-0 RWP-00000
15 14 13 12 1 10 9 8 7 6 5 4 3 2 1 0
BWADJ[3:0] ODPLL SPR_AMOUNTI8:0]
RIWP-0111 RIWP-001 RIWP-000000000

R = Read, W = Write; P = Privilege Mode, -n = Value after reset

Table 6-3. PLL Control 2 Register (PLLCTL2) Field Descriptions

Bit Name Value Description

Frequency Modula-
31 tion Enable
(FMENA)

0 Disable frequency modulation

1 Enables frequency modulation

Note: The PLL disables the clock output for 1 modulation period
when this value is changed while the PLL is active.

NS = SPREADINGRATE + 1

fmod = fs = fint cLi/(2*NS)

NS is the modulation frequency divider that is described in the Frequency
Modulation Section.

fiINT cLk IS the frequency of 'INTCLK’ as depicted in the FMzPLL Block

Diagram.

30-22 SPREADINGRATE

0x000 | fmod =fs = finT cLk/(2*1)

0x001 | fmod = fs = finT cLk/(2*2)

continues in sequence

OX1FF | fmod = fs = finT cLk/(2¥512)

Note: The PLL disables the clock output for 512*NR oscillator cycles

if SPREADINGRATE is changed while FMENA is 1. If FMENA is 0,
changing SPREADINGRATE has no impact on the clock availability.

21 Reserved Read/Write, but value has no effect on PLL operation.
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Table 6-3. PLL Control 2 Register (PLLCTL2) Field Descriptions (Continued)
Bit Name Value Description
NB = BWADJ + 1
20.12 | Bandwidth Adjust- few = fnom_sw/NB
ment (BWADJ) NB is the bandwidth divider that is described in the Frequency Modulation
Section.
0x007 | few = fnom_pw/8 (must be set to this value in non-modulation mode)
0x008 | few = fhom_Bw/9
continues in sequence
OxOFF | faw = fhom_pw/256
The wrapper checks to insure that the BWADJ is programmed within a
valid range.
IF BWADJ < 7 OR BWADJ > 255, then BWADJ = 7.
Note: The PLL disables the clock output for 512*NR oscillator cycles
if BWADJ is changed while the PLL is active.
OD=O0DPLL +1
11-9 Internal PLL Output fpost-ODCLK = fyco cLk/OD
Divider (ODPLL) These bits must be changed before the PLL is enabled.

This divider is depicted as ‘+OD’ in the FMzPLL Block Diagram.
0x0 | foost-opcik = fvco cLk/l

0x1 | fpost-opcik = fvco cLk/2

continues in sequence

0x7 | fpost-opcik = fvco cLk/8

Note: ODPLL cannot be changed while the PLL is active

NV = SPR_AMOUNT + 1
NV is the modulation depth divider that is described in the Frequency
Modulation Section.

Spreading Amount

8-0 (SPR_AMOUNT)

0x000 | NV=1

0x001 NV =2

continues in sequence

Ox1FF | NV =512

Note: The PLL disables the clock output for 1 modulation period if

SPR_AMOUNT is changed while FMENA is 1. If FMENA is 0, chang-
ing SPR_AMOUNT has no impact on the clock availability.
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6.5 FMzPLL Calculator (FO35 FMzPLL Calculator)

The FO35 FMzPLL calculator is provided to assist with setting up the PLL. This calculator can be installed
and run on a Windows XP based PC. It provides the user with control of the OSCIN speed, multiplier setting,
divider settings, frequency modulation settings and also allows the user to set PLL/OSC fail options. Once
the user has configured the desired options, the calculator displays the PLL output speed and the
corresponding PLLCTL1 and PLLCTL2 register settings. These register settings can then be used to setup
the PLL. The tool also contains a reverse calculator mode that will display all PLL options when values for
PLLCTL1 and PLLCTLZ2 are entered. The FO35 FMzPLL Calculator is shown below in Figure 6-10.

Note: FO035 FMzPLL Calculator Warning

The FMzPLL calculator does not check for all FMzPLL configuration errors. It is the
programmer’s responsibility to determine if the FMzPLL is configured properly for
device operation. Refer to the device datasheet for more information on how to avoid
improper device configuration and FMzPLL malfunction.

Figure 6-10. FO35 FMzPLL Calculator

" FO35 FMzPLL Calculator: Texas Instruments Inc. [v3.0]

n
PLL Control Register Yalues: FO 35 FM PLL C | I ’
PLLCTLI1: PLLCTLZ: Z a c u ato r
0 3FC06230 Directions: Fil in desired PLL options below and the corresponding PLL Control Register values will be displayed,
— PLL Configuration:
OSCIM: " R PLL ODPLL R PLL Output:
[ 1a Al o> = REF_CLK_DIY: — g PLL_OUT_DI¥: |, PLLDI¥: e MHz
: ruon ELE towv: | I
[+ & v i
—at
| PLL_MuUL: _
o |%
— Frequency Modulation Options: ——— — PLL Fail Options:
Spreading Amount: 62 % ] FMENA Bypass on PLL Slip
A
BWAD: lm [] Reset on PLL Slip
spreading Rate: 256 % [] Reset on OSC Fail

Calculator Reverse Caloulator ]
’ 4 4 ik
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FMzPLL Configuration Example

6.6

FMzPLL Configuration Example

This section provides an example of how to program the PLL.

Suppose that using a 7MHz crystal, the application requires a

140MHz GCLK (and HCLK) frequency
134 kHz spreading frequency
1% spreading depth.

Then, using the algorithm from Section 6.3

1.

Choose Output CLK frequency as integer divider of output frequency near to 240MHz. Output CLK
frequency should not exceed 500MHz or fall below 120MHz.

The integer values for 140MHz are 140MHz or 280MHz. For this example, select 280MHz since it is closer
to 240MHz.

. Choose the multiplication factor near to 120. Multiplier (NF) may not exceed 184 or fall below 92.

7MH2z/NR *(approximately 120) = 280MHz
7MHz/3*120 = 280MHz

. Select the output divider OD so that the post-ODCLK frequency does not exceed the maximum frequency

of output divider R (device specific frequency).

If the R-divider can accept 280MHz, then either OD or R can be set to 2 (and the other divider set to 1). If
R-divider cannot operate at 280MHz, then the OD-divider must be set to 2.

. Choose the modulation frequency divider NS

f
NS = round( OﬁgNlefs) = ro””dC[NIsHZ]lesi[KHz]) ={8%

f_foscm 1 7[MHz] 1
STTNR 2xNS 3 2x{89%

For this example, select 129KHz (with NS = 9).

= {145.8129.6} [KHz]

. Choose the modulation depth divider NV

Depth x fg 7
—) = round(5.02154><10 X
fOutputCLK

0.01 x 0.1296[ MHz]
280[MHz]

NV = round(5.02154>< 10" x ) =232

. Choose the bandwidth divider NB

fOSCIN
0.00406562 x 10 x JfoutputCLK X =NR

NB = max{ceiling o , 8

0.00406562 x 10 JZBO[MHZ] « LIMHE]

NB = ceiling =9

0.1296[MHz]

. Setting only these fields (that is, not BPOS, ROF, or ROS) yields

PLLCTL1 = 0x00027700
PLLCTL2 = 0x820082E7
INTCLK is 2.33MHz which falls within the permissible frequency range of 1.63 to 6.53 MHz
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FMzPLL Configuration Example

NF is centered in the range from 92 - 184 at 120

Output CLK has a frequency of 280MHz, falling within the permissible range of 1220MHz to 500MHz and
near the target of 240MHz.

OD is selected so that post-ODCLK meets the device specification

NB is selected to be large enough to allow modulation frequency fs.
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FO35 Flash Module

This chapter describes the behavior and specification of the FO35 Flash Module for the TMS470M Series of
microcontrollers. The flash electrically erasable programmable read-only memory module is a type of
nonvolatile memory which has fast read access times and is able to be reprogrammed in the field or in the
application. This section describes the FO35 flash module.
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Overview

7.1

7.1.1

7.1.2

Overview

The FO35 Flash is primarily used to provide the instruction memory to the Cortex-M3 CPU. It can also be used
as static data memory such as calibration tables. The flash can be electrically programed and erased many
times to ease code development.

Features
e Supports up to 2 banks and 640 kbyte total.
* Read, program and erase with a single 3.3v supply voltage.
e Supports error detection and correction.
— Single Error Correction and Double Error Detection (SECDED)
— ECC (Error Correction Code) is evaluated in the flash wrapper
— Address bits included in ECC calculation
» Provides different read modes to optimize performance and verify the integrity of flash contents.
» Provides built-in power mode control logic.
» Integrated program/erase state machine
— Simplifies software algorithms.

— Supports simultaneous read access on a bank while performing a write or erase operation on any one
of the remaining banks.

— Suspend command allows read access to a sector being programmed/erased.
— Fast erase and program time (refer to the device datasheet for details).

Definition of Terms
Terms used in this document have the following meaning:

* BAGP (bank active grace period): Time (in HCLK cycles) from the most recent flash access of a particular
bank until that bank enters fallback power mode. This reduces power consumption by the flash. However,
it can also increase access time.

« Charge pump: Voltage generators and associated control (logic, oscillator, and bandgap, for example).
» CSM: Program/erase command state machine

» Fallback power mode: The power mode (active, standby or sleep, depending on which mode is selected)
into which a bank or the charge pump falls back each time the active grace period expires.

» Flash bank: A group of flash sectors which share input/output buffers, data paths, sense amplifiers, and
control logic. Flash bank can store both program instructions and data.

» Flash module: Flash banks, charge pump, and flash wrapper.

» Flash wrapper (FWM): Power and mode control logic, data path, wait logic, and write/erase state
machines.

» OTP (one-time programmable): A program-only-once flash sector (cannot be erased)

* PAGP (pump active grace period): Time (in HCLK cycles) from when the last of the banks have entered
fallback power mode until the pump enters a fallback power mode. This can reduce power consumption
by the flash; however, it can also increase access time.

» Pipeline mode: The mode in which flash is read 128 bits (+ 16 bit ECC) at a time, providing higher
throughput.

» Sector: A contiguous region of flash memory which must be erased simultaneously.

» Standard read mode: The mode assumed when the pipeline mode is disabled. Physically, 128 bits of data
(+ 16 bit ECC) is read at a time. However, only 32 bits of data is used while the other 96 bits of data is
discarded.

» Read Margin 1 mode: More stringent read mode designed for early detection of marginally erased bits.

» Read Margin 0 mode: More stringent read mode designed for early detection of marginally programmed
bits.
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7.1.3 FO035 Flash Tools
Texas Instruments provides the following tools for FO35 flash:
* nowECC tool - to generate the flash ECC from the flash data.
» nowFlash tool - to erase/program/verify the flash content through JTAG.
An erased cell reads 1 and a programmed cell reads 0.

e Code Composer Studio V4.x - the development environment with integrated flash programming
capabilities.

» Flash API Library - a set of software peripheral functions to program/erase the Flash module. Please refer
to Flash Application Programming Interface User’s Specification for more information.
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7.2 Default flash configuration
At power up, the flash module state exhibits the following properties:
— ECC inside flash wrapper is disabled
Wait states are set to 1
Pipeline mode is disabled
The flash content is protected from modification.
Power modes are set to Active (no power savings)

The boot code must initialize the wait states (including data wait states and address wait states) and the
desired pipeline mode by by initializing the FRDCNTL register to achieve the optimum system
performance. This needs to be done before switching to the final device operating frequency. The required
data and address waitstates for timing can be found in the device datasheet.
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7.3

7.3.1

Memory Map

The flash module contains the program memory, which is usually mapped starting at location zero, and one
Customer OTP sector and one Tl OTP sector per bank. The Customer OTP sectors may be programmed by
the customer, but can not be erased. They are typically blank in new parts. The TI OTP sectors are used to
contain manufacturing information. They may be read by the customer but can not be programmed or erased.

The TI OTP sectors contain settings used by the flash state machine for erase and program operations.

Usually, the flash memory is located from 0x0 to 0x007FFFFF, total 8 Mbytes. Figure 7-1 shows the typical
memory map of a FO35 device. Please refer to the device specific datasheet for the Bank/Sectoring

information.

Flash Address
Space

lllegal Address Generation

Figure 7-1. Flash Memory Map of F035 Device

1FFFh

Un-implemented

Bankl TI OTP

Bank0 TI OTP

Un-implemented

Bankl Cust OTP

Bank0 Cust OTP

Un-implemented

Bankl TI OTP

Bank0 TI OTP

8Mbyte g‘rp
ECC
space
Un-implemented
space
0x0060E000 6Mbyte+56K
0x0060C00Q_| T'OTP ECC space | g\pyte+48K oTP
Un-implemented ECC
space
0x0060A000 space 6Mbyte+40K
Customer OTP ECC
0x00608000 space 6Mbyte+32K ~—
0x00604000 TI OTP data space 3FFFh
Customer OTP
0x00600000 data space
Un-implemented
space
ECC
0x00400000 space
Un-implemented
space 576Kbyte
Program Data
0x00 000 0

Un-implemented

Bankl Cust OTP

Bank0 Cust OTP

0x0060E000

0x0060C800
0x0060C400
0x0060C000

0x0060A000

0x00608800
0x00608400
0x00608000

0x00608000

0x00605000
0x00604800
0x00604000

0x00604000

0x00601000
0x00600800
0x00600000

8K

2K
1K

8K

2K
1K

16K

4K
2K

16K

4K
2K

Any un-implemented flash space not decoded to a flash bank will cause an illegal address signal to be
generated. The illegal address signal forces the CPU to take either a data or an instruction abort.
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7.4

7.4.1

7411

7.4.1.2

7.4.13

Operation

The following sections discuss various modes of operation related to reading, power modes, data protection,
and wait state generation.

Flash Read Modes

In addition to standard read mode, the flash module also has pipeline mode, which affects the technique used
to fetch the next memory word. Using this mode allows increased clock speeds and CPU throughput.

Standard Read Mode

Standard read mode is defined as the mode in effect when pipeline mode is inactive. Standard read mode is
the default read mode after reset. During standard read mode, each read access to flash is decoded by the
flash wrapper to fetch the data from the addressed location. The data is returned after the RWAIT number of
cycles. RWAIT defines the number of random access wait states. After reset the RWAIT has the reset value
of one wait state. Address wait states are not used in standard read mode.

No pipeline buffers are used in standard read mode so every access is used immediately and every access
creates a unique flash bank access.

Standard read mode is the recommended mode for lower frequency operation of which RWAIT can be set to
zero to provide single cycle access operation. The flash wrapper can operate at higher frequency using non-
pipeline mode at the expense of adding wait states. At higher frequencies, it is recommended to enable
pipeline mode. Please see the device specific datasheet to determine maximum frequency allowed in
standard read mode (non-pipeline mode).

Pipeline mode is disabled by clearing the ENPIPE bit in the flash control register FRDCNTL.0.

Pipeline Mode

Pipeline mode removes the flash memory access time for sequential addresses from the critical timing path,
which increases clock speeds and CPU throughput.

In pipeline mode, both data wait states (RWAIT) and Address Setup Wait State are required for high
frequency operation. In pipeline mode there is always at least one data wait state even when they are set to
0. The Address Setup Wait State is only available in pipeline mode and can be enabled by setting the
ASWSTEN bit. Please see the device specific datasheet to determine maximum frequency allowed in
pipeline mode versus the number of data and address wait states required.

Pipeline mode is enabled by setting the ENPIPE bit in the flash control register FRDCNTL.O.

Read Margin Modes

Read margin modes 0 and 1 are used to test cells for marginality. Read Margin 0 is used to test cells for
marginality of programmed cells. Read Margin 1 is used to test cells for marginality of erased cells.

Read margin modes should only be entered when executing from RAM. All banks must be powered up before
entering a read margin mode. When entering a read margin mode, or changing from one read margin mode
to the other, allow 1us delay before the first flash access to allow the flash banks to adjust to the new mode.

Read margin modes 0 or 1 are enabled by setting the RMO or RM1 bit in the special read control register
FSPRD. The recommended procedures to enter, change and leave read margin mode are shown below:

To enter read margin mode.

. Set the banks to remain powered up by writing OXFF to bits 0:15 of FBFALLBACK register.
. Do one dummy read from each bank to turn on the banks.

. Start execution out of RAM.

. Turn on read margin 0 or 1 by writing 1 or 2 to FSPRD register.

. Flush the data buffer by reading two RAM locations separated by at least 32 bytes.

. Do two dummy reads from each bank.

. Wait 1 us

N o 0o~ WON B
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Any reads will now be with the selected read margins. The application can now return to flash if desired.

To change read margin mode to the other
1. Start execution out of RAM.
2. Switch read margin mode to the other by writing 2 or 1 to FSPRD register.
3. Flush the data buffer by reading two RAM locations separated by at least 32 bytes.
4. Do two dummy reads from each bank.
5. Wait 1 us
Any reads will now be with the selected read margins. The application can now return to flash if desired
To leave read margin mode:
1. Start execution out of RAM.
2. Turn off read margin 0 and 1. Write 0 to FSPRD register.
3. Flush the data buffer by reading two RAM locations separated by at least 32 bytes.
4. Do two dummy reads from each bank.
5. Wait 1 us
Any reads will now be a standard read. The application can now return to flash if desired. The application
can also set the FBFALLBACK register to the original values.
This read-margin mode is normally entered during power-up and a full CRC check of the flash contents is
performed. In this way a potential read mode failure can be identified prior to data loss or gain causing a bit
flip.
Note:
The read-margin modes are intended for diagnostic capabilities and the flash content
is guaranteed for the lifetime specified in the datasheet.
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7.4.2 Erase/Program Flash
The F035 Flash should be programmed, erased and verified only by using the FO35 Flash API library. These
functions are written, compiled and validated by Texas Instruments. The flash module contains a Command
State Machine (CSM) to perform program, erase, and validate operations. This section only provides a high
level description for these operations, please refer to the Flash Application Programming Interface User’s
Specification for more information.

A typical flow to program flash is:
Compact —Erase —»Program ——» Verify

7421 Compact

A device may contain depleted (over erased) columns and/or marginally erased bits. The application code
should validate the target flash before erasing it. Otherwise, the leakage current caused by the depleted bits
might confuse the sense amplifier in other operation. The CSM provides a “Validate sector” command to
perform compaction on the target sector as needed. This command is implemented by the following Flash
API function:

Flash_Compact_B().

This function validates the flash data and ECC together. For example, if this function is called to validate the
flash data of sector 0 in bank1, it validates both this sector and the corresponding ECC area.

7.4.2.2 Erase

The target flash is ready for erasing after it is validated by the compact function. After erasing, the target flash
reads as all 'OxFFFFFFFF's. This state is called as 'blank’. The erase function must be executed before
programming. The user should NOT skip erase on sectors that read as 'blank’' because these sectors may
require additional erasing or compaction due to marginally erased bits or depleted columns. The CSM
provides an “Erase Sector” command and an “ Erase Bank” command to erase the target sector or bank.
Similar to the compact function, the erase function erases the data and the ECC together. These commands
are implemented by the following Flash API functions:

Flash_Erase_Bank_B() ; //erase the target bank (Support disabling preconditioning)
Flash_Erase_B(); //erase the target sector (Support disabling preconditioning)
Flash_Erase_Sector_B(); //erase the target sector (Do not support disabling preconditioning)

where preconditioning means “Programming Q’s prior to applying erase pulses”. The application must make
sure that the target flash is 'blank' before disabling preconditioning. The Flash API provides the following
function to determine if the flash bank is ‘blank’ before disabling preconditioning erasing:

Flash_Blank_B().
This function can also be used to verify the flash has been properly erased.

7.4.2.3 Program

The CSM provides a “Program customer OTP” command and a “Program Data” command to program the
customer OTP area and program data area; The CSM also provides a “Program Customer OTP Check Bits”
command and a “Program Check Bits” command to program the customer OTP ECC and data ECC. These
commands are implemented by the following Flash API functions:

Flash_Prog_B(); //Program flash ECC and data.
OTP_Prog_B(); //Program customer OTP ECC and data.

Different from the compact and erase function, the program function programs the flash data and ECC
separately. The user must generate the flash ECC data (e. g. by calling the nowECC tool, which is developed
by Tl to generate ECC data from a compiled outfile) and program the ECC into the target flash ECC area.

7.4.2.4  Verify

After programming, the user must perform verify using Read Margin Mode. The Verify functions are
implemented in the Flash API functions Flash_Verify_B() and Flash_PSA_Verify_B().
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7.4.3

ECC Protection

The flash module implemented in this device contains an embedded ECC (Error Correction Code) logic.
When enabled, the ECC logic provides the capability of SECDED (Single Error Correction and Double Error
Detection). The ECC logic requires a total of 8 ECC bits for each 64 bits of data to be stored in the flash

memory.

Figure 7-2 illustrates how the ECC logic works. During read operation, the 19 address bits - ADDRIN(21:3),
together with the 64-bit data read out of flash banks pass through the ‘Read ECC generator’ to produce the
8 checkbits. These eight calculated ECC check bits are then XORed with the stored check bits associated
with the address and the read data. The 8-bit output is the syndrome. The syndrome is decoded to determine
one of three conditions:

a. No error occurred

b. A correctable error occurred

c. A non-correctable error occurred

Figure 7-2. ECC Logic Block Diagram

19 DIAG_MODE SECDEDXx
ADDRIN(21:3 =
( ) E%ag ] » ECC_CALC
DATAIN
64 generator N
ECCIN[7:0] » o » ECCOUT[7:0]
;g
1 » ADDROUT[21:3]
R
0 »
1 » DATAOUTI[63:0]
syndrome > Ervor [ 'r
generator Correction ecc_enable &
correction_mode
F T
ecc enable P Syndrome out
— v Y
Error un-correctable
generation error
correctable error
error position
error event
other controls eneration UERR
—> 9 suspend———
CE_INT
Note:

Since ECC is calculated for an entire 64-bit data, a non 64-bit read such as a byte
read or a half-word read will still force the entire 64-bit data to be read and calculated
but only the byte or half-word will be actually used by the CPU.
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7431

7.4.3.2

ECC Memory Map

In this device ECC bits are mapped to a 4M byte offset from the flash memory base address. Each 64-bit data
has its corresponding 8 ECC bits mapped to an address in the ECC space. Refer to Figure 7-3 for an
illustration.

As shown in Figure 7-3, the flash bank in this device is 144 bits wide, including 128 bits for normal data width
and two sets of 8 ECC bits. Each 8 ECC bits check 64 data bits and 19 address bits. Logically, these 8 ECC
bits repeat themselves four times as shown in Figure 7-3. In other words, physically, flash ECC occupies only
1/8 of the corresponding flash data; logically, the size of flash ECC is half of the corresponding flash data.

Figure 7-3. ECC Word Memory Mapping in CPU Address Space

Program data space ECC space
0x1FFFFC 32 bit word 7 Ox4FFFFC

| |

I |

I |

| |

| |

| |

| |

| |
0x20 32 bit word 7 NN ECC
0x18 32 bit word 6 .. Words
Ox14 32 bit word 5 R
0x10 32 bitword 4 45 | 67 | 45 [ 67 | 0x40000C
0xC 32 bit word 3 45 | 67 | 45 | 67 | 0x400008
0x8 32 b?t word 2 01 | 23 [ 01 | 23 | 0x400004
0x4 32 bit word 1
0x0 32 bit word O 01 | 23 | 01 | 23 | 0x400000

""""" 31

L ECC word 23: checks data word2+word3
L5 ECC word 01: checks data wordO+word1
L » ECC word 23: checks data word2+word3
» ECC word 01: checks data wordO+word1

143:136 135:128 127:64 63:0
ECC_UO0 ECC_Ul | DATA Ul | DATA_UO |
Flash Bank Wide Word Organization

Only 16-bit and 8-bit reads are supported when reading from the ECC space. The flash wrapper cannot
support 32-bit reads of the ECC bits because only 16 ECC bits are implemented in one flash row physically.
During both 16-bit and 8-bit reads, the flash wrapper will duplicate the physical 16 ECC bits as shown in
Figure 7-3.

Disabling ECC

Globally the ECC logic is enabled and disabled by an 4-bit EDACEN register. When the four bits are 0101,

the ECC logic is disabled. Any non-0101 combination value stored in the EDACEN register will enable the

ECC logic. It is advisable to enable the ECC logic with 1010 (0xA) stored to the EDACEN to prevent any soft
error from disabling ECC logic. ECC logic is enabled by default.

At any given time four different sectors can be disabled from ECC checking. This is done by specifying the
bank/sector to be excluded and its inverse value in the sector disable register FEDACSDIS and
FEDACSDIS2. Only when the programmed bank/sector ID value and its calculated inverted value matches
the programmed inverse value will the sector selected be excluded from ECC checking. After reset the sector
register is reset to all zeros which means that no sector is excluded from ECC checking.
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Figure 7-4. ECC ENABLE Generation
BankiDO —»O
BankIDO_inv ——p
Sector|DO —»Q H
SectorlDO_inv ———»
CPU . bankID ¢ Ly
dd Bank & sector
aceress —» ID decode Ly
sectorID error enable
N T_’
—
BankiD1

7.4.3.3

BankID1_inv

SectorlD1

SectorlD1_inv

ECC Generation Algorithm

EDACEN[3:0] — p1=0x5

The FO35 Flash stores 8 ECC bits for every 64 bits of data. This ECC is derived from both address and data
values to protect both fields. As shown in Figure 7-5, it takes three steps to generate the 8 ECC bits.

1. Generate the 8 ECC bits for data only
2. Generate the 8 ECC bits for address only
3. XOR the results from 1 and 2 together
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Figure 7-5. Flash ECC Calculation
Data(63:0) Address(21:3)
Generate 8 ECC bhits for Generate 8 ECC bits for
64 bit data based on the address based on the al-
algorithm in Table 7-2 gorithm in Table 7-3
A 8
8
8 ECC Bits stored in flash
Table 7-1 shows a calculation example:
Table 7-1. Data in Flash (BE32)
ADDR 21:0 Data 31:0 ADDR ECC Data ECC Final ECC
0x2415D8 0x01234567 0x97 OxFC 0x6B
0x2415DC Ox89ABCDEF

The first step is to “Generate the 8 ECC bits for data only”. Table 7-2 shows how to encode the ECC bits for
64 bits of data without address information. Each ECC bit is calculated as the parity bit for the corresponding
data bits marked with ‘X’ in the same column. The second row shows the corresponding parity used for each
ECC bit calculation. For even parity, XOR all data bits with an ‘x’ across each column to get the corresponding
ECC bit. For odd parity, XNOR all data bits with an ‘x’ across each column to get the corresponding ECC bit.
For example, ECC bit 7 is xnor_reduce(D55:40,D031:24,D7:0). This could also be calculated as:

Sum(D55:40,D31:24,D7:0,1) modulo 2.

For example, the 64 bits of data in Table 7-1 will generate the 8 bit ECC value OxFC for the data only.
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Table 7-2. ECC Encoding inside Cortex-M3 for the Data Bits
ECC bits? ECC[7] | ECC[6] | ECC[5] | ECC[4] | ECC[3] | ECC[2] | ECC[1] | ECCI0]
Parity? Odd Odd Odd Odd Odd Odd Even Even
63 X X X X X
62 X X X
61 X X X X X
60 X X X X X
59 X X X
58 X X X X X
57 X X X
56 X X X
55 X X X X X
54 X X X X X
53 X X X
52 X X X X X
51 X X X
50 X X X
49 X X X
48 X X X X X
47 X X X X X
46 X X X
45 X X X X X
44 X X X X X
43 X X X
42 X X X X X
41 X X X
40 X X X
39 X X X X X
2] 38 X X X X X
= 37 X X X
— 36 X X X X X
% 35 X X X
34 X X X
& 33 X X X
(@] 32 X X X X X
E 31 X X X X X
T 30 X X X X X
o 29 X X X X X
‘O 28 X X X X X
— 27 X X X X X
8 26 X X X X X
[al 25 X X X X X
24 X X X X X
23 X X X
22 X X X
21 X X X
20 X X X
19 X X X
18 X X X
17 X X X
16 X X X
15 X X X
14 X X X
13 X X X
12 X X X
11 X X X
10 X X X
9 X X X
8 X X X
7 X X X X X
6 X X X X X
5 X X X X X
4 X X X X X
3 X X X X X
2 X X X X X
1 X X X X X
0 X X X X X

Notes: 1) Each ECCJx] bit represents the parity bit for the corresponding data bits marked with x in the same column.

2) The ECC bit is generated as either an XOR(Even) or an XNOR(Odd) of the data bits marked with x in the same column.
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The second step is to “Generate the 8 ECC bits for address only”. The ECC calculation or algorithm for the
address is done as shown in Table 7-3. XOR all address bits with an ‘x’ across each column to get the
corresponding ECC(x) bit. For example, ECC bit 7 is xor_reduce(A9,A8,A7,A6,A5,A4,A3). This could also be
calculated as: (A9+A8+A7+A6+A5+A4+A3) modulo 2. For example, the address in Table 7-1 will generate
the 8 bit ECC value of 0x97 for the address only.

Table 7-3. ECC Encoding for the Address Bits

ECC bits?® ECC[7] | ECC[6] | ECC[5] | ECC[4] | ECC[3] | ECC[2] | ECC[1] | ECC[Q]
Parity? Even Even Even Even Even Even Even Even
ADDR HEX 0007F 7FF80 07F80 19F83 6A78D 2A9B5 OBAD1 554EA
21 X X X
n 20 X X X
= 19 X X X
jo] 18 X X X X X
%)) 17 X X X
g 16 X X X X X
_E 15 X X X X X
14 X X X X X
-<?: 13 X X X X X
o 12 X X X X X
11 X X X X X
E 10 X X X X X X X
@© 9 X X X
9— 8 X X X
(&) 7 X X X
'E 6 X X X
© 5 X X X
o 4 X X X
3 X X X X

Finally, the 8-bit data ECC and the 8-bit address ECC will be XORed together to calculate the final 8-bit ECC
value stored in flash. For example, the final 8-bit ECC result for the data / address in Table 7-1 is 0x6B.

7.43.4

ECC Syndrome Decoding

As shown in Figure 7-2, during a flash read, when the ECC is enabled, the ‘Read ECC generator’ inside FWM
will generated 8-bit ECC value based on the read data and address component. After that, the 8-bit read ECC
value will be XORed with the 8-bit ECC generated by the FWM, creating an 8-bit syndrome. The syndrome
is decoded to determine if an error has occurred:

No error

This is the normal condition. No further action is taken. Note that the error correction logic is always in the
datapath and there will be a negative impact on the flash speed regardless of an error occurring or not if
ECC logic is enabled.

Single error correction

The ECC algorithm is able to correct a single bit error. This erroneous bit could be one of the 64 data bits
or one of the 8 ECC bits. The syndrome is decoded and generates a signal to invert the failing bit. In this
case, the data read by the CPU is automatically corrected but the data in flash will not be corrected unless
the application code fixes the erroneous bit by reprogramming the flash.

There are three types of interrupts the ECC logic can generate when a single-bit error is detected and
corrected:

1. Interrupt on zero fail

The most common failure mechanism of flash memory is a data retention loss where electrons drain off
of the floating gate. This results in a zero changing into a one. The ECC circuit can detect this type of
failure. The failing bit can be reprogrammed without the need to erasing the flash first, thus restoring the
electrons to the floating gate. This effectively fixes the flash and reduces the possibility that later on, a
non-correctable failure will occur. The address and failing bit of each correctable error is latched and an
interrupt can be generated to signal the program that a failure occurred.
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When “Error On Zero Fail Only Enable (EZFEN)” bit is set, the “Error On Zero Fail Only” flag can
interrupt the processor when an expected 0 value turns into a 1 value. The address and error position
are frozen from being updated until the correctable error status flag is cleared by the host system.

Note: Instructions to clear the status flag should be placed at the end of the interrupt
subroutine. This is to avoid the address and position registers latching new values
during the interrupt subroutine.

2. Interrupt on One Fall

In the less likely event of data gain, when a failing bit occurs resulting in a one turning into a zero, the
flash sector must be erased before reprogramming.

When the “Error On One Fail Only Enable (EOFEN)” bit is set, the “Error On One Fail Only” flag can
interrupt the processor only when an expected 1 value turns into a 0 value. The address and error
position are frozen from being updated until the correctable status flag is cleared by the host system

To generate an interrupt for both zero fail and one fail simply enable both the “Error on Zero Fail Only”
and the “Error on One Fail Only” enable bits.

If both enable bits are disabled then no interrupt is generated but the ECC logic still detects and corrects
any correctable error.

3. Interrupt on error profiling

When the profiling interrupt is enabled by setting EPEN bit, each time a correctable error is detected by
the ECC logic, the correctable error occurrence counter (SEC_OCCUR bits in the FCOR_ERR_CNT
register) is incremented. A profiling interrupt is generated when the correctable error occurrence
counter is equal to the threshold value. The threshold is a 16-bit user programmable value
(SEC_THRESHOLD) stored in the FEDACCTRL?2 register. The error occurrence counter is frozen in
suspend mode (during JTAG debug mode).

An error can be either a hard error or a soft error. If the number of correctable errors reaches a large
threshold value in a short period of time then it is a high possibility that the error is a hard error. Although
a hard single-bit error is correctable, it does increase the risk that additional soft errors on the same
word can cause a non-correctable failure.

When the ECC logic detects a correctable error, the associated error address and error position are
immediately stored into the Correctable Error Address Register (FCOR_ERR_ADD) and the Correctable
Error Position Register (FCOR_ERR_POS). During pipeline mode, when data are pre-fetched in
advanced of a CPU fetch, the interrupt is not generated until the word is requested by the CPU. When the
addressed word is requested by the CPU, the associated error interrupt status flag (Error on Zero Fail or
Error on One Fall) is set and the interrupt request is generated if the word was detected to have an error.

During pipeline mode the error address and position registers may be overridden with new values if the
earlier word detected with an error is not requested by the CPU and another error is detected for the
subsequent bank reads. This means that the address and position are overridden as long as the error
status flag is not set. Once an error status flag bit is set the error address and position are frozen until the
associated error status flag is cleared by the CPU.

If profiling is enabled then any correctable error detected will increment the error counter. The counter is
incremented immediately when an error is detected regardless if the faulted word is later accessed or not
by the CPU.

* Non-correctable error detection
When there is more than one error bit detected, the SECDED generates a un-correctable error signal on
the UERR output signal to the ESM and ECC_MUL_ERR (Double/Multi Bit ECC error) flag is set in
FEDACSTATUS register. During an non-correctable error the data is unchanged. The address location on
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7.4.35

which the un-correctable error is detected is saved in an error address register FUNC_ERR_ADD. This
register is frozen from being updated until it is read by the CPU. The UERR will set an un-correctable error
interrupt flag inside the ESM module. An abort is not generated for a non-correctable error due to timing
impact on HREADY generation.

Note: The UERR signal is frozen upon the first occurence of an error. Subsequent errors
detected will not assert the UERR until the error address register is read. The freeze can
be cleared by reading the FUNC_ERR_ADD register.

When an un-correctable error is detected, the error address is immediately saved to the un-correctable
error register. The error signal is not generated until the word is requested by the CPU. Once the error
signal is generated the un-correctable error address register is frozen until it is read by the CPU. Similar
to the correctable error address register the un-correctable error address register can be overridden with
a new value if the previous detected un-correctable data word is not requested by the CPU and another
un-correctable error is detected by the ECC logic.

JTAG Debug Mode

During JTAG debug mode, the data read from memory is still passed to the ECC logic for correction if ECC
is enabled. If a correctable error is detected then it is corrected but the error interrupt is not generated and
the error occurrence counter is not incremented if in profiling mode. If an un-correctable error is detected then
the raw data is returned without generating an un-correctable error signal.
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7.4.4 Data Security

Data security against either accidental or deliberate access by unauthorized agents is built into the flash
module. Level 1 security allows each sector to be individually protected from any access other than read.

At power up, all of the sector-enable bits in FBSE are initialized to 0 so that the flash memory location cannot
be modified. The sector should only be enabled when erasing or programming flash memory. The sector-
enable bits can only be modified in privileged mode AND when the PROTL1DIS bit in the FBPROT register
is 1. The sector-enable bits of the sectors within the bank selected by bits BANK[2:0] in register FMAC can
be modified by writing the corresponding FBSE bit.
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7.45 Automatic Power-down of Flash Banks

7451

7452

The flash module provides a mechanism to automatically power down flash banks after they have not been
accessed for some user programmable time. Special timers automatically sequence the power up and power
down of each bank independently of each other. The charge pump module has its own independent power
up/down timers as well.

Active Grace Period

The active grace period (AGP) can be used to optimize the flash module power consumption vs access time.
Faster access times are associated with higher power modes of operation. At one extreme, the power control
logic could attempt to reduce power consumption by putting the banks and charge pump into a low-power
mode immediately at the end of every flash access. However, if accesses are only a few cycles apart, this
can actually increase power consumption versus leaving the flash powered, because the banks and charge
pump consume more power during flash startup and access.

The active grace periods (supported for each bank independently in addition to the charge pump module)
allow the banks and/or charge pump to be maintained in active mode for a specified period following an
access. This is done in anticipation of another read within the AGP time, to allow the subsequent read to have
a faster access and spend less time dissipating power than if the bank went into one of the low power modes
immediately. If the next access does not occur within the AGP time, the power control logic can automatically
put the bank and/or charge pump into a low-power mode to reduce power consumption during long periods
of inactivity.

The AGP value is programmed by a set of programmable counters (FBAC and FPAC2) which keep the flash
bank or charge pump in active mode until the counter expires, at which time the bank or charge pump reverts
to its fallback power mode as defined in the FBFALLBACK and FPACL registers. The application software
can program the fallback power mode to be standby or sleep mode to reduce power consumption, or program
it to be active mode to keep the bank active regardless of counter settings (default). The charge pump AGP
counter remains in its initialized state when any one of the banks is active, including the AGP counter of the
bank. The charge pump AGP counter begins counting when all banks have become inactive. The application
software can also check the current power mode of flash bank and charge pump by reading the FBPRDY
register. See register descriptions for detail information.

Wakeup of Flash Banks/Pumps

Any access to a flash bank causes the bank and charge pump to go into active mode, regardless of their
current state. Also, any erase, program, or validate sector command causes the charge pump to become
active.

If the charge pump is in sleep mode when the flash access begins, the power mode control logic automatically
sequences the charge pump to standby mode, then to active mode. Also, if any bank is active or in standby
mode, the charge pump is active, independent of the charge pump fallback power mode.

The CPU can override the power control functions of the flash module by setting all of the AGP counters to
zero. In this case, the power mode control logic still sequences the pump through standby mode automatically
if needed, and it activates the pump automatically if any bank is put into any power mode other than sleep
mode.
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7.5 Control Registers
This section details the flash module registers, summarized in Figure 7-6. A detailed description of each
register and its bits is also provided.
The flash module control registers can only be read and/or written by the CPU while in privileged mode. Each
register begins on a word boundary. All registers are 32-bit, 16-bit and 8-bit accessible. The start address of
the flash module is OxFFF87000.

Figure 7-6. Flash Control Register Summary

31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
OffsetAddress
Register 15 14 13 12 11 10 9 8 7 6 5 4 3 2 1 0
OxFFF87000 Reserved
FRDCNTL
Page 245 ASW- EN
Reserved RWAIT Reserved STEN Reserved PIPE
OxFFF87004 Reserved
FSPRD
Page 246 Reserved RM1 | RMO
SUSP :
OXEFEB7008 Reserved _ Reserve EDACMODE
IGNR
FEDACCTRL1
Page 247 Reserved EE?\IF EEZNF EPEN| reserved |EOCV|EZzCV EDACEN
OxFFF8700C Reserved
FEDACCTRL2
Page 250 SEC_THRESHOLD
OxFFF87010 Reserved
FCOR_ERR_CN
T
Page 251 COR_ERR_CNT
OxFFF87014 Reserved COR_ERR_ADD[26:16]
FCOR_ERR_AD
D
Page 252 COR_ERR_ADD[15:3] word offset[2:0]
0x18 Reserved
FCOR_ERR_PO
S
ECC
Page 253 Reserved ERR SERR_POS[7:0]
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Figure 7-6. Flash Control Register Summary (Continued)
31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
Offset Address
Register 15 14 13 12 1 10 9 8 7 6 5 4 3 2 1 0
OXFFF8701C Reserved
FEDACSTATUS ECC ERR | ERR | ERR
Page 255 Reserved MUL Reserved ONE |ZERO| PRF
ERR FLG | FLG | FLG
OXFFF87020 UNC_ERR_ADDI[31:16]
FUNC_ERR_AD
[»)
Page 257 UNC_ERR_ADDI[15:3] 00
. reserv SectorlDL i reserv
OXFEF87024 BankID1_inverse ed ectoribl_inverse BankIiD1 ed SectorID1
F’EDerCZSéagls . TEEETY ) reserv
9 BankIDO_inverse - SectorIDO_inverse BankIDO =~ SectorlDO
OXFFF87028 - Reserved
OxFFF8702C
Reserved
OxFFF87030 Reserved
FBPROT
Page 259 PROT
L1DIS
OxFFF87034 Reserved
FBSE
Page 260 BSE[15:0]
Reserved
OxFFF87038
Reserved Reserved for Flash API
OXFEF8703C reserved OTPPROTDIS[7:0]
FBAC
Page 261 BAGP[7:0] VREADST[7:0]
OxFFF87040 Reserved
FEPALLBACK BANKPWR1 | BANKPWRO
Page 262 R
eserved [1:0] [1:0]
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Figure 7-6. Flash Control Register Summary (Continued)
31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
Offset Address
Register 15 14 13 12 11 10 9 8 7 6 5 4 3 2 1 0
OXFFF87044 Reserved
FBPRDY PUMP BANKRDY([3:0
Page 263 .
RDY Reserved ]
OXEEF87048 reserved PSLEEP[10:0]
FPAC1 PUMP
Page 264
Reserved PWR
OXFFF8704C Reserved
FPAC2
Page 265
PAGP[15:0]
0xFFF87050 Reserved
FMAC
Page 266
Reserved BANK]J2:0]
Reserved
OxFFF87054
Reserved for Flash API
EMU_DMW/[63:48]
OxFFF87058
FEMU_DMSW
Page 267
EMU_DMW/[47:32]
EMU_DLWI[31:16]
OxFFF8705C
FEMU_DLSW
Page 268
EMU_DLWI[15:0]
Reserved
OXFFF87060
FEMU_ECC
Page 269
Reserved EMU_ECC[7:0]
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Figure 7-6. Flash Control Register Summary (Continued)
31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
Offset Address
Register 15 14 13 12 1 10 9 8 7 6 4 2 1 0

Reserved

OxFFF87064

Reserved for Flash API

Reserved

OxFFF87068 -

OxFFF8707C
Reserved
Reserved

OxFFF87080 -

OxFFF870BC
Reserved

. reserv . reserv
OXFFFS70C0 BankID3_inverse - SectorID3_inverse BankID3 - SectorlD3
FEDACSDIS2 reserv reserv
Page 270 BankID2_inverse - SectorID2_inverse BankID2 - SectorlD2
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7.5.1

Flash Option Control Register (FRDCNTL)

FRDCNTL supports pipeline mode. There is only one FRDCNTL register for the entire FO35 Flash.

Figure 7-7. Flash Option Control Register (FRDCNTL) [OxFFF87000]

31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
Reserved
R-0
15 14 13 12 11 10 9 8 7 6 5 4 3 2 1 0
Reserved RWAIT Reserved ;S_g\l Reserved Pllzlg\lE
R-0 RWP-0001 R-0 RWP-0 R-0 RWP-0

-n = Value after reset, R=Read, WP=Write in Privilege Mode

Table 7-4. Flash Option Control Register (FRDCNTL) Field Descriptions

Bit Name Value

Description

31-12 Reserved

Reads return zeros and writes have no effect.

11-8 RWAIT 0x0-0xF

Random/data Read Wait State

The random read wait state bits indicate how many wait states are
added to a flash read access.

In Pipeline mode there is always one wait state even when they
are setto 0.

Note: The required wait states for each HCLK frequency can be
found in device datasheet.

7-5 Reserved

Reads return zeros and writes have no effect.

4 ASWSTEN

Address Setup Wait State Enable

Address Setup Wait State is disabled.

Address Setup Wait State is enabled. Address is latched one
cycle before decoding to determine pipeline hit or miss. Address

Setup Wait State is only available in pipeline mode.

Note: The required address wait state for each HCLK frequency
can be found in device datasheet.

3-1 Reserved

Reads return zeros and writes have no effect.

0 ENPIPE

Enable Pipeline Mode
Pipeline mode is disabled.

Pipeline mode is enabled.
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7.5.2 Flash Special Read Control Register (FSPRD)
Figure 7-8. Flash Special Read Control Register (FSPRD - OxFFF87004)
31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
Reserved
R-0
15 14 13 12 11 10 9 8 7 6 5 4 3 2 1 0
Reserved RM1 RMO
R-0 RWP-0x0

-n = Value after reset, R=Read, WP=Write in Privilege Mode

Table 7-5. Flash Special Read Control Register (FSPRD) Field Descriptions

Bit Name Value Description
31-2 Reserved Reads return zeros and writes have no effect.
1 RM1 Read Margin 1
0 Read Margin 1 mode is enabled.
1 Read Margin 1 mode is enabled.
0 RMO Read Margin 0
0 Read Margin 0 mode is disabled.
1 Read Margin 0 mode is enabled.
Note: If both RMO and RM1 are set then Read Margin O is taken.
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7.5.3 Flash Error Detection and Correction Control Register 1 (FEDACCTRL1 - OxFFF87008)

Figure 7-9. Flash Error Detection and Correction Control Register 1 (FEDACCTRL1 - OxFFF87008)

31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
Reserved Slgiz— R EDACMODE
R-0 RWP-0 R-0 RWP-0xA
15 14 13 12 11 10 9 8 7 6 5 4 3 2 1 0
Reserved EEONF EEZNF EPEN Reserved EOCV | EZCV EDACEN
R-0 RWP-0 RWP-0 R-0 RWP-0 RWP-0 RWP-0x5

-n = Value after reset, R=Read, WP=Write in Privilege Mode
This register controls ECC detection.

Table 7-6. Flash Error Detection and Correction Control Register 1 (FEDACCTRL1) Field Descriptions

Bit Name Value Description
31-25 Reserved Reads return zeros and writes have no effect.
24 SUSP_IGNR Suspend Ignore.

In emulation mode, for example, viewing memory in the debug-
ger’s window, the CPU suspend signal is set. This bit determines
whether the CPU suspend signal is ignored by the FWM.

0 CPU suspend signal blocks error bits setting and un-freezing.

The flash module blocks all errors from setting the error bits in
emulation mode and blocks the un-freezing of the bits and regis-
ters by reading the FUNC_ERR_ADD register.

1 CPU suspend has no effect on error bit setting and un-freezing.

The flash module ignores the CPU suspend signal and allows the
error bits to set even in emulation mode. It also allows the flash
module to un-freeze the error bits and other registers by reading
the FUNC_ERR_ADD register even in emulation mode.

23-20 Reserved Reads return zeros and writes have no effect.

19-16 EDACMODE Error Correction Mode.

In detection only mode any multi-bit or single bit error will result in
an ECC_MUL_ERR and UERR will trigger. Single bit error flags,
and profiling are disabled.

0101 Error Detection mode. In this mode, only detection is enabled.

all other values | Error Correction mode. In this mode, single bit error will be cor-
rected if the ECC logic is enabled.

Note: It is recommended writing “1010” to enable EDACMODE to
guard against soft error from flipping EDACMODE to a disable
state.
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Table 7-6. Flash Error Detection and Correction Control Register 1 (FEDACCTRL1) Field Descriptions

Bit Name Value Description
15-9 Reserved Reads return zeros and writes have no effect.
10 EOFEN Error on One Fail Enable

When this bit is set, correctable errors where a one reads as a
zero will generate an interrupt. Sector erase is required to restore
a bit from zero to one.

0 Error on One Fail interrupt is disabled.
1 Error on One Fail interrupt is enabled.
9 EZFEN Error on Zero Fail Enable

When this bit is set, correctable errors where a zero bit reads as a
one will generate an interrupt. This bit is used in systems where
the user wants to restore failing zeros by reprogramming the fail-
ing bit. Failing ones can not be restored.

0 Error on Zero Fail interrupt is disabled.

1 Error on Zero Fail interrupt is enabled.
8 EPEN Error Profiling Enable.

0 Error profiling is disabled.

1 Error profiling is enabled.

The correctable error interrupt is generated when number of cor-
rectable bit errors detected and corrected has reached the thresh-
old value defined in the FEDACCTRL?2 register

7-6 Reserved Reads return zeros and writes have no effect.
5 EOCV One Condition Valid.
0 One condition valid is disabled.

Reading of an erased location (64 data bits and the corresponding
8 ECC bits are all ones) will generate ECC errors. The error
counter for profiling will increment if all ones are detected.

1 One condition valid is enabled.

Reading of an erased location (64 data bits and the corresponding
8 ECC bits are all ones) will NOT generate ECC errors. The error
counter for profiling will NOT increment if all ones are detected.

4 EZCV Zero Condition Valid.

0 Zero condition valid is disabled.

Reading of all zeros (64 data bits and the corresponding 8 ECC
bits are all zeros) will generate ECC errors. The error counter for
profiling will increment if all zeros are detected.

1 Zero condition valid is enabled.

Reading of all zeros (64 data bits and the corresponding 8 ECC
bits are all zeros) will NOT generate ECC errors. The error
counter for profiling will NOT increment if all zeros are detected.
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Table 7-6. Flash Error Detection and Correction Control Register 1 (FEDACCTRL1) Field Descriptions

Bit Name Value Description
3-0 EDACEN Error Detection and Correction Enable
0101 Disable - Error Detection and Correction is disabled
all others Enable - Error Detection and Correction is enabled

Note: It is recommended writing “1010” to enable EDACEN to

guard against soft error from flipping EDACEN to a disable state.

Error Detection and Correction is enabled by default.
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7.5.4 Flash Error Correction and Correction Control Register 2 (FEDACCTRL2 - OxFFF8700C)

Figure 7-10. Flash Error Correction and Correction Control Register 2 (FEDACCTRL?2 - OxFFF8700C)

31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
Reserved
R-0
15 14 13 12 11 10 9 8 7 6 5 4 3 2 1 0

SEC_THRESHOLD

RWP-0

-n = Value after reset, R=Read, WP=Write in Privilege Mode

Table 7-7. Flash Error Correction Control and Correction Register 2 (FEDACCTRL2) Field Descriptions

Bit Name Value Description
31-16 | Reserved Reads return zeros and writes have no effect.
15-0 SEC_THRESHOLD Single Error Correction Threshold

This register contains the threshold value for the SEC (single
error correction) occurrences before a single interrupt request is
generated. A threshold of zero disables the threshold so that it
never triggers the profile interrupt.
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7.5.5

Flash Error Correction Counter Register (FCOR_ERR_CNT - OxFFF87010)

Figure 7-11. Flash Error Correction Counter Register (FCOR_ERR_CNT - 0xFFF87010)

31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
Reserved
R-0
15 14 13 12 11 10 9 8 7 6 5 4 3 2 1 0

COR_ERR_CNT

-n = Value after reset, R=Read, WP=Write in Privilege Mode

RWP-0

Table 7-8. Flash Error Correction Counter Register (FCOR_ERR_CNT) Field Descriptions

Bit Name Value Description
31-16 Reserved Reads return zeros and writes have no effect.
15-0 COR_ERR_CNT Correctable Error Counter

This 16 bit counter contains the number of correctable error

register is set to one.
Note: Clear the this register before changing the
SEC_THRESHOLD field in the FEDACCTRL2 register.

occurrences. A write to this register with any value will reset the
counter to all zeros. The counter resets to 0 when it is equal to the
threshold value and continues to increment if it detects an error
again. This counter is frozen in emulation mode. The register only
counts when the error profiling bit EPEN in the FEDACCTRL1
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7.5.6 Flash Correctable Error Address (FCOR_ERR_ADD - OxFFF87014)

Figure 7-12. Flash Correctable Error Address (FCOR_ERR_ADD - 0xFFF87014)

31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
Reserved COR_ERR_ADD[26:16]
R-0 R-u
15 14 13 12 11 10 9 8 7 6 5 4 3 2 1 0
COR_ERR_ADD[15:3] word offset[2:0]

R-u

-n = Value after reset, R=Read, WP=Write in Privilege Mode
-u = unchanged value on internal reset, cleared on power up

R-0

This register is not changed after the nRST. This register will not get updated when either ERR_ZERO_FLG
or ERR_ONE_FLG is ‘1". Also, the FCOR_ERR_POS register will not get updated when either bit is set.

Note: The error address is captured during errors when either EOFEN or EZFEN enable bit is set. During
error profiling mode when only EPEN is set, the error address is not captured if an correctable error is

detected.

Table 7-9. Flash Correctable Error Address (FCOR_ERR_ADD) Field Descriptions

mode.

Bit Name Value Description
31-27 Reserved Reads return zeros and writes have no effect.
26-3 COR_ERR_ADD Error Address

COR_ERR_ADD records the CPU logical address of which a cor-
rectable error (ECC single bit error) is detected by the ECC logic
in the CPU. This register is frozen from changing during emulation

have no effect

2-0 word offset 0 The last 3 digit of the correctable error address. Since ECC is
checked on 64 bit data, the address captured is aligned to a 64-bit
boundary with bit[2:0] tied to 0. These bits always read 0; writes
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7.5.7 Correctable Error Position Register (FCOR_ERR_POS)

This register is not changed with the nRST and contains unknown data at powerup. This register will not get
updated when either ERR_ZERO_FLG orERR_ONE_FLG s ‘1’. Also, the FCOR_ERR_ADD register will not
get updated when either bit is set.

Figure 7-13. Correctable Error Position Register (FCOR_ERR_POS) [offset = OxFFF87018]

31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
Reserved Reserved Reserved Reserved
R-0 R-0101 R-0 R-0101
15 14 13 12 11 10 9 8 7 6 5 4 3 2 1 0
ECC )
Reserved ERR SERR_POSJ[7:0]
R-0 R-u R-u

R=Read, WP=Write in privilege mode,-n = Value after reset, R=Read, WP=Write in Privilege Mode
-u = unchanged value on internal reset, cleared on power up

Table 7-10. Correctable Error Address Register (FCOR_ERR_ADD) Field Descriptions

Bit Name Value Description

31-28 | Reserved 0000 Reads return zeros and writes have no
effect.

27-24 | Reserved 0101 Reads return 0x5 and do NOT write to this
field.

23-20 | Reserved 0000 Reads return zeros and writes have no
effect.

19-16 | Reserved 0101 Reads return Ox5 and do NOT write to this
field.

8 ECC_ERR Error Type

This bit indicates whether the single error
detected is a data bit error or check bit error.
The error is not a check bit error
The error is a check bit error
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Table 7-10. Correctable Error Address Register (FCOR_ERR_ADD) Field Descriptions (Continued)

Bit Name Value Description
7-0 SERR_POS Single Error Position
SERRPOSITION records the binary
encoded error position of which a single
error is detected. Error position is captured
into SERRPOSITION when a single bit error
is detected. Following examples illustrate
the error position being captured in SER-
RPOSITION.
This register is frozen from changing during
suspend mode.
FSERRPOSTION Comments
ECC_ERR 7:0
0 0x00 Data Bit0 | Values 0-63 is data
0 0x07 Data Bit 7
0 O0x3F Data Bit 63
1 0x00 eccBito | Bit8, ECC_ERR indicates ECC bits
1 0x07 ECCBit 7
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7.5.8 Flash Error Status Register (FEDACSTATUS - 0xFFF8701C)

Figure 7-14. Flash Error Status Register (FEDACSTATUS - OxFFF8701C)

31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
Reserved
R-0
15 14 13 12 11 10 9 8 7 6 5 4 3 2 1 0
ECC ERR | ERR | ERR
Reserved MUL Reserved ONE | ZERO | PRF
ERR FLG | FLG | FLG
R-0 RCP-u R-0 RCP-u RCP-u RCP-u

-n = Value after reset, R=Read, CP=Clear in Privilege Mode by writing a 1,
-u = unchanged value on internal reset, cleared on power up

All these error status bits can be cleared by writing a one to the bit. Writing a zero has no effect.

These error bits are not set in the emulation mode but they can be cleared in the emulation mode by writing
‘1’s to the bits. By setting the SUSP_IGNR bit to ‘1’ these error bits can be set in suspend mode.

Bits 0 to 2 show correctable errors while bits 8 show uncorrectable errors.

When the correctable errors are detected, the current address is stored in the FCOR_ERR_ADD register and
frozen.The correctable errors in bits 2:0 must be cleared before the end of the interrupt service routine or else
the interrupt will re-issue. A one in bits 1 or 2 will prevent bits 1 or 2 from setting. Bit 1 will not set if bit 2 is
set. The FCOR_ERR_ADD and FCOR_ERR_POS registers will not update while bit 1 or 2 are set.

When the uncorrectable errors are detected, the current address is stored in the FUNC_ERR_ADD register
and frozen. The FUNC_ERR_ADD will not change again unless it is first unfrozen by being read. Additional
uncorrectable errors are blocked from setting additional error bits until the FUNC_ERR_ADD is unfrozen. All
the uncorrectable error bits will assert a UERR to the ESM module while unfrozen. Then, the UERR signal is
frozen until the FUNC_ERR_ADD is read.

Flash wrapper has higher priority than the CPU to set the error bit. This could cause a condition where the
error bit is cleared before it can be read by the CPU. To avoid the freezing of the error bits and error address
under this situation, the application should read the FUNC_ERR_ADD to un-freeze the error bits and error
address if an interrupt is generated but no error bit is set.

Table 7-11. Flash Error Status Register (FEDACSTATUS) Field Descriptions

Bit Name Value Description
31-9 Reserved Reads return zeros and writes have no effect.
8 ECC MUL ERR Multiple bit ECC StatusFlag
0 Un-correctable double bit or multiple bit ECC Error is not detected
1 Un-correctable double bit or multiple bit ECC Error is detected
Note: Address error in flash bank is also treated as multiple bit
ECC Error.
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Bit Name Value Description
7-3 Reserved Reads return zeros and writes have no effect.
2 ERR_ONE_FLG Error On One Fail Status Flag
If EOFEN (Error on One Fail Enable) bit is set then
ERR_ONE_FLG flag is set when a correctable error is detected
and the bit at fault is read as 0 and corrected to be 1.
0 Error on One Fail is not detected.
1 Error on One Fail is detected.
This bit will not get set when either ERR_ZERO_FLG or
ERR_ONE_FLG is ‘1'. This also means the FCOR_ERR_POS
and FCOR_ERR_ADD will not get updated when either bit is
set.
1 ERR_ZERO_FLG Error On Zero Fail Status Flag
If EZFEN (Error on Zero Fail Enable) bit is set then
ERR_ZERO_FLG flag is set when a correctable error is detected
and the bit at fault is read as 1 and corrected to be 0.
0 Error on Zero Fail is not detected.
1 Error on Zero Fall is detected.
Note: This bit will not get set when either ERR_ZERO_FLG or
ERR_ONE_FLG is ‘1. This also means the FCOR_ERR_POS
and FCOR_ERR_ADDR will not get updated when either bit is
set.
0 ERR PRF FLG ERR_PRF_FLG flag. Only apply when EPEN is set.
0 Profiling error is not detected.
1 Profiling error is detected.

The number of occurrences of correctable error detected and cor-
rected by ECC logic in the CPU has reached the programmed
threshold value stored in FEDACCTRL?2 register
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7.5.9 Flash Un-correctable Error Address (FUNC_ERR_ADD - OxFFF87020)
Figure 7-15. Flash Un-correctable Error Address (FUNC_ERR_ADD - OxFFF87020)

31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
UNC_ERR_ADDI[31:16]
R-u
15 14 13 12 11 10 9 8 7 6 5 4 3 2 1 0
UNC_ERR_ADDI[15:3] 00
R-u R-0

-n = Value after reset, R=Read, WP=Write in Privilege Mode
-u = unchanged value on internal reset, cleared on power up

During emulation mode, this address is frozen even when read. By setting the SUSP_IGNR bit, this register
can be un-frozen in emulation mode.

This register is not changed with the reset signal and contains unknown data at powerup.

Table 7-12. Flash Un-correctable Error Address (FUNC_ERR_ADD) Field Descriptions

Bit Name Value Description

31-3 UNC_ERR_ADD Un-correctable Error Address

UNC_ERR_ADD records the CPU logical address of which an un-
correctable error is detected by the ECC logic. This error address
is frozen from begin updated until it is read by the CPU. Additional
error are blocked until this register is read.

It only captures address of 22:3 for multiple bit ECC errors.

2-0 word offset 0 The last 3 digit of the address. Since ECC is checked on 64 bit
data, the address captured is aligned to a 64-bit boundary with
bit[2:0] tied to 0. If the ECC error was due to an address bit then
this value will be questionable.
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7.5.10 Flash Error Detection Sector Disable (FEDACSDIS - 0xFFF87024)

Figure 7-16. Flash Error Detection Sector Disable (FEDACSDIS - 0xFFF87024)

31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
reserve ) reserve
BankID1_inverse d SectorID1_inverse BankID1 d SectorlD1
RWP-0 R-0 RWP-0 RWP-0 R-0 RWP-0
15 14 13 12 11 10 9 8 7 6 5 4 3 2 1 0
i reserve . reserve
BankIDO_inverse d SectorlDO_inverse BankIDO d SectorlDO
RWP-0 R-0 RWP-0 RWP-0 R-0 RWP-0

-n = Value after reset, R=Read, WP=Write in Privilege Mode

The sectors specified in this register is excluded from error detection checking. The user must specify the
bank/sector to be excluded and its inverse value in this register. Only when the programmed bank/sector ID
value and its calculated inverted value matches the programmed inverse value will the sector selected be
excluded from ECC checking. FEDACSDIS2 serves the same purpose. Bank/sector ID is the Bank NO./

Sector NO. in the device datasheet.

Table 7-13. Flash Error Detection Sector Disable (FEDACSDIS) Field Descriptions

Bit Name Value Description
31-29 | BankiD1_Inverse This is the inverse value of the bank ID which contains the sector to be dis-
abled from error detection checking.
28 Reserved Reads return zeros and writes have no effect.
27-24 | SectorID1_Inverse This is the inverse value of the sector ID to be disabled from error detection
checking.
23-21 BankiD1 This is the value of the bank ID which contains the sector to be disabled from
error detection checking.
20 Reserved Reads return zeros and writes have no effect.
19-16 | SectorlD1 This is the value of the sector ID to be disabled from error detection checking.
15-13 | BankIDO_lInverse This is the inverse value of the bank ID which contains the sector to be dis-
abled from error detection checking.
12 Reserved Reads return zeros and writes have no effect.
11-8 SectorIDO_Inverse This is the inverse value of the sector ID to be disabled from error detection
checking.
7-5 BankIDO This is the value of the bank ID which contains the sector to be disabled from
error detection checking.
4 Reserved Reads return zeros and writes have no effect.
3-0 SectorlDO This is the value of the sector ID to be disabled from error detection checking.
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7.5.11 Flash Bank Protection Register (FBPROT - OxFFF87030)

Figure 7-17. Flash Bank Protection Register (FBPROT - OxFFF87030)

31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
reserved
R-0
15 14 13 12 11 10 9 8 7 6 5 4 3 2 1 0
PROTL
1DIS
.R-0 RWP-0

-n = Value after reset, R=Read, WP=Write in Privilege Mode

Table 7-14. Flash Bank Protection Register (FBPROT) Field Descriptions

Bit Name Value Description
31-1 Reserved Reads return zeros and writes have no effect.
0 PROTLI1DIS PROTLI1DIS: Level 1 Protection Disabled

Level 1 Protection Disable bit. Setting this bit disables protection
from writing to the OTPPROTDIS bits as well as the Sector
Enable registers FBSE for all banks. Clearing this bit enables pro-
tection and disables write access to the OTPPROTDIS register
bits and FBSE register.

0 Level 1 protection is disabled.

1 Level 1 protection is enabled.
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7.5.12 Flash Bank Sector Enable Register (FBSE- OxFFF87034)
FBSE provides one enable bit per sector for up to 16 sectors per bank. Each bank in the flash module has
one FBSE register. The bank is selected via the BANK[2:0] bits of the FMAC register. As only one bank at a
time can be selected by FMAC, only the register for the bank selected appears at this address.

Figure 7-18. Flash Bank Sector Enable Register (FBSE - 0x34)

31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
Reserved
R-0
15 14 13 12 11 10 9 8 7 6 5 4 3 2 1 0
BSE[15:0]
RWP-0

-n = Value after reset, R = Read, WP = Write in Privilege Mode

Table 7-15. Flash Bank Sector Enable Register (FBSE)

Bit Name Value Description
31-16 Reserved Reads return zeros and writes have no effect.
15-0 BSE[15:0] Bank Sector Enable
Each bit corresponds to a flash sector in the bank specified by the FMAC
register. This bit can be set only when PROTL1DIS =1 and in privilege mode.
0 The corresponding numbered sector is disabled for program or erase access.
1 The corresponding humbered sector is enabled for program or erase access.
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7.5.13 Flash Bank Access Control Register (FBAC - 0x3C)

Figure 7-19. Flash Bank Access Control Register (FBAC - OxFFF8703C)

31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
reserved OTPPROTDIS[7:0]
R-0 RWP-00000000
15 14 13 12 11 10 9 8 7 6 5 4 3 2 1 0
BAGP[7:0] VREADST[7:0]
RWP-0 RWP-00001111

-n = Value after reset, R = Read, WP = Write in Privilege Mode

Table 7-16. Flash Bank Access Control Register (FBAC) Field Descriptions

Bit Name Value Description
31-24 Reserved Reads return zeros and writes have no effect.
23-16 OTPPROTDIS[7:0] OTP Sector Protection Disable.

PROTL1DIS = 1 and in privilege mode.

Each bit corresponds to a flash bank. This bit can be set only when

0 Programming of the OTP sector is disabled.
1 Programming of the OTP sector is enabled.
15-8 BAGP[7:0] Bank Active Grace Period.

fallback mode is not ACTIVE.

divided by 16 from HCLK.

These bits contain the starting count value for the BAGP down counter.
Any access to a given bank causes its BAGP counter to reload the
BAGP value for that bank. After the last access to this flash bank, the
down counter delays from 0 to 255 prescaled HCLK clock cycles before
putting the bank into one of the fallback power modes as determined by
the FBFALLBACK register. This value must be greater than 1 when the

Note: The prescaled clock used for the BAGP down counter is a clock

7-0 VREADST[7:0] VREAD Setup.

after VREAD power supply becomes stable.

standby and standby to active is hardcoded in the flash wrapper
design.

Note: There is not a programmable Bank Sleep counter and Standby
counter register. The number of clock cycles to transition from sleep to

VREAD is generated by the flash pump and used for flash read opera-
tion. The bank power up sequencing starts VREADST HCLK cycles
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7.5.14 Flash Bank Fallback Power Register (FBFALLBACK - OxFFF87040)

Figure 7-20. Flash Bank Fallback Power Register (FBFALLBACK - OxFFF87040)

31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
Reserved
R-0
15 14 13 12 11 10 9 8 7 6 5 4 3 2 1 0
Reserved BANKPWR1 BANKPWRO
[1:0] [1:0]
RWP-0xF RWP-11 RWP-11

-n = Value after reset, R = Read, WP = Write in Privilege Mode

Table 7-17. Flash Bank Fallback Power Register (FBFALLBACK) Field Descriptions

Bit Name Value Description
31-16 | Reserved Reads return zeros and writes have no effect.
15-8 Reserved Not used in this device.
3-2 BANKPWR1[1:0] Bank 1 Fallback Power Mode
00 Bank sleep mode
01 Bank standby mode
10 Reserved
11 Bank active mode
1-0 BANKPWRO[1:0] Bank O Fallback Power Mode - See BANKPWR1[1:0] for details.
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7.5.15 Flash Bank/Pump Ready Register (FBPRDY - OxFFF87044)
FBRDY allows the user to determine if the associated bank or the pump is ready for read access.

Figure 7-21. Flash Bank/Pump Ready Register (FBPRDY - OxFFF87044)

31 30 29 28 27 26 24 23 22 21 20 19 18 17 16
Reserved
R-0
15 14 13 12 11 10 8 7 6 5 4 3 2 1 0
PUMP Reserved Reserved BANKRDY[1:0]
RDY
R-1 R-0 R-Ox3F R-0x3

-n = Value after reset, R = Read, WP = Write in Privilege Mode

Table 7-18. Flash Bank/Pump Ready Register (FBPRDY) Field Descriptions

Bit

Name

Value

Description

31-16

Reserved

Reads return zeros and writes have no effect.

15

PUMPRDY

Pump Ready

Pump Ready is a read-only bit which allows software to determine
if the pump is ready for flash access before attempting the actual
access. If an access is made to a bank when the pump is not
ready, wait states are asserted until it becomes ready.

Pump is not ready

Pump is ready, in active power state.

14-8

Reserved

Reads return zeros and writes have no effect.

7-2

Reserved

Reads return Ones and writes have no effect.

1-0

BANKRDY([1:0]

Bank Ready

This is a read-only register which allows software to determine if
the corresponding bank is ready for flash access before the
access is attempted.

Note: User should wait for both the pump and the targeted bank
to be ready before attempting an access.

The corresponding bank is not ready. For example,
BANKRDY[1]=0 means BANK1 is not ready for access.

The corresponding bank is ready, in active power mode. For
example, BANKRDY[1]=1 means BANK1 is ready for access.
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7.5.16 Flash Pump Access Control Register 1 (FPAC1 - OxFFF87048)
Figure 7-22. Flash Pump Access Control Register 1 (FPAC1 - OxFFF87048)
31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
reserved PSLEEP[10:0]
R-0 RWP-0xC8
15 14 13 12 1 10 9 8 7 6 5 4 3 2 1 0
PUMP
Reserved PWR
R-0 RWP-1

-n = Value after reset, R = Read, WP = Write in Privilege Mode

Table 7-19. Flash Pump Access Control Register 1 (FPACL1) Field Descriptions

Bit Name Value Description
31-27 Reserved Reads return zeros and writes have no effect.
26-16 PSLEEP[10:0] Pump Sleep

These bits contain the starting count value for the charge pump
sleep down counter. While the charge pump is in sleep mode, the
power mode management logic holds the charge pump sleep
counter at this value. When the charge pump exits sleep power
mode, the down counter delays from 0 to PSLEEP pump sleep
down clock cycles before putting the charge pump into active
power mode.

Note: Pump sleep down counter clock is a divide by 2 input of
HCLK. That is, there are 2*HCLK cycles for every PSLEEP
counter cycle.

15-1 Reserved Reads return zeros and writes have no effect.
0 PUMPPWR Flash Charge Pump Fallback Power Mode
0 Sleep (all pump circuits disabled)
1 Active (all pump circuits active)
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7.5.17 Flash Pump Access Control Register 2 (FPAC2 - OxFFF8704C)

Figure 7-23. Flash Pump Access Control Register 2 (FPAC2 - OxFFF8704C)

31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
Reserved
R-0
15 14 13 12 11 10 9 8 7 6 5 4 3 2 1 0
PAGP[15:0]
RWP-0

-n = Value after reset, R = Read, WP = Write in Privilege Mode

Table 7-20. Flash Pump Access Control Register 2 (FPAC2) Field Descriptions

Bit Name Value Description
31-16 Reserved Reads return zeros and writes have no effect.
15-0 PAGP[15:0] Pump Active Grace Period

This register contains the starting count value for the PAGP mode
down counter. Any access to flash memory causes the counter to
reload with the PAGP value. After the last access to flash mem-
ory, the down counter delays from 0 to 65535 prescaled HCLK
clock cycles before entering one of the charge pump fallback
power modes as determined by PUMPPWR in the FPACL1 regis-
ter.

Note: The PAGP down counter is clocked by the same prescaled

clock as the BAGP down counter which is a divide by 16 of HCLK.
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7.5.18 Flash Module Access Control Register (FMAC - OxFFF87050)
Figure 7-24. Flash Module Access Control Register (FMAC - OxFFF87050)
31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
Reserved
R-0
15 14 13 12 1 10 9 8 7 6 5 4 3 2 1 0
Reserved BANK][2:0]
R-0 RWP-0

-n = Value after reset, R = Read, WP = Write in Privilege Mode

Table 7-21. Flash Module Access Control Register (FMAC) Field Descriptions

Bit Name Value Description
31-3 Reserved Reads return zeros and writes have no effect.
2-0 BANK[2:0] Bank Enable

These bits select which bank is enabled for operations such as
local register access, OTP sector access, and program/erase
commands. These bits select only one bank at a time from up to
eight banks depending on the specific device being used. For
example, a “000” selects bank 0; “011" selects Bank 3.

Note: BANK[2:0] can identify up to 8 flash banks. If less than 8
banks are configured and if BANK[2:0] is selected for an un-
implemented bank then the BANK[2:0] will set itself to the highest
implemented bank. To determine the number of implemented
banks, write “111” to this register and then read it back for the
number of implemented banks -1.
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7.5.18.1

EEPROM Emulation Data MSW Register (FEMU_DMSW)

Figure 7-25. EEPROM Emulation Data MSW Register (FEMU_DMSW) [offset = OXxFFF87058]

31 30 29 28 26 24 23 22 21 20 19 18 17 16
EMU_DMWI[63:48]
RWP-0
15 14 13 12 10 8 7 6 5 4 3 2 1 0
EMU_DMWI[47:32]

-n = Value after reset, R=Read, WP=Write in Privilege Mode

RWP-0

Table 7-22. EEPROM Emulation Data MSW Register (FEMU_DMSW) Field Descriptions

Bit

Name

Value

Description

31-0

EMU_DMW

EEPROM Emulation Most Significant Data Word.

This register contains the upper 32 bits of the 64-bit EEPROM
emulation data word. When this register is written, the corre-
sponding ECC word is updated in FEMU_ECC register.
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7.5.18.2

EEPROM Emulation Data LSW Register (FEMU_DLSW)

Figure 7-26. EEPROM Emulation Data LSW Register (FEMU_DLSW) [offset = OxFFF8705C]

31 30 29 28 26 24 23 22 21 20 19 18 17 16
EMU_DLW[31:16]
RWP-0
15 14 13 12 10 8 7 6 5 4 3 2 1 0
EMU_DLW[15:0]
RWP-0

-n = Value after reset, R=Read, WP=Write in Privilege Mode

Table 7-23. Field Descriptions

Bit

Name

Value

Description

31-0

EMU_DLW

EEPROM Emulation Least Significant Data Word.

This register contains the lower 32 bits of the 64-bit EEPROM
emulation data word. When this register is written, the corre-
sponding ECC word is updated in FEMU_ECC register.
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7.5.19 Flash Emulation ECC Register (FEMU_ECC - OxFFF87060 )
Figure 7-27. Flash Emulation ECC Register (FEMU_ECC - 0xFFF87060 )

31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
Reserved
R-0
15 14 13 12 11 10 9 8 7 6 5 4 3 2 1 0
Reserved EMU_ECC[7:0]
R-0 RWP-00000011 t

-n = Value after reset, R=Read, WP=Write in Privilege Mode; t-see text

Table 7-24. Flash Emulation ECC Register (FEMU_ECC) Field Descriptions

Bit Name Value Description
31-8 Reserved Reads return zeros and writes have no effect.
7-0 EMU_ECC This register can be written by the CPU in any mode.

When either FEMU_DMSW or FEMU_DLSW register is written,
the flash wrapper will return the correct ECC value to this register.
The FEMU_ADDR register is also used in the calculation when
address is a part of the ECC calculation and the address must be
written before the last FEMU_DxSW value.
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7.5.20 Flash Error Detection Sector Disable (FEDACSDIS2 - OxFFF870C0)

Figure 7-28. Flash Error Detection Sector Disable (FEDACSDIS2 - OxFFF870C0)

31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
reserve ) reserve
BankID3_inverse d SectorID3_inverse BankID3 d SectoriD3
RWP-0 R-0 RWP-0 RWP-0 R-0 RWP-0
15 14 13 12 11 10 9 8 7 6 5 4 3 2 1 0
) reserve . reserve
BankID2_inverse d SectorlD2_inverse BankID2 d SectorlD2
RWP-0 R-0 RWP-0 RWP-0 R-0 RWP-0

-n = Value after reset, R=Read, WP=Write in Privilege Mode

The sectors specified in this register is excluded from error detection checking. The user must specify the
bank/sector to be excluded and its inverse value in this register. The user must specify the bank/sector to be
excluded and its inverse value in this register. Only when the programmed bank/sector ID value and its
calculated inverted value matches the programmed inverse value will the sector selected be excluded from
ECC checking errors. FEDACSDIS serves the same purpose.

Table 7-25. Flash Error Detection Sector Disable (FEDACSDIS2) Field Descriptions

Bit Name Value Description
31-29 | BankID3_lInverse This is the inverse value of the bank ID which contains the sector to be dis-
abled from error detection checking.
28 Reserved Reads return zeros and writes have no effect.
27-24 | SectorID3_Inverse This is the inverse value of the sector ID to be disabled from error detection
checking.
23-21 BankIiD3 This is the value of the bank ID which contains the sector to be disabled from
error detection checking.
20 Reserved Reads return zeros and writes have no effect.
19-16 | SectorlD3 This is the value of the sector ID to be disabled from error detection checking.
15-13 | BankID2_lInverse This is the inverse value of the bank ID which contains the sector to be dis-
abled from error detection checking.
12 Reserved Reads return zeros and writes have no effect.
11-8 SectorID2_Inverse This is the inverse value of the sector ID to be disabled from error detection
checking.
7-5 BankIiD2 This is the value of the bank ID which contains the sector to be disabled from
error detection checking.
4 Reserved Reads return zeros and writes have no effect.
3-0 SectorlD2 This is the value of the sector ID to be disabled from error detection checking.
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Cortex-M3 Vectored Interrupt Manager (M3VIM) Module

This chapter describes the behavior of the Cortex M3 vectored interrupt manager (M3VIM) module of the
TMS470M Series of microcontrollers.
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8.1

8.1.1

8.1.11

8.1.2

Overview

The TMS470M Series interrupt architecture for Cortex M3 includes a vectored interrupt manager (M3VIM)
that provides hardware assistance for prioritizing and controlling the many interrupt sources present on a
device. Interrupts are caused by events outside the normal flow of program execution. Normally these events
require a timely response from the central processing unit (CPU); therefore, when an interrupt occurs, the
CPU switches execution from the normal program flow to an interrupt service routine. The interrupt service
routine is a small program designed to handle the event occurrence in a timely manner.

The Cortex M3 processor contains a system peripheral, the NVIC, which controls system exceptions and acts
as a system control coprocessor. The M3VIM interfaces with the NVIC in order to control interrupts. A high
level block diagram of the M3VIM connection to Cortex M3 is shown below.

Figure 8-1. Block Diagram

VECTADDREN
IRQO .—} Interrupts
—— VECTADDR[9.0] D
IRQL .—> Sleep
_> INTISRI7.] 4_>
. .—> Debug Cortex M3
ETMINTNUM[S:0]
MBI ETMINTSTAT20] e
NMI
IRQ126 ——
—
IRQ127
ﬁ

Interrupt Handling at the CPU

The ARM Cortex M3 CPU provides two vectors for interrupt requests—fast non-maskable interrupt requests
(INTNMI) and normal vectorized interrupt requests (INTISR). The INTNMI is always enabled. INTISR

vectored interrupts are disabled at reset and must be enabled by programming the NVIC module with a short
initialization sequence. The INTNMI interrupt request has higher priority than the INTISR and is handled first.

When the CPU recognizes an interrupt request, the Cortex-M3 changes mode from thread to handler. After
the interrupt is recognized by the CPU, the program counter jumps to the appropriate handler location found
in the vector table.

Support for hardware vectored interrupts eliminates the need for a software interrupt handler to determine
the source of an interrupt before branching to the interrupt service routine (ISR).

Non-Maskable Interrupt (INTNMI)

M3VIM channel 0 and channel 1 are called INTNMI channels and are non-maskable. These 2 channels
receive INTO and INT1 respectively and can not be changed.

Nesting Behavior

The Cortex M3 and M3VIM contain hardware support for nested interrupts Nesting is defined as the ability of
a second, higher priority interrupt to interrupt the handling of a currently active interrupt.

The default behavior of the M3VIM at reset is to disable the nested interrupt behavior. When nesting is
disabled, only the INTISR[O] autovectored interrupt is used to interrupt the core. In this mode, a currently
executing ISR must complete before another ISR may execute, even if the second interrupt request has
higher priority than the currently executing request. There is one exception to this rule - an INTNMI will
interrupt the execution of an autovectored INTISR interrupt.
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8.1.3

If nesting is enabled, the M3VIM will allow up to eight levels of nesting. The eight levels will be supported on
the INTISR[7:0] signals.

The M3VIM will provide a nesting level status register byte, NEST_LEVEL, in the NEST_STAT register. Each
bit in this register will be set when the corresponding nesting level has been reached. For example,
INTISR[2]=1 will set the third bit of this register high. The register will maintain contents until cleared by
privileged software. The purpose of this register is to allow some profiling of nesting levels by a software
developer.

Interrupt Generation at the Peripheral
Interrupts begin when an event occurs within a peripheral module. Some examples of interrupt-capable
events are expiration of a counter within a timer module, receipt of a character in a communications module,
and completion of a conversion in an analog-to-digital converter (ADC) module. Some TMS470M Series
peripherals are capable of requesting interrupts on more than one interrupt channel. The M3VIM supports
both pulse and level sensitive interrupts from peripherals.
Interrupts are not always generated when an event occurs; the peripheral must make an interrupt request to
the vectored interrupt manager based upon the event occurrence. Typically, the peripheral contains:

* An interrupt flag bit for each event to signify the event occurrence

0 An interrupt enable bit to control whether the event occurrence causes an interrupt
request to the M3VIM.
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8.2 Interrupt management
A general block diagram of the vectored interrupt manager is shown in Figure 8-2
Figure 8-2. Vectored Interrupt Manager block diagram
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; p [ INTISRI7:0]
R
| |
| (0]
| R
I
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| Y
| D
| E
C
| 0
| D
| E
R
|
—>
INT63 T
REGISTERS
? VBUSP*
The M3VIM supports 48 interrupt request lines. The peripheral interrupt requests are hardwired to each of
the M3VIM interrupt request inputs, and these connections are device specific. (See the device specific
data sheet for details on which module is tied to which interrupt request channel.) All interrupt request inputs
are mapped to a specific channel; this mapping is fully programmable and allows the software to re-order the
interrupt priority. All requests pass through a synchronizer to prevent setup time violations; the M3VIM
samples the interrupt requests from the synchronizer every peripheral clock (vbus_clk) cycle. The M3VIM
combines the 48 channels into two outputs —an INTNMI request to the CPU and an INTISR vectored request
to the CPU.
The M3VIM performs the following functions:
* Maps the 48 interrupt requests to the 48 interrupt channels
» Provides programmable priority through interrupt request mapping
» Manages the interrupt channels through masking
 Prioritizes the interrupt channels to the CPU
» Provides the CPU with the address of the ISR vector offset in the vector table for the activated INTISR
8.2.1 M3VIM Interrupt request management
The programmability of the M3VIM allows software to control the interrupt priority. A block diagram of the
M3VIM interrupt request management, shown in the default state following reset, is provided in Figure 8-3.
In the reset state, the M3VIM maps all of the 48 interrupts request in the system to the respective 48 interrupt
channels.
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Peripheral 0
Peripheral 1
Peripheral 2
Peripheral 3

Interrupt
Requests

(from Peripheral)

I

|

Figure 8-3. M3VIM in Default State
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As illustrated in Figure 8-3, the M3VIM is used to map the interrupt requests from peripheral modules to the

interrupt channel priority.

For each interrupt channel, CHAN[x], there is a corresponding mapping register bit field CHANMAPX[6:0],
which determines which M3VIM interrupt request the interrupt channel maps to. With this scheme, the same
interrupt request can be map to multiple channels.

Note: INTNMI channel
The INTO and INT1 interrupt request are fixed to channel 0 and channel 1

respectively.
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Figure 8-4. M3VIM in a programmed State
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Figure 8-4 shows a partial programming of the M3VIM. INT2 is mapped to both Channel 2 and 4, INT3 is

mapped to channel 3.

Note:
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By mapping INT2 to channel 2 and channel 4, and mapping INT3 to channel 3, it is possible
for the software to change the priority dynamically by changing the REQMASK register.

When channel 2 is enabled, the priority is:
a.INTO

b.INT1

C.INT2

d.INT3

e....

Disabling channel 2, the priority becomes:
a.INTO

b.INT1

c.INT3

d.INT2

e....

8.2.2 M3VIM Wake-up Interrupt

The wake-up interrupts are used to come out of the Low Power Mode (LPM). Any interrupt can be used to
wake-up the device. After reset, all interrupts are set to wake-up from LPM. However, the M3VIM can mask
unwanted interrupt line for wake-up by using the WAKEMASK register.

Figure 8-5. Detail of the Interrupt request input.

WAKEMASK.0

WAKEUP[O0]
Int_req [G} SYNQ
request [0]
L]
WAKEUP[63]
Int_req [47A
request [47]

The Figure 8-5 shows the implementation of each interrupt request coming from the peripherals. The
WAKEMASK registers will enable/disable an interrupt for wake-up from low-power mode. All wake-up
interrupts are “ORed” into a single signal connected to the Global Clock Module (see Figure 8-6).

Figure 8-6. Wake-up interrupt generation

WAKEUP[0]
: WAKE_INT
WAKEUP[47]

8.2.3 M3VIM Input Channel Management

On the input side, the M3VIM enables channels on a channel-by-channel basis (in the REQMASK registers);
unused channels may be masked to prevent spurious interrupts. Each interrupt channel can be designated
to send either an INTNMI or INTISR request to the CPU (in the NMIPR register).
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Figure 8-7. Channel management block diagram
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Note: INTNMI Channel

Channel 0 and channel 1 are not maskable by the REQMASK bit and both channel
are routed exclusively to INTNMI request line (NMIPR.0 and NMIPR.1 have no effect).

8.2.4 MB3VIM Prioritization

The M3VIM prioritizes the received interrupts based upon a programmed prioritization scheme. The M3VIM
can send two interrupt requests to the CPU simultaneously—one INTISR and one INTNMI. The INTNMI has
greater priority and is always handled first. The M3VIM provides a default prioritization scheme which sends
the lowest numbered active channel (in each INTNMI and INTISR interrupt request) to the CPU. Within the
INTNMI and INTISR classes of interrupts, the lowest channel has the highest priority interrupt when multiple
interrupts of the same type are processed. However, the M3VIM provides a fully programmable priority
scheme (request to channel mapping). Each request could be affected with a unique priority weight, which
will allow the M3VIM to decide which request has the highest priority at a given time.

Figure 8-8. Priority, Vector and ISR address generation block diagram

INTNMI (to CPU)
INTNMI REQUEST[QH Vector FOF—»
priority
INTNMI REQUEST[47]| Generater a > INTNMIIVEC7:0]
INTISR REQUEST[0] Vector »  INTISRIVEC[7:0]
priority 8
INTISR REQUEST[47] | Generator #0l——»  INTISR[7:0] (to CPU)

Vector Generator Output:
0x00=No Interrupt Pending (phantom)
0x01=Channel 0 Pending
0x02=Channel 1 Pending

0x40=Channel 47 Pending
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Once the M3VIM has generated the vector corresponding to the highest active interrupt request, it updates
the INTNMIIVEC or the INTISRIVEC register, depending on the class of interrupt. INTISRIVEC register is
provided for diagnostic purposes only. It is not necessary for the ISR to read INTISRIVEC. In case of an NMI,
ISR must read the INTNMIIVEC register to clear the NMI.

If the request is of the INTISR class, the corresponding vector table address is generated and presented to
the CPU for vectoring. If the request is an INTNMI class interrupt, the address is fixed in the CPU to the third
entry of the vector table.

All the interrupt registers are updated when a new highest interrupt line becomes active.
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8.3 M3VIM Operation
8.3.1 Vector Table
Unlike other M3VIM modules in the TMS470M Series Platform architecture, the M3VIM does not have a
separate RAM containing the vector table. The vector table used with the M3VIM is stored in the system
memory of the Cortex M3.
The default location of the vector table is address 0x0000_0000. The user may change the base address of
the vector table by programming the NVIC Vector Table Offset Register. The base address of the vector table
may be any location in CODE space (flash or SRAM).
The format of the vector table differs from the format used by other ARM cores. Each entry is a 32 bit word
aligned vector to an address in executable memory. Vectors are fetched on the M3 ICODE bus.
At reset, the user is responsible for providing a minimum of four entries in the M3’s vector table - initial stack
pointer, RESET handler vector, INTNMI handler vector, and Hard Fault handler vector. This minimizes the
amount of vector space required in the boot flash memory. If these four entries are not provided, behavior of
the M3 will be unpredictable.
The M3 vector table holds vectors for both tightly coupled system exceptions as well as external interrupts.
The system exceptions are controlled by the M3 NVIC peripheral. The external interrupts are controlled by
the M3VIM module.
Priority from NVIC system exceptions may be set from 0 to 7. Lower numbers indicate higher priority. If two
exceptions share the same NVIC programmed priority a second level of arbitration will be done based on the
position of the interrupt in the vector table. As with programmable priority, lower numbers indicate higher
priority.
Priority from M3VIM external interrupts is determined by M3VIM channel number. Lower numbers indicate
higher priority.
The figure below shows the vector table contents.
Table 8-1. Vector Table
Vector Table Vector Position/
Address Offset Interrupt Number Priority Entry Name Description
0x0 0x0 N/A Stack Table Pointer Address of the default stack on reset
0x4 0x1 -3 Reset Power-on or warm reset
0x8 0x2 -2 NMI Non Maskable Interrupt
0xC 0x3 -1 Hard Fault Repeated or unhandlable fault
0x10 0x4 NVIC Memory Management MPU related fault
0x14 0x5 NVIC Bus Fault Memory address/data related fault
0x18 0x6 NVIC Usage Fault Undef. instruction or similar fault
0x1C 0x7 NVIC Reserved Reserved
0x20 0x8 NVIC Reserved Reserved
0x24 0x9 NVIC Reserved Reserved
0x28 OxA NVIC Reserved Reserved
0x2C 0xB NVIC SVC Call System call with SVC instruction
0x30 0xC NVIC Debug Monitor Non-halting debug monitor
0x34 0xD NVIC Reserved Reserved
0x38 OxE NVIC Pend SV Software pendable service request
0x3C OxF NVIC SYSTICK System tick timer interrupt
0x40 0x10 M3VIM External Int 0 M3VIM channel 0
0x44 0x11 M3VIM External Int 1 M3VIM channel 1
0x48 0x12 M3VIM External Int 2 M3VIM channel 2
0x23C OX8F M3VIM External Int 127 M3VIM channel 127 - end of vector
table in autovector mode
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8.3.2

8.3.21

8.3.2.2

8.3.3

M3VIM response to interrupt request

Hardware auto-vector interrupt (INTISR)

When the M3VIM has identified an INT request as being of INTISR type, the M3VIM initiates a handshake
protocol with the NVIC. In this protocol, the M3VIM initiates an autovector request. The NVIC responds
requesting the address offset of the vector in the vector table. The M3VIM provides this data and the CPU
vectors to the ISR.

Once the address is read, the CPU fetches the instructions from this location and begins the execution of the
ISR corresponding to the highest pending INTISR request. The CPU will enter the handler state upon

processing the interrupt. Typical latency is in the range of 12 CPU cycles but this will vary depending on the
speed of the memory subsystem and whether the currently executing instruction must execute to completion.

The interrupt request arrives asynchronously to the M3VIM. The interrupt is then synchronized with
VBUSP_CLK.

Hardware Non-Masked Interrupt (INTNMI)

The M3VIM handles the processing of an INTNMI identically to that of a hardware auto-vectored interrupt
with one important difference. The M3VIM does not provide a vector address on generation of an INTNMI.
The INTNMI is hard coded to the third entry of the vector table. Because the index of INTNMI in the vector
table is fixed, there is no need for the M3VIM to NVIC handshake used with auto-vectoring interrupts.

The INTNMI has a very high priority in the system. The M3 typically responds by fetching the INTNMI ISR
within three clock cycles of INTNMI input to the NVIC.

Note that only one INTNMI may be processed by the Cortex M3 NVIC at a time. In other words, an INTNMI
handler will not be interrupted if a second INTNMI request is received. Because of this, the M3VIM shall drive
the INTNMI request with a high level when active rather than with a pulse.

Note:

Once the M3VIM has started to drive VECTADDR, it may only change the value when
ETMINTSTAT = 0x4 (vectoring state) AND ETMINTNUM is between 0x10 and Ox17.
The second condition may be simplified to a simple check of ETMINTNUM[4]=1 if itis
guaranteed that the design uses only autovectored interrupts connected to the M3
NVIC.

.Emulation

The M3VIM does continue to operate during debug mode; all registers are updated continuously. In debug
mode, registers can be updated by the debugger independently of the CPU.
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8.4 Capture event sources

The M3VIM is able to select any of the interrupt request sources in order to generate capture events for the
Real Time Interrupt (RTI) module. Two registers are available to select, for each capture event source, the
interrupt request line after synchronization.

Figure 8-9. Capture event sources block diagram

5 CAPEVTSRCO[6:0] < CAPEVTSRC1[6:0]
request[0] —— request[0]
request[l] ——— request[1]
| |
| |
| CAPEVTO | CAPEVT1
| VBUSP_CLK | VBUSP_CLK
| |
request[46] — request[46]
request[47] —— request[47]
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8.5 Programmer’s Model Notes
The programmer’s model for Cortex M3 NVIC autovectoring differs slightly from the programmer’s model of
other ARM cores. The following section highlights the major differences.
Note:
NVIC is part of the Cortex-M3. The NVIC register map starts at address OXxEOOOEO00
and register descriptions can be found in Cortex-M3 Technical Reference Manual
supplied by ARM.
8.5.1 Required Software Initialization

The startup code must perform two tasks for the autovectored interrupts to properly function.

1. The startup code must set specific priorities for the 8 implemented INTISR inputs to the NVIC. This is done
to enforce nesting. Variation of priority configuration from what M3VIM expects may result in unpredictable
system level results. Each interrupt has its own 8 bit priority field. The number of priority bits implemented
is device dependent. The priority levels are the MSBs of each interrupt’s priority field.

M3VIM is implemented with at least 3 bits of priority giving 8 priority levels, in order to support 8 levels of

nesting. Some devices are built with additional priority levels which may be used for prioritization of internal

exceptions. Following example is based on 4 bits of priority (16 priority levels). Please refer to the device
datasheet for the number of priorities implemented.

For an implementation with 4 bits of priority, bits [7:4] of the priority register will be used. INTISR[7] must have

highest priority, decreasing to INTISR[0] with lowest priority. These requirements are satisfied by

programming the NVIC Interrupt Priority registers as follows (for implementation with 4 bits of priority):

OxEOOOE400 = 0x40506070

OxEOOOE404 = 0x00102030

When nesting is disabled, only the INTISR[0] autovectored interrupt is used to interrupt the core

2. The startup code must enable the 8 implemented INTISR inputs to the NVIC. Each INTISR signal is
enabled by writing a one to its enable bit. This is done by programming the NVIC Interrupt Set-Enable
registers as follows:

OXEOOOE100 = Ox000000FF
The following example code segment may be used to perform both initializations. Note that more optimal
coding is possible; the code has been simplified for readability.
MOVW RO, #0x6070
MOVT RO, #0x4050
MOVW R1, #0xE400
MOVT R1, #0OxEOOO
STR RO, [R1]
MOVW RO, #0x2030
MOVT RO, #0x0010
MOVW R1, #OxE404
MOVT R1, #0OxEOOO
STR RO, [R1]
MOVW RO, #OxOOFF
MOVW R1, #0xE100
MOVT R1, #0OxEOOO
STR RO, [R1]
8.5.2 NVIC vs. M3VIM controls

» All system exceptions (NVIC numbers 0x0 through 0xF) remain controlled by NVIC due to tight coupling
with the Cortex M3 processor core. The NVIC controls will be used for prioritization, set/clear, and status
reporting.

» All external interrupts will be handled by the M3VIM module (NVIC numbers 0x10 through 0x8F, M3VIM
channels 0 through 47). The M3VIM controls will be used for prioritization, set/clear, and status reporting.
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Note: It is not recommended to modify the NVIC BASEPRI or PRIMASK registers
during normal operation. Modifying these registers may resultin loss of M3VIM - NVIC
synchronization and unpredictable system behavior.
8.5.3 Autovectoring versus INTNMI Interrupts

8.5.4

8.5.5

M3VIM channels 0 and 1 are hardwired to generate an INTNMI. All other channels may be programmed to
generate either an autovectored interrupt or an INTNMI. By default, all other M3VIM channels will generate
an autovectored interrupt.

The ability to generate INTNMI from multiple sources is provided as a convenience. The user software is
responsible to partition the interrupt handling for best response time. If too many sources are directed to the
INTNMI then the interrupt response will become slower than with a standard autovectored interrupt.

Interrupt Clearing

The ISR is responsible for clearing the condition which has caused the interrupt. This is typically done with a
register write to the interrupt source module. This is especially important in the case of a peripheral which
generates level sensitive interrupts. The interrupt source must be cleared and the change propagated
through the M3VIM to the NVIC before ISR exit. If this is not done, the program execution may tail-chain to
the same ISR which was just exited due to a continued high level on the INTREQ line. In case of an NMI, ISR
must read the INTNMIIVEC register to clear the NMI.

As an example, consider a simple interrupt service routine in which a timer capture register is read and then
the interrupt source flag cleared. The timer module will typically use a clock source which is half the frequency
of the M3 CPU. It will take a small number of CPU clock cycles for the change to reach the M3VIM, and then
for the M3VIM to de-assert the INTISR signal to the NVIC. The exact number of cycles will vary with the clock
frequencies used in the application. It may be necessary to pad the ISR with a few exiting NOPs to protect

against an inadvertent tail chain reentry to the currently executing ISR.

Reset

The M3VIM and NVIC must remain synchronized during operation. If eithermodule is reset, unpredictable
interrupt behavior may result. This extends to the M3 CPU core as well as NVIC is inside the boundary of the
CPU. If areset must be generated to the CPU without reset of M3VIM, it is critical that the programmer ensure
that no interrupts are active before reset. This includes resets initiated by debugger.

To ensure there are no synchronization issues it is recommended that a warm systemreset (nRST) be used
rather than a CPU reset. The debugger may issue this command under CCS by using the “ICEPICK
Advanced Hardware Reset” function.
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8.6 Registers

This section details the vectored interrupt manager module registers memory map as listed in Table 8-3 A
detailed description of each register and its bits is also provided.

Each register begins on a word boundary. All registers are 32-bit, 16-bit and 8-bit accessible.
The base address for the control registers is OXFFFF FEOO

Table 8-2. Control Register Map

31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
Offset Address
Register 15 14 13 12 11 10 9 8 7 6 5 4 3 2 1 0
Reserved
0x00
INTISRIVEC
Page 291
Reserved INTISRIVEC [7:0]
Reserved
0x04
INTNMIIVEC
Page 292
Reserved INTNMIIVEC [7:0]
Reserved
0x08
NEST_CTRL
Page 293
Reserved NEST_ENABLE
Reserved
0x0C
NEST_STAT
Page 294 NEST
9 NEST_LEVEL Reserved NEST OVR
- _STAT | —
NMIPRO [31:16]
0x10
NMIPRO
Page 296
NMIPRO [15:0]
Reserved
0x14
NMIPR1
Page 297
NMIPR1 [47:32]
Reserved
0x18
NMIPR2
Page 298
Reserved
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Table 8-2. Control Register Map (Continued)
31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
Offset Address
Register 15 14 13 12 11 10 9 8 7 6 5 4 3 2 1 0
Reserved
0x1C
NMIPR3
Page 298
Reserved
INTREQ [31:16]
0x20
INTREQO
Page 299
INTREQ [15:0]
Reserved
0x24
INTREQ1
Page 299
INTREQ [47:32]
Reserved
0x28
INTREQ2
Page 299
Reserved
Reserved
0x2C
INTREQ3
Page 299
Reserved
REQMASKSET [31:16]
0x30
REQMASKSETO
Page 302
REQMASKSET [15:0]
Reserved
0x34
REQMASKSET1
Page 302
REQMASKSET [47:32]
Reserved
0x38
Reserved
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Table 8-2. Control Register Map (Continued)

31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
Offset Address
Register 15 14 13 12 11 10 9 8 7 6 2 1 0
Reserved
0x3C
Reserved
REQMASKCLR [31:16]
0x40
REQMASKCLRO
Page 305
REQMASKCLR [15:0]
Reserved
0x44
REQMASKCLR1
Page 305
REQMASKCLR [47:32]
Reserved
0x48
Reserved
Reserved
0x4C
Reserved
WAKEMASKSET [31:16]
0x50
WAKEMASKSETO
Page 308
WAKEMASKSET [15:0]
Reserved
0x54
WAKEMASKSET1
Page 308
WAKEMASKSET [47:32]
Reserved
0x58
Reserved
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Table 8-2. Control Register Map (Continued)
31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
Offset Address
Register 15 14 13 12 11 10 9 8 7 4 3 2 1 0
Reserved
0x5C
Reserved
WAKEMASKCLR [31:16]
0x60
WAKEMASKCLRO
Page 311
WAKEMASKCLR [15:0]
Reserved
0x64
WAKEMASKCLR1
Page 311
WAKEMASKCLR [47:32]
Reserved
0x68
Reserved
Reserved
0x6C
Reserved
Reserved
0x70
Reserved
Reserved
Ox74
Reserved
Reserved CAPEVTSRC1 [6:0]
0x78
CAPEVT
Page 314
Reserved CAPEVTSRCO [6:0]
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Table 8-2. Control Register Map (Continued)

31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
Offset Address
Register 15 14 13 12 11 10 8 7 4 3
Reserved
0x7C
Reserved
Reserved CHANMAPO [6:0] Reserved CHANMAPL1 [6:0]
0x80
CHANCTRLO
Page 315
Reserved CHANMAP2 [6:0] Reserved CHANMAP3 [6:0]
Reserved CHANMAP4 [6:0] Reserved CHANMAPS [6:0]
0x84
CHANCTRL1
Page 315
Reserved CHANMAPG [6:0] Reserved CHANMAP7 [6:0]
Reserved CHANMAPS [6:0] Reserved CHANMAP9 [6:0]
0x88
CHANCTRL2
Page 315
Reserved CHANMAP10 [6:0] Reserved CHANMAP11 [6:0]
Reserved CHANMAP12 [6:0] Reserved CHANMAP13 [6:0]
0x8C
CHANCTRL3
Page 315
Reserved CHANMAP14 [6:0] Reserved CHANMAP15 [6:0]
Reserved CHANMAP16 [5:0] Reserved CHANMAP17 [6:0]
0x90
CHANCTRL4
Page 315
Reserved CHANMAP18 [6:0] Reserved CHANMAP19 [6:0]
Reserved CHANMAP20 [6:0] Reserved CHANMAP21 [6:0]
0x94
CHANCTRL5
Page 315
Reserved CHANMAP22 [6:0] Reserved CHANMAP23 [6:0]
Reserved CHANMAP24 [6:0] Reserved CHANMAP25 [6:0]
0x98
CHANCTRLG6
Page 315
Reserved CHANMAP26 [6:0] Reserved CHANMAP27 [6:0]
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Table 8-2. Control Register Map (Continued)
31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
Offset Address
Register 15 14 13 12 11 10 8 7 4 3 0
Reserved CHANMAP28 [6:0] Reserved CHANMAP29 [6:0]
0x9C
CHANCTRL7
Page 315
Reserved CHANMAP3O0 [6:0] Reserved CHANMAP31 [6:0]
Reserved CHANMAP32 [6:0] Reserved CHANMAP33 [6:0]
0xAO0
CHANCTRLS
Page 315
Reserved CHANMAP34 [6:0] Reserved CHANMAP35 [6:0]
Reserved CHANMAP36 [6:0] Reserved CHANMAP37 [6:0]
OxA4
CHANCTRL9
Page 315
Reserved CHANMAP38 [6:0] Reserved CHANMAP39 [6:0]
Reserved CHANMAPA40 [6:0] Reserved CHANMAPA41 [6:0]
0xA8
CHANCTRL10
Page 315
Reserved CHANMAPA42 [6:0] Reserved CHANMAPA43 [6:0]
Reserved CHANMAP44 [6:0] Reserved CHANMAP45 [6:0]
OXAC
CHANCTRL11
Page 315
Reserved CHANMAP46 [6:0] Reserved CHANMAP47 [6:0]
Reserved
0xBO
to
OXFFFF FEFC
Reserved
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8.6.1 M3VIM Channel Offset Registers

The M3VIM offset register provides the user with a value representing the numerical channel number of the
pending interrupt with the highest precedence. INTISRIVEC holds the channel number of the highest priority
active INTISR interrupt. INTISRIVEC will hold the channel number of the only active INTISR interrupt if
nesting is disabled. INTNMIIVEC holds the channel number of the active INTNMI interrupt. This value must
be read in order to clear the INTNMI source from the M3VIM. Table 8-3 describes the decode of this value.
Reading any of these registers will not clear the interrupt flag or the offset for an INTISR class interrupt.

Table 8-3. Interrupt Dispatch Table

IVEC Index Pending Interrupt
0x00 No interrupt
0x01 Channel 0
0x30 Channel 47

The M3VIM offset registers are read only. They are updated continuously by the M3VIM. Once the interrupt
is serviced, the offset vectors show the value for the next highest pending interrupt or if no interrupt is
pending, 0x00.
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8.6.1.1

INTISR Index Offset Vector Register (INTISRIVEC)

The INTISR offset register provides the user with the channel number of the highest priority active INTISR

interrupt. This register is described in Figure 8-10 and Table 8-4. The offset address is OxFFFF_FEOQO.

Figure 8-10. INTISR Index Offset Vector Register (INTISRIVEC)

31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
Reserved
15 14 13 12 11 10 9 8 7 6 5 4 3 2 1 0
Reserved INTISRIVEC [7:0]
R-0

R = Read only; -n = Value after reset

Table 8-4. INTISR Index Offset Vector Register (INTISRIVEC)

Bit Name Value Description
31-8 Reserved Reads return zero and writes have no effect.
7-0 INTISRIVEC Index Vector
0-30h Read: Represents the channel number of the active INTISR inter-

rupt with the highest precedence, as shown in Table 8-3 When no
interrupts are pending, the least significant byte of INTISRIVEC is
0x00.

Write: Writes have no effect.
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8.6.1.2 NMI Index Offset Vector Register (INTNMIIVEC)
The INTNMIIVEC register provides the user with the channel number of the highest priority pending NMI
interrupt. This value must be read in order to clear the INTNMI source from the M3VIM. This register is
described in Figure 8-11 and Table 8-5. The offset address is OxFFFF_FEO04.

Figure 8-11. NMI Index Offset Vector Register (INTNMIIVEC)

31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
Reserved
15 14 13 12 11 10 9 8 7 6 5 4 3 2 1 0
Reserved INTNMIIVEC [7:0]
R-0

R = Read only; -n = Value after reset

Table 8-5. NMI Index Offset Vector Register (INTISRIVEC)

Bit Name Value Description
31-8 Reserved Reads return zero and writes have no effect.
7-0 INTNMIIVEC Index Vector
0-30h Read: Represents the channel number of the NMI pending interrupt

with the highest precedence, as shown in Table 8-3 When no inter-
rupts are pending, the least significant byte of INTNMIIVEC is 0x00.

Write: Writes have no effect.
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8.6.2 NESTCTRL Register
This register is described in Figure 8-12 and Table 8-6. The offset address is OxFFFF_FEQ8.
Figure 8-12. NESTCTRL Register
31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
Reserved
R-0x0
15 14 13 12 11 10 9 8 7 6 5 4 3 2 1 0
Reserved NEST_ENABLE
R-0x0 RWP- 0101

R = Read, W = Write, WP = Write from privilege mode only, S = Set, -n = Value after reset (see table)

Table 8-6. NESTCTRL Register Field Descriptions

Bit Name Value Description
314 Reserved Reads return zero and writes have no effect.
3-0 NEST_ENABLE Nest Enable

Privileged Mode Write:
0101 Disable Nesting

1010 Enable Nesting

User Mode Write:

No effect

A four bit key must be written to enable/disable nesting.
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8.6.3 NESTSTAT Register

This register is described in Figure 8-13 and Table 8-7. The offset address is OxFFFF_FEOC.

Figure 8-13. NESTSTAT Register

31 30 29 28 26 24 23 22 21 20 19 18 17 16
Reserved
R-0x0
15 14 13 12 10 8 7 6 5 4 3 2 1 0
NEST_LEVEL Reserved NSETSA:_— '\(l)%/SRT,\T
R-0x0 R-0x0O RCP-

0x0

R = Read, W = Write, WP = Write from privilege mode only, CP = Clear from privilege mode only, S = Set, -n = Value after reset (see table)

Table 8-7. NESTSTAT Register Field Descriptions

Bit Name Value Description
31-16 Reserved Reads return zero and writes have no effect.
15-8 NEST_LEVEL Nest Level
These bits show the highest level of nesting achieved.
User and Privileged Mode Read:
0 No nesting
1 1st nest level reached
2 2nd nest level reached
128 8th nest level reached
Privileged Mode Write:
0 No effect
1 Clear Bits
User Mode Write:
No effect
7-2 Reserved Reads return zero and writes have no effect.
1 NEST_STAT Nest Status
This bit shows if nesting is enabled. Writes have no effect.
0 Nesting disabled
1 Nesting enabled
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Table 8-7. NESTSTAT Register Field Descriptions (Continued)
Bit Name Value Description
0 NEST_OVRN Nesting Level Over-Run
This bit shows if all nesting levels are used and another interrupt is
pending.
User and privilege mode read:
0 Nesting not full
1 Nesting Full
Privilege mode write:
0 No effect
1 Clear the NEST_OVRN bit
User Mode Write:
No effect
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8.6.4 INTNMI/INTISR Program Control Registers (NMIPRx)

INTNMI/INTISR program control register (NMIPR), determines whether a given channel would generate an
interrupt request of type INTNMI or INTISR. These registers are described in Figure 8-14 through Figure 8-
17 and Table 8-8 through Table 8-11. The offset address for NMIPRO is OxFFFF_FE10.

Figure 8-14. NMIO Program Control Register (NMIPRO)

31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
NMIPRO [31:16]
RWP-0
15 14 13 12 11 10 9 8 7 6 5 4 3 2 1 0
NMIPRO [15:0]
RWP-0
Table 8-8. NMIO Program Control Register (NMIPRO) Field Descriptions
Bit Name Value Description
31-0 NMIPRO [31:0] INTNMI/INTISR program control bits
These bits determine whether an channel would generate an inter-
rupt request of type INTNMI or INTISR. Each bit corresponds to one

request channel between 0 and 31.

NUMIPRO [0] = Request Channel O
i\.l-UMIPRO [31] = Request Channel 31
User and privilege mode read:

0 Interrupt request is of INTISR type

1 Interrupt request is of INTNMI type
Privilege mode write:

0 Interrupt request is of INTISR type

1 Interrupt request is of INTNMI type

Note: NMIPRO[1:0] are reserved channels which may only generate

an NMI type interrupt. As such they are read-only. Reads will return
a value of ‘1.
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The offset address for NMIPRL1 is OxFFFF_FE14.

31 30

29 28

Figure 8-15. NMI1 Program Control Register (NMIPR1)
26

24 23 22 21 20 19 18 17 16

Reserved

15 14

13 12

10

R-0

NMIPR1 [47:32]

RWP-0

Table 8-9. NMI1 Program Control Register (NMIPR1) Field Descriptions

Bit

Name

Value

Description

31-16

Reserved

Reads return zero and writes have no effect.

15-0

NMIPR1 [47:32]

INTNMI/INTISR program control bits
These bits determine whether an channel would generate an inter-

rupt request of type INTNMI or INTISR. Each bit corresponds to one
request channel between 32 and 63.

NUMIPR1 [0] = Request Channel 32

II\IIIUMIPRl [31] = Request Channel 63

User and privilege mode read:

Interrupt request is of INTISR type

Interrupt request is of INTNMI type

Privilege mode write:

Interrupt request is of INTISR type

Interrupt request is of INTNMI type

Note: NMIPRO[1:0] are reserved channels which may only generate

an NMI type interrupt. As such they are read-only. Reads will return
a value of ‘1.
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The offset address for NMIPR2 is OxFFFF_FE18.
Figure 8-16. NMI2 Program Control Register (NMIPR2)
31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
Reserve
R-0
15 14 13 12 11 10 9 8 7 6 5 4 3 2 1 0
Reserved
R-0
Table 8-10. NMI2 Program Control Register (NMIPR2) Field Descriptions
Bit Name Value Description
31-0 NMIPR2 [95:64] Reserved
The offset address for NMIPR3 is OxFFFF_FE1C.
Figure 8-17. NMI3 Program Control Register (NMIPR3)
31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
Reserved
R-0
15 14 13 12 11 10 9 8 7 6 5 4 3 2 1 0
Reserved
R-0
R = Read in all modes, WP = Writable in privilege mode only; -n = Value after reset
Table 8-11. NMI3 Program Control Register (NMIPR3) Field Descriptions
Bit Name Value Description
31-0 NMIPR3 [127:96] Reserved
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8.6.5 Pending Interrupt Read Location Registers (INTREQX)

The pending interrupt registers gives the pending interrupt requests. The registers are updated every vbus
clock cycle. These registers are described in Figure 8-18 through Figure 8-21 and Table 8-12 through Table

8-15. The offset address for INTREQO is OxFFFF_FEZ20.

Figure 8-18. Pending Interrupt Read Location Register 0 (INTREQO)

31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
INTREQ [31:16]
R-0
15 14 13 12 11 10 9 8 7 6 5 4 3 2 1 0
INTREQ [15:0]
R-0

Table 8-12. Pending Interrupt Read Location Register 0 (INTREQO) Field Descriptions

Bit Name Value Description

31-0 INTREQO [31:0] Pending Interrupt bits

not affect the value of the interrupt pending bit.

INTREQOI[O] = Request Channel 0

INTREQO[31] = Request Channel 31

Reads:
0 No interrupt event has occurred
1 Interrupt is pending

Writes:

Writes have no effect

These bits determine whether an interrupt request is pending for the
request channel between 0 and 31. The interrupt mask register does
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The offset address for INTREQL1 is OXFFFF_FE24.
Figure 8-19. Pending Interrupt Read Location Register 1 (INTREQ1)
31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
Reserved
R-0
15 14 13 12 11 10 9 8 7 6 5 4 3 2 1 0
INTREQ [47:32]

R-0

Table 8-13. Pending Interrupt Read Location Register 1 (INTREQ1) Field Descriptions

Bit Name Value Description
31-16 Reserved Reads return zero and writes have no effect.
15-0 INTREQ1 [47:32] Pending Interrupt bits

not affect the value of the interrupt pending bit.

INTREQ1[0] = Request Channel 0

INTREQ1[31] = Request Channel 31

Reads:
0 No interrupt event has occurred
1 Interrupt is pending

Writes:

Writes have no effect

These bits determine whether an interrupt request is pending for the
request channel between 0 and 31. The interrupt mask register does
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The offset address for INTREQ2 is OxFFFF_FE28.
Figure 8-20. Pending Interrupt Read Location Register 2 (INTREQ2)
31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
Reserved
R-0
15 14 13 12 1 10 9 8 7 6 5 4 3 2 1 0
Reserved
R-0
Table 8-14. Pending Interrupt Read Location Register 2 (INTREQ2) Field Descriptions
Bit Name Value Description
31-0 INTREQ?2 [95:64] Reserved
The offset address for INTREQ3 is OxFFFF_FE2C.
Figure 8-21. Pending Interrupt Read Location Register 3 (INTREQ3)
31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
Reserved
R-0
15 14 13 12 11 10 9 8 7 6 5 4 3 2 1 0
Reserved
R-0

R = Read in all modes, -n = Value after reset

Table 8-15. Pending Interrupt Read Location Register 3 (INTREQ3) Field Descriptions

Bit Name Value Description
31-0 INTREQ3 [127:96] Reserved
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8.6.6

Interrupt Mask Set Registers (REQMASKSETX)

The interrupt register mask selectively enables individual request channels.These registers are described in
Figure 8-22 through Figure 8-25 and Table 8-16 through Table 8-19. The offset address for REQMASKSETO
is OXFFFF_FE30.

31

Figure 8-22. Interrupt Mask Set Register 0 (REQMASKSETO)

30 29 28 27

26 25 24 23 22 21 20 19 18 17 16

REQMASKSET [31:16]

15

14 13 12 11

RWP-0
10 9 8 7 6 5 4 3 2 1 0

REQMASKSET [15:0]

RWP-0 R-1 R-1

Table 8-16. Interrupt Mask Set Register 0 (REQMASKSETO) Field Descriptions

Bit

Name

Value Description

31-0

REQMASKSETO [31:0]

Request Mask Set bits
This vector determines whether the interrupt channel is enabled.
Note : Channel 0 and 1 are configured as NMI. Hence

REQMASKSETO [0] and REQMASKSETO [1] bits are Read Only
and always read as 1.

REQMASKSETO [0] = Request Channel 0
aEQMASKSETO [31] = Request Channel 31
User and privilege mode read:

0 Interrupt request channel is disabled

1 Interrupt request channel is enabled
Privilege mode write:

0 no effect

1 Interrupt request channel is enabled
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The offset address for REQMASKSET1 is OXFFFF_FE34.
Figure 8-23. Interrupt Mask Set Register 1 (REQMASKSET1)
31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
Reserved
R-0
15 14 13 12 1 10 9 8 7 6 5 4 3 2 1 0

REQMASKSET [47:32]

RWP-0

Table 8-17. Interrupt Mask Set Register 1 (REQMASKSET1) Field Descriptions

Bit Name Value Description
31-16 Reserved Reads return zero and writes have no effect.
15-0 REQMASKSET1 Request Mask Set bits
[47:32]

This vector determines whether the interrupt channel is enabled.

REQMASKSET1[0] = Request Channel 0
EQ-EQMASKSETl [31] = Request Channel 31
User and privilege mode read:

0 Interrupt request channel is disabled

1 Interrupt request channel is enabled
Privilege mode write:

0 no effect

1 Interrupt request channel is enabled
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The offset address for REQMASKSET?2 is OxFFFF_FE38.
Figure 8-24. Interrupt Mask Set Register 2 (REQMASKSET?2)
31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
Reserved
R-0
15 14 13 12 11 10 9 8 7 6 5 4 3 2 1 0
Reserved
R-0
Table 8-18. Interrupt Mask Set Register 2 (REQMASKSET?2) Field Descriptions
Bit Name Value Description
31-0 REQMASKSET?2 Reserved
[95-64]
The offset address for REQMASKSET3 is OxFFFF_FE3C.
Figure 8-25. Interrupt Mask Set Register 3 (REQMASKSET3)
31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
Reserved
R-0
15 14 13 12 11 10 9 8 7 6 5 4 3 2 1 0
Reserved
R-0
R = Read in all modes, WP = Writable in privilege mode only; -n = Value after reset
Table 8-19. Interrupt Mask Set Register 3 (REQMASKSET3) Field Descriptions
Bit Name Value Description
31-0 REQMASKSET3 Reserved
[127-96]
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8.6.7

Interrupt Mask Clear Registers (REQMASKCLRX)

The interrupt register mask selectively disables individual request channels.These registers are described in
Figure 8-26 through Figure 8-29 and Table 8-20 through Table 8-23. The offset address for REQMASKCLRO
is OXFFFF_FE40.

31

Figure 8-26. Interrupt Mask Clear Register 0 (REQMASKCLRO0)

30 29 28

26

24 23 22 21 20 19 18 17 16

REQMASKCLR [31:16]

15

14 13 12

10

RWP-0

8 7 6 5 4 3 2 1 0

REQMASKCLR [15:0]

RWP-0

Table 8-20. Interrupt Mask Clear Register 0 (REQMASKCLRO) Field Descriptions

Bit

Name

Value

Description

31-0

REQMASKCLRO

Request Mask Clear bits

This vector determines whether the interrupt request channel is
enabled.

Note : Channel 0 and 1 are configured as NMI. Hence

REQMASKCLRO [0] and REQMASKCLRO [1] bits are Read Only
and always read as 1.

REQMASKCLRO [0] = Request Channel O
EQ'EQMASKCLRO [31] = Request Channel 31
User and privilege mode read:

Interrupt request channel is disabled
Interrupt request channel is enabled
Privilege mode write:

no effect

Interrupt request channel is disabled
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The offset address for REQMASKCLR1 is OxFFFF_FE44.

31

Figure 8-27. Interrupt Mask Clear Register 1 (REQMASKCLR1)

30 29 28

26

24 23 22 21 20 19 18 17 16

Reserved

15

14 13 12

10

R-0
8 7 6 5 4 3 2 1 0

REQMASKCLR [47:32]

RWP-0

Table 8-21. Interrupt Mask Clear Register 1 (REQMASKCLR1) Field Descriptions

Bit

Name

Value

Description

31-16

REQMASKCLR1
[63-48]

Reserved

15-0

REQMASKCLR1
[47:32]

Request Mask Clear bits

This vector determines whether the interrupt request channel is
enabled.

REQMASKCLR1 [0] = Request Channel 0
EQ.EQMASKCLRl [31] = Request Channel 31
User and privilege mode read:

Interrupt request channel is disabled
Interrupt request channel is enabled
Privilege mode write:

no effect

Interrupt request channel is disabled
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The offset address for REQMASKCLR2 is OxFFFF_FE48.
Figure 8-28. Interrupt Mask Clear Register 2 (REQMASKCLR?2)
31 29 28 27 26 25 24 23 22 21 20 19 18 17 16
Reserved
R-0
15 13 12 1 10 9 8 7 6 5 4 3 2 1 0
Reserved
R-0
Table 8-22. Interrupt Mask Clear Register 2 (REQMASKCLR2) Field Descriptions
Bit Name Value Description
31-0 REQMASKCLR2 Reserved
[95-64]
The offset address for REQMASKCLR3 is OxFFFF_FEA4C.
Figure 8-29. Interrupt Mask Clear Register 2 (REQMASKCLR2)
31 29 28 27 26 25 24 23 22 21 20 19 18 17 16
Reserved
R-0
15 13 12 11 10 9 8 7 6 5 4 3 2 1 0
Reserved
R-0

R = Read in all modes, WP = Writable in privilege mode only; -n = Value after reset

Table 8-23. Interrupt Mask Clear Register 3 (REQMASKCLR3) Field Descriptions

Bit Name Value Description
31-0 REQMASKCLR3 Reserved
[127-96]
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8.6.8 Wake-up Mask Set Registers (WAKEMASKSETX)
The wake-up mask register selectively enables individual wake-up interrupt request lines. These registers are

described in Figure 8-30 through Figure 8-33 and Table 8-24 through Table 8-27. The offset address for
WAKEMASKSETO is OxFFFF_FE50.

Figure 8-30. Wake-up Mask Set Register 0 (WAKEMASKSETO0)
31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16

WAKEMASKSET [31:16]

RWP-OxFFFF
15 14 13 12 11 10 9 8 7 6 5 4 3 2 1 0

WAKEMASKSET [15:0]

RWP-OxFFFF

Table 8-24. Wake-Up Mask Set Register 0 (WAKEMASKSETO) Field Descriptions

Bit Name Value Description

31-0 WAKEMASKSETO Wake-Up Mask Set bits

This vector determines whether the wake-up interrupt line is
enabled.

WAKEMASKSETO[0] = Wake-up interrupt line O
i/.\./AKEMASKSETl[Sl] = Wake-up interrupt line 31
User and privilege mode read:

0 Wake-up interrupt line is disabled

1 Wake-up interrupt line is enabled

Privilege mode write:

0 no effect

1 Wake-up interrupt line is enabled
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The offset address for WAKEMASKSET1 is OxFFFF_FE54.
Figure 8-31. Wake-up Mask Set Register 1 (WAKEMASKSET1)
31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
Reserved
R-0
15 14 13 12 11 10 9 8 7 6 5 4 3 2 1 0
WAKEMASKSET [47:32]
RWP-OXFFFF
Table 8-25. Wake-Up Mask Set Register 1 (WAKEMASKSET1) Field Descriptions
Bit Name Value Description
31-16 WAKEMASKSET1 Reserved
[63-48]
15-0 WAKEMASKSET1 Wake-Up Mask Set bits
This vector determines whether the wake-up interrupt line is
enabled.
WAKEMASKSET1[0] = Wake-up interrupt line O
WAKEMASKSET1[31] = Wake-up interrupt line 31
User and privilege mode read:
0 Wake-up interrupt line is disabled
1 Wake-up interrupt line is enabled
Privilege mode write:
0 no effect
1 Wake-up interrupt line is enabled
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The offset address for WAKEMASKSET?2 is OxFFFF_FESS8.
Figure 8-32. Wake-up Mask Set Register 2 (WAKEMASKSET?2)
31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
Reserved
R-0
15 14 13 12 11 10 9 8 7 6 5 4 3 2 1 0
Reserved
R-0

Table 8-26. Wake-Up Mask Set Register 2 (WAKEMASKSET?2) Field Descriptions

Bit Name Value Description

31-0 | WAKEMASKSET2 Reserved
[95-64]

The offset address for WAKEMASKSET3 is OXxFFFF_FESC.

Figure 8-33. Wake-up Mask Set Register 3 (WAKEMASKSET3)
31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16

Reserved WAKEMASKSET [127:112]

R-0
15 14 13 12 11 10 9 8 7 6 5 4 3 2 1 0

Reserved WAKEMASKSET [111:96]

R-0

R = Read in all modes, WP = Wiritable in privilege mode only; -n = Value after reset

Table 8-27. Wake-Up Mask Set Register 3 (WAKEMASKSET3) Field Descriptions

Bit Name Value Description

31-0 | WAKEMASKSET3 Reserved
[127-96]
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8.6.9 Wake-up Mask Clear Registers (WAKEMASKCLRX)

The wake-up mask register selectively disables individual wake-up interrupt request lines.These registers are
described in Figure 8-34 through Figure 8-37 and Table 8-28 through Table 8-31. The offset address for
WAKEMASKCLRO is OxFFFF_FE60.

Figure 8-34. Wake-up Mask Clear Register 0 (WAKEMASKCLRO)
31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16

WAKEMASKCLR [31:16]

RWP-OxFFFF
15 14 13 12 11 10 9 8 7 6 5 4 3 2 1 0

WAKEMASKCLR [15:0]

RWP-OxFFFF

Table 8-28. Wake-Up Mask Clear Register (WAKEMASKCLRO) Field Descriptions

Bit Name Value Description

63-0 WAKEMASKCLRO Wake-Up Mask Clear bits

This vector determines whether the wake-up interrupt line is
enabled.

WAKEMASKCLRO[0] = Wake-up interrupt line O
i/.\./AKEMASKCLRO[Sl] = Wake-up interrupt line 31
User and privilege mode read:

0 Wake-up interrupt line is disabled

1 Wake-up interrupt line is enabled

Privilege mode write:

0 no effect

1 Wake-up interrupt line is enabled
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The offset address for WAKEMASKCLR1 is OxFFFF_FE64.
Figure 8-35. Wake-up Mask Clear Register 1 (WAKEMASKCLR1)
31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
Reserved
R-0
15 14 13 12 11 10 9 8 7 6 5 4 3 2 1 0
WAKEMASKCLR [47:32]
RWP-0OxFFFF
Table 8-29. Wake-Up Mask Clear Register 1 (WAKEMASKCLR1) Field Descriptions
Bit Name Value Description
31-16 WAKEMASKCLR1 Reserved
[63-48]
15-0 WAKEMASKCLR1 Wake-Up Mask Clear bits
[47-32]

This vector determines whether the wake-up interrupt line is
enabled.

WAKEMASKCLR1[0] = Wake-up interrupt line 0
i/.\./AKEMASKCLRl[Sl] = Wake-up interrupt line 31
User and privilege mode read:

0 Wake-up interrupt line is disabled

1 Wake-up interrupt line is enabled

Privilege mode write:

0 no effect

1 Wake-up interrupt line is enabled
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The offset address for WAKEMASKCLR2 is OxFFFF_FE68.
Figure 8-36. Wake-up Mask Clear Register 2 (WAKEMASKCLR?2)
31 29 28 27 26 25 24 23 22 21 20 19 18 17 16
Reserved
R-0
15 13 12 11 10 9 8 7 6 5 4 3 2 1 0
Reserved
R-0
Table 8-30. Wake-Up Mask Clear Register 2 (WAKEMASKCLR?2) Field Descriptions
Bit Name Value Description
31-0 WAKEMASKCLR2 [95-64] Reserved
The offset address for WAKEMASKCLR3 is OxFFFF_FEGC.
Figure 8-37. Wake-up Mask Clear Register 3 (WAKEMASKCLR3)
31 29 28 27 26 25 24 23 22 21 20 19 18 17 16
Reserved
R-0
15 13 12 1 10 9 8 7 6 5 4 3 2 1 0
Reserved
R-0

R = Read in all modes, WP = Writable in privilege mode only; -n = Value after reset

Table 8-31. Wake-Up Mask Clear Register 3 (WAKEMASKCLR3) Field Descriptions

Bit Name Value Description
31-0 WAKEMASKCLR3 [127-96] Reserved
March 2013 Cortex-M3 Vectored Interrupt Manager (M3VIM) Module 313




{? TEXAS
INSTRUMENTS

. www.ti.com
Registers

8.6.10 Capture Event Register (CAPEVT)
This register is described in Figure 8-38 and Table 8-32. The offset address for CAPEVT is OxFFFF_FE78.

Figure 8-38. Capture Event Register (CAPEVT)

31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
Reserved CAPEVTSRC1[6:0]
R-0 RWP-0x0
15 14 13 12 11 10 9 8 4 3 2 0
Reserved 1CAPEVTSRCO[6:0]
R-0 RWP-0x0
R = Read, W = Write, WP = Write from privilege mode only, S = Set, -n = Value after reset (see table)
Table 8-32. Capture Event Register (CAPEVT) Field Descriptions
Bit Name Value Description
31-23 Reserved Reads return zero and writes have no effect.
22-16 CAPEVTSRC1 Capture Event Source Mapping Control 1
These bits determine which interrupt request maps to the capture
event source 1 of the RTI.
User and privilege mode read:
0000000 Interrupt Request 0
0000001 Interrupt Request 1
0101111 Interrupt Request 47
Privilege mode write:
Set the interrupt request line to be forwarded to the RTI
15-7 Reserved Reads return zero and writes have no effect.
6-0 CAPEVTSRCO Capture Event Source Mapping Control 0
These bits determine which interrupt request maps to the capture
event source 0 of the RTI.
User and privilege mode read:
0000000 Interrupt Request 0
0000001 Interrupt Request 1
0101111 Interrupt Request 48
Privilege mode write:
Set the interrupt request line to be forwarded to the RTI
314 Cortex-M3 Vectored Interrupt Manager (M3VIM) Module March 2013
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8.6.11 M3VIM Interrupt Control Register x (CHANCTRL x)

The interrupt control register specifies the mapping of an interrupt request (from peripheral) to a specific
interrupt channel. There are 12 interrupt control registers that control the 48 interrupt channels of the M3VIM.
Each register contains the control for 4 interrupt channels. The following table shows the organization of the
registers and the reset value of each.

Note that a single interrupt request can be mapped to multiple interrupt channels but not vice versa.

Table 8-33. Interrupt control registers organization

Offset Reset

Address Mnemonic CHANMAPX CHANMAPX, CHANMAPX, CHANMAPX3 value
0x80 CHANCTRLO CHANMAPO CHANMAP1 CHANMAP2 CHANMAP3 0x00010203
0x84 CHANCTRL1 CHANMAP4 CHANMAPS CHANMAPG6 CHANMAP7 0x04050607
0x88 CHANCTRL2 CHANMAPS8 CHANMAP9 CHANMAP10 CHANMAP11 0x08090A0B
0x8C CHANCTRL3 CHANMAP12 CHANMAP13 CHANMAP14 CHANMAP15 OxOCODOEOF
0x90 CHANCTRL4 CHANMAP16 CHANMAP17 CHANMAP18 CHANMAP19 0x10111213
0x94 CHANCTRL5 CHANMAP20 CHANMAP21 CHANMAP22 CHANMAP23 0x14151617
0x98 CHANCTRL6 CHANMAP24 CHANMAP25 CHANMAP26 CHANMAP27 0x18191A1B
0x9C CHANCTRL7 CHANMAP28 CHANMAP29 CHANMAP30 CHANMAP31 Ox1C1D1E1F
OxAO0 CHANCTRLS8 CHANMAP32 CHANMAP33 CHANMAP34 CHANMAP35 0x20212223
OxA4 CHANCTRLY9 CHANMAP36 CHANMAP37 CHANMAP38 CHANMAP39 0x24252627
OxA8 CHANCTRL10 CHANMAP40 CHANMAP41 CHANMAP42 CHANMAP43 0x28292A2B
O0xAC CHANCTRL11 CHANMAP44 CHANMAPA45 CHANMAP46 CHANMAPA47 0x2C2D2E2F

0xBO to OXFC Reserved Reserved Reserved Reserved Reserved Reserved

Each 4 fields of the register have been named with a generic index that refers to the detailed register
organization.

March 2013
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8.6.11.1 Interrupt Control Register

This register is described in Figure 8-39 and Table 8-34. The offset address for this register is OxFFFF_FEB80.

Figure 8-39. Interrupt Control Register

31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
Reserve CHANMAPX[6:0] Reserve CHANMAPX4[6:0]

R-0 RWP-see table R-0 RWP-see table

15 14 13 12 11 10 9 8 7 6 5 4 3 2 1 0
Res;zrve CHANMAPX,[6:0] Res;zrve CHANMAPx[6:0]

R-0 RWP-see table R-0 RWP-see table

R = Read, W = Write, WP = Write from privilege mode only, S = Set, -n = Value after reset (see table)

Table 8-34. Interrupt Control Register Field Descriptions

Bit Name Value Description
31 Reserved Reads return zero and writes have no effect.
30-24 CHANMAPX, Interrupt CHANXq Mapping Control

CHANXxg maps to
User and privilege mode read:
0000000 Interrupt Request 0 maps to Channel priority CHANXq

0000001 Interrupt Request 1 maps to Channel priority CHANXq

0101111 Interrupt Request 47 maps to Channel priority CHANXq

Privilege mode write:

Set the Channel priority CHANXq with the interrupt request.

These bits determine which interrupt request the priority channel

The default value of these bits after reset is given in the Table 8-33.

23 Reserved Reads return zero and writes have no effect.
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Table 8-34. Interrupt Control Register Field Descriptions (Continued)
Bit Name Value Description
22-16 CHANMAPX; Interrupt CHANx 4 Mapping Control
These bits determine which interrupt request the priority channel
CHANXx; maps to
User and privilege mode read:
0000000 Interrupt Request 0 maps to Channel priority CHANX4
0000001 Interrupt Request 1 maps to Channel priority CHANX4
0101111 Interrupt Request 47 maps to Channel priority CHANX
Privilege mode write:
The default value of these bits after reset is given in the Table 8-33.
Set the Channel priority CHANXx; with the interrupt request.
15 Reserved Reads return zero and writes have no effect.
14-8 CHANMAPX, Interrupt CHANx, Mapping Control
These bits determine which interrupt request the priority channel
CHANX, maps to
User and privilege mode read:
0000000 Interrupt Request 0 maps to Channel priority CHANX,
0000001 Interrupt Request 1 maps to Channel priority CHANX,
0101111 Interrupt Request 47 maps to Channel priority CHANX,
Privilege mode write:
The default value of these bits after reset is given in the Table 8-33.
Set the Channel priority CHANX, with the interrupt request.
7 Reserved Reads return zero and writes have no effect.
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Table 8-34. Interrupt Control Register Field Descriptions (Continued)
Bit Name Value Description
6-0 CHANMAPX, Interrupt CHANXx3 Mapping Control

These bits determine which interrupt request the priority channel
CHANXx3 maps to
User and privilege mode read:

0000000 Interrupt Request 0 maps to Channel priority CHANX3

0000001 Interrupt Request 1 maps to Channel priority CHANX3

0101111 Interrupt Request 47 maps to Channel priority CHANX3
Privilege mode write:
The default value of these bits after reset is given in the Table 8-33.
Set the Channel priority CHANX3 with the interrupt request.
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9.1 Overview

The CRC controller performs cyclic redundancy checks (CRC) to verify the integrity of the memory system.
A signature representing the contents of the memory is obtained when the contents of the memory are read
into the CRC controller. The CRC controller calculates the signature for a set of data and then compares the
calculated signature value against a predetermined good signature value. The TMS470M Series CRC
controller provides one channel to perform CRC calculations on multiple memories in parallel, and it can be
used on any memory system. Channel 1 can also be put into data trace mode. In data trace mode, the CRC
controller compresses all data being read through the CPU read data bus.
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9.2 TMS470M Series CRC Features
The TMS470M Series CRC controller offers:
* One channel to perform background signature verification on any memory sub-system
» Data compression on 8, 16, 32, and 64-bit data size

« Maximum-length parallel signature analysis (PSA) register constructed based on 64-bit primitive
polynomials

» Programmable 20-bit pattern counter per channel to count the number of data patterns for compression
 Interface supported: AHB

» AHB slave interface

» Data trace capability on the CPU data bus
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9.3

9.3.1

9.3.2
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9.3.3

9331

Module Operation
The following sections describe how the module operates.

General Operation
A CRC controller has one channel. This channel has a memory-mapped PSA signature register.

A memory can be organized into multiple sectors with each sector consisting of multiple data patterns. A data
pattern can be of 8, 16, 32, or 64-bit data. The CRC controller performs the signature calculation and
compares the signature to a predetermined value. The PSA signature register compresses an incoming data
pattern into a signature when it is written.

When one sector of data patterns is written into the PSA signature register, a final signature corresponding
to that sector is obtained. The calculated signature and the predetermined signature are then compared to
each other for signature verification.

The CRC controller also provides data trace capability. Channel 1 can perform data trace on the CPU data
bus. During data trace, channel 1 monitors any data being read on the CPU data bus and compresses it.
When data trace is enabled for channel 1, all circuits related to interrupt generation and counters are disabled.

Modes
The CRC controller can operate in data trace mode.

Data trace mode

CRC channel 1 can be used to snoop the CPU read data bus. Data read on the CPU bus is converted into a
64-bit data value where the LSB or the MSB bits of the read data bus are padded with zeros. The PSA
signature register concatenates the data value with zeros to create a 64-bit word based on the address of the
read transaction. For example, the data value 0x12345678 is stored at addresses 0x0 and 0x4. If the CPU
reads a word from address 0x0, the value 0x0000000012345678 will be used for the CRC signature
generation. If the CPU reads a word from address 0x4, the value 0x1234567800000000 will be used for the
signature generation. Each data pattern read by the CPU on its data bus is compressed in the PSA signature
register. To enable the data trace on the read bus, 0x0 should be written in CH1_MODE bits. The
CHATRACEEN bit should be set to 0x1. Before the data compression begins, a seed value should be placed
in the PSA signature register. To change the seed value, the CH1_MODE bits should be set to 0x00 and data
trace bit should be disabled. During data trace mode, all interrupts logic are inactive.

Register Definitions

PSA Signature Register

The 64-bit PSA signature register is based on the primitive polynomial shown in Equation 1 to produce the
maximum length linear feedback shift register (LFSR) (more details of the 64-bit primitive polynomial can be
found in Stahnke 1973).

f(x):x64+x4+x3+x+1 (EQ1)

Figure 9-1. LFSR

Di‘)DlDQJ@D_DQ DQJ@D_DQJ@D_DQ ——————— D Q

X0 X1 X2 X3 X4 X63

The serial implementation of LFSF has a limitation that it requires n clock cycles to calculate the CRC values
for an n bit data stream. It produces the same CRC value operating on a multi-bit data stream, as would occur

322
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if the CRC were computed one bit at a time over the whole data stream. The algorithm involves looping to
simulate the shifting, and concatenating strings to build the equations after n shifts.

The parallel CRC calculation based on the above polynomial is illustrated in the (HDL) code below.

for 1 in 63 to O loop
NEXT_CRC_VAL(0) := CRC_VAL(63) xor DATA(i);

for j in 1 to 63 loop
case j is
when 1|34 =>
NEXT_CRC_VAL() :=
CRC_VAL( - 1) xor CRC_VAL(63) xor DATA(i);
when others =>
NEXT_CRC_VAL(J) := CRC_VAL(g - 1);
end case;
end loop;

CRC_VAL := NEXT_CRC_VAL;

end loop;

1 The inner loop calculates the next value of each shift register bit after one cycle.
2 The outer loop simulates 64 cycles of shifting. The equation for each shift register bit is thus built before it is compressed into the shift register.
3 The MSB of the data is shifted in first.

PSA_REGL1[31:0] and PSA_REGH1[63:32] contain the calculated 64-bit PSA signature value for channel
1. The PSA signature register can be read from and written to. When a value is written, it can either compress
the data or just capture the data depending on the state of CHx_MODE bits in the CRC_CTRL?2 register. If
CHx_MODE is set to data capture, a seed value can be planted in the PSA signature register without
compression. The CRC channel can be planted with a different seed value before compression starts. Modes
other than data capture mode will cause the data to be compressed by the PSA signature register when it is
written. When the PSA signature register is read, it gives the calculated signature value.

The CRC controller supports doubleword, word, half word, and byte accesses to the PSA signature register.
During a non-doubleword write access, all unwritten byte lanes are padded with zeros before compression.

There is a software reset for the PSA signature register channel. When set, the PSA signature register is reset
to all zeros by writing to the CRC_CTRLO register.

The PSA signature register is reset to zero under any of the following conditions:
* The system resets.

» A PSA software reset occurs.

» One sector of data patterns is compressed.

9.3.3.2 PSA Sector Signature Register

After one sector of data is compressed, the final resulting signature calculated by the PSA signature register
is transferred to the PSA sector signature registers PSA_SECSIGHx and PSA_SECSIGLx. The PSA sector
signature register is a read-only register.

9.3.3.3 Raw Data Register

The raw or uncompressed data written to the PSA signature register is also saved in the raw data register.
The raw data registers, RAW_DATAREGHx and RAW_DATAREGLYX, are read only.

9.3.4 Power-Down Mode

The CRC module can be put into power-down mode by setting the power-down control bit, PWDN, in the
CRC_CTRLL1 register. The module wakes up when the PWDN bit is cleared. See the TMS470M Series
device-specific data sheet for the actual implementation of your device.
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9.3.5

Emulation

During emulation mode, a read access from any register returns the register contents to the bus and will not
trigger or mask any event as it would in functional mode. This prevents the debugger from disturbing the
runtime environment. For example, when the debugger reads the interrupt offset register during a screen
refresh, the corresponding interrupt status flag will not be cleared. Time-out counters are stopped in
emulation mode. When channel 1 is configured to data trace mode, the PSA signature register does not
compress any data read on the CPU data bus in emulation mode. No CPU bus error will be generated if
reading from unimplemented locations in emulation mode.
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9.4 CRC Control Registers

All registers are on word boundaries. 64, 32, 16, and 8 bit write accesses are supported to all registers. Figure
9-2 shows the summary of the registers. The base address for the control registers is OXFEOO 0000.

Figure 9-2. CRC Register Summary

Offset Address
) (1) 31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
Register 15 14 13 12 1 10 9 8 7 6 5 4 3 2 1 0
Reserved
0x00
CRC_CTRLO i
Page 327 S
Reserved REST
Reserved
0x08
CRC_CTRL1
Page 328
Reserved PWDN
Reserved
0x010
CRC_CTRL2
Page 329 CH1_T
Reserved RACEE| Reserved CH1_MODE
N
PSASIG1(31-16)
0x060
PSA_SIGREGL1
Page 331
PSASIG1(15-0)
PSASIG1(63-48)
0x064
PSA_SIGREGH1
Page 332
PSASIG1(47-32)
0x070 PSASECSIG1(31-16)
PSA_SECSIG
REGL1
Page 333 PSASECSIG1(15-0)
0x074 PSASECSIG1(63-48)
PSA_SECSIG
REGH1
Page 333 PSASECSIG1(47-32)
0x078 RAW_DATA1(31-16)
RAW_DATA
REGL1
Page 335 RAW_DATA1(15-0)

1 The physical address (base + offset) of these registers Is device specific. See the device-specific data sheet to verify the register base
address.
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Figure 9-2. CRC Register Summary (Continued)
Offset Address
T 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
Register 15 14 13 12 11 10 9 8 7 4 3 2 1 0

0x07C

RAW_DATA
REGH1
Page 336

RAW_DATA1(63-48)

RAW_DATA1(47-32)

1 The physical address (base + offset) of these registers Is device specific. See the device-specific data sheet to verify the register base

address.
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9.4.1 CRC Global Control Register 0 (CRC_CTRLDO)
Figure 9-3 and Table 9-1 describe this register.

Figure 9-3. CRC Global Control Register 0 (CRC_CTRLO) [offset = 0x00]

31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
Reserved
R-0

15 14 13 12 11 10 9 8 7 6 5 4 3 2 1 0
CH1_PS
A_SWR

Reserved EST
R-0 R/W-0

R = Read; W = Write; -n = Value after reset

Table 9-1. CRC Global Control Register 0 (CRC_CTRLO) Field Descriptions

Bit Name Value Description
31-1 Reserved These bits are read as zero, and writes have no effect.
0 CH1_PSA_SWREST Channel 1 PSA software reset:

required to clear this bit by writing a 0.

0 The PSA signature register is not reset.

1 The PSA signature register is reset.

When set, the PSA signature register is reset to all zeros. Software
reset does not reset software reset bit itself. Therefore, the CPU is
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9.4.2 CRC Global Control Register (CRC_CTRL1)
Figure 9-4 and Table 9-2 describe this register.
Figure 9-4. CRC Global Control (CRC_CTRL1) [offset = 0x08]
31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
Reserved
R-0
15 14 13 12 11 10 9 8 7 6 5 4 3 2 1 0
Reserved PWDN
R-0 R/W-0
R = Read; W = Write; -n = Value after reset
Table 9-2. CRC Global Control (CRC_CTRL1) Field Descriptions
Bit Name Value Description
31-1 Reserved These bits are read as zero, and writes have no effect.
0 PWDN Power-down.
0 CRC is not in power-down mode.
1 CRC is in power-down mode.
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9.4.3 CRC Global Control Register 2 (CRC_CTRL?2)

The CRC_CTRL2 register is used to configure the CRC channel in data capture mode. Data capture mode
is especially useful when it is used in conjunction with data trace (CH1_TRACEEN) for channel 1. The seed
value can be planted in the PSA signature register during data capture mode by writing a seed value into the
PSA signature register. The data trace enable bit is then set to snoop and compress any read transactions

on the CPU bus. When the trace enable bit is set, CH1_MODE is automatically reset to data capture mode.

To change from one mode to another, the user should perform the following steps:
1. Assert software reset for the respective channel.

2. Change from the current active mode to data capture mode.

3. Change from data capture mode to the new mode.

4. Release the software reset.

Figure 9-5 and Table 9-3 describe this register.

Figure 9-5. CRC Global Control Register 2 (CRC_CTRL2) [offset = 0x10]

31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
Reserved
R-0
15 14 13 12 11 10 9 8 7 6 5 4 3 2 1 0
Reserved ?A%JI-E_ETI\T Reserved CH1_MODE
R-0 R/W-0 R-0 R/W-0

R = Read; W = Write; -n = Value after reset

Table 9-3. CRC Global Control Register 2 (CRC_CTRL2) Field Descriptions

Bit Name

Value

Description

31-5

Reserved

These bits are read as zero, and writes have no effect

CH1_TRACEEN

Channel 1 trace enable. When set, the channel is put into data
trace mode. The channel snoops on the CPU data bus for any read
transactions. Any read data on the bus is compressed by the PSA
signature register. When the CPU is in debug state, the PSA signa-
ture register does not compress any read data on the bus.

Data trace is disabled.

Data trace is enabled.

3-2

Reserved

These bits are read as zero, and writes have no effect

CH1_MODE

00

Other

Channel 1 mode

The CRC is in data capture mode. In this mode, the PSA signature
register does not compress data when it is written. Any data written
to the PSA signature register is simply captured by the PSA signa-
ture register without any compression. This mode can be used to
plant a seed value into the PSA register.

Reserved.
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9.44 PSASI

gnature Low Register 1 (PSA_SIGREGL1)

Figure 9-6 and Table 9-4 describe this register.

Figure 9-6. PSA Signature Low Register 1 (PSA_SIGREGL1) [offset = 0x60]

31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
PSASIG1(31-16)
R/W-0
15 14 13 12 11 10 9 8 7 6 5 4 3 2 1 0
PSASIG1(15-0)
R/W-0
R = Read; W = Write; -n = Value after reset
Table 9-4. PSA Signature Low Register 1 (PSA_SIGREGL1) Field Descriptions
Bit Name Value Description
31-0 PSASIG1(31-0) 0—-FFFF Channel 1 PSA signature low. These bits contain the PSASIG1(31-
FFFFh 0) of the Channel 1 PSA signature.
March 2013 Cyclic Redundancy Check Controller (CRC) Module 331
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9.4.5 PSA Signature High Register 1 (PSA_SIGREGH1)
Figure 9-7 and Table 9-5 describe this register.
Figure 9-7. PSA Signature High Register 1 (PSA_SIGREGH1) [offset = 0x64]
31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
PSASIG1(63-48)
RIW-0
15 14 13 12 1 10 9 8 7 6 5 4 3 2 1 0

PSASIG1(47-32)

R = Read; -n = Value after reset

R/W-0

Table 9-5. PSA Signature High Register 1 (PSA_SIGREGH1) Field Descriptions

Bit Name Value Description
31-0 PSASIG1(63-32) 0-FFFF Channel 1 PSA signature high. These bits contain the
FFFFh PSASIG1(63-32) of the Channel 1 PSA signature.

332 Cyclic Redundancy Check Controller (CRC) Module March 2013




{'f TeExAS
INSTRUMENTS

www.ti.com

CRC Control Registers

9.4.6 PSA Sector Signature Low Register 1 (PSA_SECSIGREGL1)
Figure 9-8 and Table 9-6 describe this register.

Figure 9-8. PSA Sector Signature Low Register 1 (PSA_SECSIGREGL1) [offset = 0x70]

31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
PSASECSIG1(31-16)
R-0
15 14 13 12 11 10 9 8 7 6 5 4 3 2 1 0
PSASECSIG1(15-0)
R-0
R = Read; W = Write; -n = Value after reset
Table 9-6. PSA Sector Signature Low Register 1 (PSA_SECSIGREGL1) Field Descriptions
Bit Name Value Description
31-0 PSASECSIG1(31- 0—-FFFF Channel 1 PSA sector signature low. These bits contain the value
0) FFFFh stored in the PSASECSIG1(31-0) register.
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9.4.7 PSA Sector Signature High Register 1 (PSA_SECSIGREGH1)

Figure 9-9 and Table 9-7 describe this register.

Figure 9-9. PSA Sector Signature High Register 1 (PSA_SECSIGREGHL1) [offset = 0x74]

31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
PSASECSIG1(63-48)
R-0
15 14 13 12 11 10 9 8 7 6 5 4 3 2 1 0

PSASECSIG1(47-32)

R-0

R = Read; W = Write; -n = Value after reset

Table 9-7. PSA Sector Signature High Register 1 (PSA_SECSIGREGH1) Field Descriptions

Description

Bit Name Value
31-0 PSASECSIG1(63— O-FFFF
32) FFFFh

Channel 1 PSA sector signature high. These bits contain the value
stored in the PSASECSIG1(63-32) register.
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9.4.8

Raw Data Low Register 1 (RAW_DATAREGL1)

Figure 9-10 and Table 9-8 describe this register.

Figure 9-10. Raw Data Low Register 1 (RAW_DATAREGL1) [offset = 0x78]

31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
RAW_DATA1(31-16)
R-0
15 14 13 12 11 10 9 8 7 6 5 4 3 2 1 0

RAW_DATA1(15-0)

R = Read; W = Write;

R-0

-n = Value after reset

Table 9-8. Raw Data Low Register 1 (RAW_DATAREGL1) Field Descriptions

Bit Name Value Description
31-0 RAW_DATA1(31- 0-FFFF Channel 1 raw data low. These bits contain bits 31-0 of the uncom-
0) FFFFh pressed raw data.
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9.4.9 Raw Data High Register 1 (RAW_DATAREGH1)
Figure 9-11 and Table 9-9 describe this register.
Figure 9-11. Raw Data High Register 1 (RAW_DATAREGH1) [offset = 7Ch)
31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
RAW_DATAL(63-48)
R-0
15 14 13 12 11 10 9 8 7 6 5 4 3 2 1 0
RAW_DATAL(47-32)
R-0
R = Read; W = Write; -n = Value after reset
Table 9-9. Raw Data High Register 1 (RAW_DATAREGH1) Field Descriptions
Bit Name Value Description
31-0 RAW_DATA1(63— Channel 1 raw data high. These bits contain bits 63—32 of the
32) uncompressed raw data.
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10.1 Overview

This reference guide contains a general description of the DCAN Controller Area Network module. The
Controller Area Network is a serial communications protocol which efficiently supports distributed real-time
control with a high level of security.

The DCAN module supports bit-rates up to 1 Mbit/s and is compliant to the CAN 2.0B protocol specification.

10.1.1 Features
The DCAN implements the following features:
» Supports CAN protocol version 2.0 part A, B
» Bitrates up to 1 MBit/s
» Dual clock source
» 16, 32, 64 or 128 message objects (device dependent)
 Individual identifier mask for each message object
» Programmable FIFO mode for message objects
» Programmable loop-back modes for self-test operation
e Suspend mode for debug support
» Software module reset
» Automatic bus on after Bus-Off state by a programmable 32-bit timer
* Message RAM parity check mechanism
» Direct access to Message RAM during test mode
» CAN Rx/ Tx pins configurable as general purpose 10 pins
e Two interrupt lines
* Global power down and wakeup support
» Local power down and wakeup support
* RAM initialization

10.1.2 Functional Description

The DCAN performs CAN protocol communication according to 1ISO 11898-1 (identical to Bosch CAN
protocol specification 2.0 A, B). The bit rate can be programmed to values up to 1 MBit/s. Additional
transceiver hardware is required for the connection to the physical layer (CAN bus).

For communication on a CAN network, individual message objects can be configured. The message objects
and identifier masks are stored in the Message RAM.

All functions concerning the handling of messages are implemented in the Message Handler. Those functions
are acceptance filtering, the transfer of messages between the CAN Core and the Message RAM, the
handling of transmission requests as well as the generation of interrupts or DMA requests.

The register set of the DCAN can be accessed directly by the CPU via the module interface. These registers
are used to control/configure the CAN Core and the Message Handler, and to access the Message RAM.
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10.1.3 Block Diagram

Figure 10-1. Block Diagram

CAN_RX CAN_TX VCLK  VCLKA
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DCAN CAN_CLK
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or 128 “ I FA}M t
Message ntertace Registers and Message
Objects Object Access (IFx)

Test Modes
only

Module Interface

R

INT req. DMA req. CTRL VBUSP
(8, 16 or 32 hit)

10.1.3.1 CAN Core
The CAN Core consists of the CAN Protocol Controller and the Rx/Tx Shift Register. It handles all ISO 11898-
1 protocol functions.

10.1.3.2 Message Handler

The Message Handler is a state machine which controls the data transfer between the single ported Message
RAM and the CAN Core’s Rx/Tx Shift Register. It also handles acceptance filtering and the interrupt/DMA
request generation as programmed in the control registers.

10.1.3.3 Message RAM
The DCAN Message RAM enables the storage of 16, 32, 64 or 128 CAN messages (device dependent).

10.1.3.4 Registers and Message Object Access (IFx)

Data consistency is ensured by indirect accesses to the message objects. During normal operation, all CPU
and DMA accesses to the Message RAM are done through Interface Registers.
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Three Interface Register sets control the CPU read and write accesses to the Message RAM. There are two
Interface Registers sets for read / write access (IF1 and IF2) and one Interface Register set for read access
only (IF3). See also section 10.15. The Interface Registers have the same word-length as the Message RAM.

In a dedicated test mode, the Message RAM is memory mapped and can be directly accessed.

10.1.3.5 Module Interface
The DCAN module is equipped with a 32-bit interface (VBUSP).

10.1.3.6 Dual Clock Source

Two clock domains are provided to the DCAN module: the peripheral synchronous clock domain (VCLK) and
the peripheral asynchronous clock source domain (VCLKA) for CAN_CLK.

If a frequency modulated clock output from FMPLL is used as the VCLK source, then VCLKA should be
derived from an unmodulated clock source (e.g. OSCIN source). See also section 10.3.

The clock source for VCLKA is selected by the Peripheral Asynchronous Clock Source Register in the system
module. For more information see the TMS470M Platform Architecture Specification chapter.
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10.2 Operating Modes

10.2.1 Software Initialization

The software initialization mode is entered by setting the Init bit in the CAN Control Register, either by
software, by hardware reset or by going Bus-Off.

While the Init bit is set, the message transfer from and to the CAN bus is stopped, and the status of the
CAN_TX output is recessive (high). The CAN error counters are not updated. Setting the Init bit does not
change any other configuration register.

To initialize the CAN Controller, the CPU has to set up the CAN Bit timing and those message objects which
have to be used for CAN communication. Message objects which are not needed, can be deactivated by with
their MsgVal bits cleared (default after RAM initialization).

The access to the Bit Timing Register for the configuration of the Bit timing is enabled when both Init and
CCE bits in the CAN Control Register are set.

Resetting the Init bit finishes the software initialization. Afterwards the Bit Stream Processor (BSP, for more
details see section 10.14) synchronizes itself to the data transfer on the CAN bus by waiting for the
occurrence of a sequence of 11 consecutive recessive bits (= Bus Idle) before it can take part in bus activities
and start the message transfer.

The initialization of the message objects is independent of the Init bit, however all message objects should
be configured to particular identifiers or set to not valid before the message transfer is started.

Itis possible to change the configuration of message objects during normal operation by the CPU. After setup
and subsequent transfer of message object from Interface Registers to Message RAM, the acceptance
filtering will be applied to it, when the modified message object number is same or smaller than the previously
found message object. This assures data consistency, even when changing message objects e.g. while a
pending CAN frame reception.

10.2.2 CAN Message Transfer (Normal Operation)

Once the DCAN is initialized and Init bit is reset to zero, the CAN Core synchronizes itself to the CAN bus
and starts the message transfer.

Received messages are stored into their appropriate message objects if they pass acceptance filtering. The
whole message (including all arbitration bits, DLC and up to eight data bytes) is stored into the message
object. As a consequence, when e.g. the identifier mask is used, the arbitration bits which are masked to
“don’t care” may change in the message object when a received message is stored.

The CPU may read or write each message at any time via the Interface Registers, as the Message Handler
guarantees data consistency in case of concurrent accesses.

Messages to be transmitted can be updated by the CPU. If a permanent message object (arbitration and
control bits set up during configuration and leaving unchanged for multiple CAN transfers) exists for the
message, it is possible to only update the data bytes. If several transmit messages should be assigned to one
message object, the whole message object has to be configured before the transmission of this message is
requested.

The transmission of multiple message objects may be requested at the same time. They are subsequently
transmitted, according to their internal priority. Messages may be updated or set to not valid at any time, even
if a requested transmission is still pending. However, the data bytes will be discarded if a message is updated
before a pending transmission has started.

Depending on the configuration of the message object, a transmission may be automatically requested by
the reception of a remote frame with a matching identifier.
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10.2.2.1 Disabled Automatic Retransmission

According to the CAN Specification (see 1SO11898, 6.3.3 Recovery Management), the DCAN provides a
mechanism to automatically retransmit frames which have lost arbitration or have been disturbed by errors
during transmission. The frame transmission service will not be confirmed to the user before the transmission
is successfully completed.

By default, this automatic retransmission is enabled. It can be disabled by setting bit DAR in CAN Control
Register. Further details to this mode are provided in section 10.13.3.

10.2.2.2 Auto-Bus-On

Per default, after the DCAN has entered Bus-Off state, the CPU can start a Bus-Off-Recovery sequence by
resetting Init bit. If this is not done, the module will stay in Bus-Off state.

The DCAN provides an automatic Auto-Bus-On feature which is enabled by bit ABO in CAN Control Register
(see section 10.17.1). If set, the DCAN will automatically start the Bus-Off-Recovery sequence. The
sequence can be delayed by a user-defined number of VCLK cycles which can be defined in Auto-Bus-On
Time Register (see section 10.17.9).

Note:

If the DCAN goes Bus-Off due to massive occurrence of CAN bus errors, it stops all
bus activities and automatically sets the Init bit. Once the Init bit has been reset by the
CPU or due to the Auto-Bus-On feature, the device will wait for 129 occurrences of
Bus Idle (equal to 129 * 11 consecutive recessive bits) before resuming normal
operation. At the end of the Bus-Off recovery sequence, the error counters will be
reset.
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10.2.3 Test Modes
The DCAN provides several test modes which are mainly intended for production tests or self test.

For all test modes, bit Test in the CAN Control Register needs to be set to one. This enables write access to
the Test Register (see section 10.17.6).

10.2.3.1 Silent Mode

The Silent Mode may be used to analyze the traffic on the CAN bus without affecting it by sending dominant
bits (e.g. acknowledge bit, overload flag, active error flag). The DCAN is still able to receive valid data frames
and valid remote frames, but it will not send any dominant bits. However, these are internally routed to the
CAN Core.

Figure 10-2 shows the connection of signals CAN_TX and CAN_RX to the CAN Core in Silent Mode.
Silent Mode can be activated by setting the Silent bit in Test Register to one.
In ISO 11898-1, the Silent Mode is called the Bus Monitoring Mode.

Figure 10-2. CAN Core in Silent Mode
CAN_TX CAN_RX

A

DCAN -1

March 2013 Controller Area Network (DCAN) 343



{'f TEXAS
INSTRUMENTS

www.ti.com

Operating Modes

10.2.3.2 Loop Back Mode

The Loop Back Mode is mainly intended for hardware self-test functions. In this mode, the CAN Core uses
internal feedback from Tx output to Rx input. Transmitted messages are treated as received messages, and
can be stored into message objects if they pass acceptance filtering. The actual value of the CAN_RX input
pin is disregarded by the CAN Core. Transmitted messages still can be monitored at the CAN_TX pin.

In order to be independent from external stimulation, the CAN Core ignores acknowledge errors (recessive bit
sampled in the acknowledge slot of a data/remote frame) in Loop Back Mode.

Figure 10-3 shows the connection of signals CAN_TX and CAN_RX to the CAN Core in Loop Back Mode.
Loop Back Mode can be activated by setting bit LBack in Test Register to one.

Note:

In Loop Back mode, the signal path from CAN Core to Tx pin, the Tx pin itself, and the
signal path from Tx pin back to CAN Core are disregarded. For including these into
the testing, see External Loop Back mode (section 10.2.3.3).

Figure 10-3. CAN Core in Loop Back Mode
CAN_TX CAN_RX

b
DCAN l
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10.2.3.3 External Loop Back Mode

The External Loop Back Mode is similar to the Loop Back Mode, however it includes the signal path from
CAN Core to Tx pin, the Tx pin itself, and the signal path from Tx pin back to CAN Core. When External Loop
Back Mode is selected, the input of the CAN core is connected to the input buffer of the Tx pin.

With this configuration, the Tx pin IO circuit can be tested.
External Loop Back Mode can be activated by setting bit ExL in Test Register to one.

Figure 10-4 shows the connection of signals CAN_TX and CAN_RX to the CAN Core in External Loop Back
Mode.

Note:
When Loop Back Mode is active (LBack bit set), the ExL bit will be ignored.

Figure 10-4. CAN Core in External Loop Back Mode

CAN_TX CAN_RX
pin pin
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CAN Core
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10.2.3.4 Loop Back combined with Silent Mode
Itis also possible to combine Loop Back Mode and Silent Mode by setting bits LBack and Silent at the same
time. This mode can be used for a “Hot Selftest”, i.e. the DCAN hardware can be tested without affecting the
CAN network. In this mode, the CAN_RX pin is disconnected from the CAN Core and no dominant bits will

be sent on the CAN_TX pin.

Figure 10-5 shows the connection of the signals CAN_TX and CAN_RX to the CAN Core in case of the
combination of Loop Back Mode with Silent Mode.

Figure 10-5. CAN Core in Loop Back combined with Silent Mode
CAN_TX CAN_RX

b
:ll

DCAN

v

10.2.3.5 Software control of CAN_TX pin
Four output functions are available for the CAN transmit pin CAN_TX. Additionally to its default function
(serial data output), the CAN_TX pin can drive constant dominant or recessive values, or it can drive the CAN
Sample Point signal to monitor the CAN Core’s bit timing.
Combined with the readable value of the CAN_RX pin, this can be used to check the physical layer of the
CAN bus.
The output mode of pin CAN_TX is selected by programming the Test Register bits Tx[1:0] as described in
section 10.17.6.

Note:

The software control for pin CAN_TX interferes with CAN protocol functions. For CAN
message transfer or any of the test modes Loop Back Mode, External Loop Back
Mode or Silent Mode, the CAN_TX pin should operate in its default functionality.
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10.3 Dual Clock Source

Two clock domains are provided to the DCAN module: the peripheral synchronous clock domain (VCLK) as
the general module clock source, and the peripheral asynchronous clock source domain (VCLKA) provided
to the CAN core (as clock source CAN_CLK) for generating the CAN Bit Timing.

Both clock domains can be derived from the same clock source (so that VCLK = VCLKA). However, if
frequency modulation in the FMPLL is enabled (spread spectrum clock), then due to the high precision
clocking requirements of the CAN Core, the FMPLL clock source should not be used for VCLKA.
Alternatively, a separate clock without any modulation (e.g. derived directly from the OSCIN clock) should be
used for VCLKA.

Please see the system module reference guide and the device datasheet for more information how to
configure the relevant clock source registers in the system module.

Between the two clock domains, a synchronization mechanism is implemented in the DCAN module in order
to ensure correct data transfer.

Note:

If the dual clock functionality is used, then VCLK must always be higher or equal to
CAN_CLK (derived from the asynchronous clock source), in order to achieve a stable
functionality of the DCAN. Here also the frequency shift of the modulated VCLK has
to be considered:

fo verk £ Afem verk 2 feancik

Note:

The CAN Core has to be programmed to at least 8 clock cycles per bit time. To
achieve a transfer rate of 1 MBaud when using the asynchronous clock domain as the
clock source for CAN_CLK, an oscillator frequency of 8MHz or higher has to be used.
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10.4 GIO support
The CAN_RX and CAN_TX pins of the DCAN module can be used as general purpose 10 pins, if CAN
functionality is not needed. This function is controlled by the CAN TX IO Control register (see section
10.17.30) and the CAN RX 10 Control register (see section 10.17.31).
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10.5 RAM Initialization

If the memory hardware initialization for the DCAN module is enabled in the device system module control
registers, with a dedicated action the complete RAM can be initialized with zeros and the parity bits are set
accordingly. For more details, please refer to the system module reference guide.

Initialization speed of DCAN RAM:
(# of message objects + 5) * VBUS cycle time

On power up, the RAM should be initialized by activating global SoC signal CAN_MMISTART. This initializes
the RAM with zeros and sets the parity/ECC bits accordingly. The first access over VBUSP should not be
started before RAM initialization has finished, indicated by the DCAN acknowledge signal CAN_MMIDONE.
Accesses while or before RAM initialization are not allowed and could result in parity errors or other side
effects.

The initialization speed is one Message Object per VBUSP_CLK cycle plus approximate 5 VBUSP_CLK
cycles internal runtime till asserting CAN_MMIDONE.
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10.6 Interrupt functionality

Interrupts can be generated on two interrupt lines in the: DCANOINT line and DCANLINT line. These lines
can be enabled by setting IEO resp. IE1 bits in CAN Control Register.

The DCAN provides three groups of interrupt sources: Message Object Interrupts, Status Change Interrupts
and Error Interrupts.

The source of an interrupt can be determined by the interrupt identifiers IntOID / Int1ID in the Interrupt
Register (see section 10.17.5). When no interrupt is pending, the register will hold the value zero.

Each interrupt line remains active until the dedicated field in the Interrupt Register (IntOID / Int1ID) again
reach zero (this means the cause of the interrupt is reset), or until IEOQ / IE1 are reset.

The value 0x8000 in the Int0ID field indicates that an interrupt is pending because the CAN Core has updated
(not necessarily changed) the Error and Status Register (Error Interrupt or Status Interrupt). This interrupt has
the highest priority. The CPU can update (reset) the status bits WakeUpPnd, RxOk, TxOk and LEC by reading
the Error and Status Register, but a write access of the CPU will never generate or reset an interrupt.

Values between 1 and the number of the last message object indicates that the source of the interrupt is one
of the message objects, IntOID resp. Int1ID will point to the pending message interrupt with the highest
priority. The Message Object 1 has the highest priority, the last message object has the lowest priority.

An interrupt service routine which reads the message that is the source of the interrupt, may read the
message and reset the message object’s IntPnd at the same time (ClrintPnd bit in the IF1/IF2 Command
Register). When IntPnd is cleared, the Interrupt Register will point to the next message object with a pending
interrupt.

10.6.1 Message Object interrupts

Message Object interrupts are generated by events from the message objects. They are controlled by the
flags IntPND, TxIE and RxIE which are described in section 10.16.1.

Message Obiject interrupts can be routed to either DCANOINT or DCANL1INT line, controlled by the Interrupt
Multiplexer Register, see section 10.17.18.

10.6.2 Status Change Interrupts

The events WakeUpPnd, RxOk, TxOk and LEC in Error and Status Register (see section 10.17.2) belong to
the Status Change Interrupts. The Status Change Interrupt group can be enabled by bit SIE in CAN Control
Register (see section 10.17.1).

If SIE is set, a Status Change Interrupt will be generated at each CAN frame, independent of bus errors or
valid CAN communication, and also independent of the Message RAM configuration.

Status Change interrupts can only be routed to interrupt line DCANOINT which has to be enabled by setting
IEQ in the CAN Control Register.

Note:

Reading the Error and Status Register will clear the WakeUpPnd flag. If in global
power down mode, the WakeUpPnd flag is cleared by such a read access before the
DCAN module has been waken up by the system, the DCAN may re-assert the
WakeUpPnd flag, and a second interrupt may occur. (see also section 10.7.2).

10.6.3 Error Interrupts

The events PER, BOff and EWarn (monitored in Error and Status Register, see section 10.17.2) belong to the
Error Interrupts. The Error Interrupt group can be enabled by setting bit EIE in CAN Control Register (see
section 10.17.1).

Error interrupts can only be routed to interrupt line DCANOINT which has to be enabled by setting IEO in the
CAN Control Register.
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10.7 Global power down mode

The TMSx70 architecture supports a centralized global power down control over the peripheral modules
through the Peripheral Central Resource (PCR) module (see also TMS470 Platform Architecture
Specification).

10.7.1 Entering global power down mode

The global power down mode for the DCAN is requested by setting the appropriate Peripheral Power Down
Set bit (PSPWRDWNSETX) in the PCR module.

The DCAN then finishes all transmit requests of the message objects. When all requests are done, the DCAN
waits until a bus idle state is recognized. Then it will automatically set the Init bit to indicate that the global
power down mode has been entered.

During local power down mode, the internal clocks of the DCAN module are turned off, but there is a wake
up logic that is still active. Also the actual contents of the DCAN control registers can be read back.

10.7.2 Wakeup from global power down mode

If the DCAN module is in global power down mode, a CAN bus activity detection circuit is active. On
occurrence of a dominant CAN bus level, the DCAN will set the WakeUpPnd bit in Error and Status Register
(see section 10.17.2).

If Status Interrupts are enabled, also an interrupt will be generated. This interrupt could be used by the
application to wakeup the DCAN. For this, the application needs to set the appropriate Peripheral Power
Down Clear bit (PSPWRDWNCLRX) in the PCR module, and to clear the Init bit in CAN Control Register.

After the Init bit has been cleared, the DCAN module waits until it detects 11 consecutive recessive bits on
the CAN_RX pin and then goes Bus-Active again.

Note:

The CAN transceiver circuit has to stay active during CAN bus activity detection. The
first CAN message, which initiates the bus activity, cannot be received. This means
that the first message received in power down mode is lost.
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10.8 Local power down mode

Besides from the centralized power down mechanism controlled by the PCR module (global power down, see
section 10.7), the DCAN supports a local power down mode which can be controlled within the DCAN control
registers.

10.8.1 Entering local power down mode
The local power down mode is requested by setting the PDR bit in CAN Control Register.

The DCAN then finishes all transmit requests of the message objects. When all requests are done, DCAN
waits until a bus idle state is recognized. Then it will automatically set the Init bit in CAN Control Register to
prevent any further CAN transfers, and it will also set the PDA bit in CAN Error and Status Register. With
setting the PDA bits, the DCAN module indicates that the local power down mode has been entered.

During local power down mode, the internal clocks of the DCAN module are turned off, but there is a wake
up logic (see section 10.8.2) which can be active, if enabled. Also the actual contents of the control registers
can be read back.

Note:

In local low power mode, the application should not clear the Init bit while PDR is set.
If there are any messages in the Message RAM configured as to be transmitted and
the application resets the init bit, these messages may be sent.

10.8.2 Wakeup from local power down
There are two ways to wake up the DCAN from local power down mode:

The application could wake up the DCAN module manually by clearing the PDR bit and then clearing the Init
bit in CAN Control Register.

Alternatively, a CAN bus activity detection circuit can be activated by setting the wake up on bus activity bit
(WUBA) in CAN Control Register. If this circuit is active, on occurrence of a dominant CAN bus level, the
DCAN will automatically start the wake up sequence. It will clear the PDR bit in CAN Control Register and
also clear the PDA bit in Error and Status Register. The WakeUpPnd bit in CAN Error and Status Register
will be set. If Status Interrupts are enabled, also an interrupt will be generated. Finally the Init bit in CAN
control register will be cleared.

After the Init bit has been cleared, the module waits until it detects 11 consecutive recessive bits on the
CAN_RX pin and then goes Bus-Active again.

Note:

The CAN transceiver circuit has to stay active while CAN bus observation. The first
CAN message, which initiates the bus activity, cannot be received. This means that
the first message received in power down and automatic wake-up mode, is lost.

Figure 10-6 shows a flow diagram about entering and leaving local power down mode.
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Figure 10-6. Local power down mode flow diagram
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10.9 Parity Check Mechanism

The DCAN provides a parity check mechanism to ensure data integrity of Message RAM data. For each word
(32 bits) in Message RAM, one parity bit will be calculated. The formation of the different words is according
to the Message RAM representation in RDA mode, see section 10.16.4.

Parity information is stored in the Message RAM on write accesses and will be checked against the stored
parity bit from Message RAM on read accesses.

The Parity check functionality can be enabled or disabled by PMD bit field in CAN Control Register, see
section 10.17.1.

In case of disabled parity check, the parity bits in message RAM will be left unchanged on write access to
data area and no check will be done on read access.

If parity checking is enabled, parity bits will be automatically generated and checked by the DCAN. The parity
bits could be read in Debug/Suspend mode (see section 10.16.3) or in RDA mode (see section 10.16.4).
However, direct write access to the parity bits is only possible in this two modes with parity check disabled.

A parity bit will be set, if the modulo-2-sum of the data bits is 1. This definition is equivalent to: The parity bit
will be set, if the number of 1 bits in the data is odd.

10.9.1 Behavior on parity error

On any read access to Message RAM, e.g. during start of a CAN frame transmission, the parity of the
message object will be checked. If a parity error is detected, the PER bit in Error and Status Register will be
set. If error interrupts are enabled, also an interrupt would be generated. In order to avoid the transmission
of invalid data over the CAN bus, the MsgVal bit of the message object will be reset.

The message object data can be read by the host CPU, independently of parity errors. Thus, the application
has to ensure that the read data is valid, e.g. by immediately checking the Parity Error Code register on parity
error interrupt.

Note:
During RAM initialization, no parity check will be done.

10.9.2 Parity testing

Testing the parity mechanism can be done by enabling the bit RDA (RamDirectAccess) and manually writing
the parity bits directly to the dedicated RAM locations. With this, data and parity bits could be checked when
reading directly from RAM.

Note:
If parity check was disabled, the application has to ensure correct parity bit handling
in order to prevent parity errors later on when parity check is enabled.
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10.10 Debug/Suspend Mode

The module supports the usage of an external debug unit by providing functions like pausing DCAN activities
and making Message RAM content accessible via VBUSP interface.

Before entering debug/suspend mode, the circuit will either wait until a started transmission or reception will
be finished and Bus idle state is recognized, or immediately interrupt a current transmission or reception. This
is depending on bit IDS in CAN Control Register (see section 10.17.1).

Afterwards, the DCAN enters debug/suspend mode, indicated by InitDbg flag in CAN Control Register.

During Debug/Suspend mode, all DCAN registers can be accessed. Reading reserved bits will return ‘0’
Writing to reserved bits will have no effect.

Also, the Message RAM will be memory mapped. This allows the external debug unit to read the Message
RAM. For the memory organization, see section 10.16.3).

Note:
During Debug/Suspend Mode, the Message RAM cannot be accessed via the IFx
register sets.

Note:
Writing to control registers in debug/suspend mode may influence the CAN state
machine and further message handling.

For debug support, the auto clear functionality of the following DCAN registers is disabled:
* Error and Status Register (clear of status flags by read)
* [F1/IF2 Command Registers (clear of DMAActive flag by r/w)
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10.11 Module Initialization

After hardware reset, the Init bit in the CAN Control Register is set and all CAN protocol functions are
disabled. The configuration of the Bit timing and of the message objects should be completed before the CAN
protocol functions are enabled.

For the configuration of the message objects, see section 10.12.
For the configuration of the Bit Timing, see section 10.14.2.

The bits MsgVal, NewDat, IntPnd, and TxRqst of the message objects are reset to ‘0’ by a hardware reset.
The configuration of a message object is done by programming Mask, Arbitration, Control and Data bits of
one of the IF1/IF2 Interface Register sets to the desired values. By writing the message object number to bits
[7:0] of the corresponding IF1/IF2 Command Register, the IF1/IF2 Interface Register content is loaded into
the addressed message object in the Message RAM.

It is possible to initialize all message objects in the Message RAM by memory hardware initialization
(triggered by the device's system module, see system module reference guide for details).

The configuration of the bit timing requires that the CCE bit in the CAN Control Register is set additionally to
Init. This is not required for the configuration of the message objects.

When the Init bit in the CAN Control Register is cleared, the CAN Protocol Controller state machine of the
CAN Core and the Message Handler State Machine start to control the DCAN'’s internal data flow. Received
messages which pass the acceptance filtering are stored into the Message RAM; messages with pending
transmission request are loaded into the CAN Core’s Shift Register and are transmitted via the CAN bus.

The CPU may enable the interrupt lines (setting IEO and IE1 to ‘1’) at the same time when it clears Init and
CCE. The status interrupts EIE and SIE may be enabled simultaneously.

The CAN communication may be controlled interrupt-driven or in polling mode. The Interrupt Register points
to those message objects with IntPnd = ‘1'. It is updated even if the interrupt lines to the CPU are disabled
(IEO / IEQ are zero).

The CPU may poll all Message Object’'s NewDat and TxRgst bits in parallel from the NewData X Registers
and the Transmission Request X Registers. Polling can be made easier if all Transmit Objects are grouped
at the low numbers, all Receive Objects are grouped at the high numbers.
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10.12 Configuration of Message Objects

The whole Message RAM should to be configured before the end of the initialization, however it is also
possible to change the configuration of message objects during CAN communication.

The CAN software driver library should offer subroutines that:
» Transfer a complete message structure into a message object. (Configuration)

» Transfer the data bytes of a message into a message object and set TxRgst and NewDat. (Start a new
transmission)

» Get the data bytes of a message from a message object and clear NewDat (and IntPnd). (Read received
data)

» Get the complete message from a message object and clear NewDat (and IntPnd).
(Read a received message, including identifier, from a message object with UMask = ‘1)

Parameters of the subroutines are the Message Number and a pointer to a complete message structure or
to the data bytes of a message structure.

Two examples of assigning the IFx Interface Register sets to these subroutines are shown here:

In the first method, the tasks of the application program that may access the module are divided in two
groups. Each group is restricted to the use of one of the Interface Register sets. The tasks of one group may
interrupt tasks of the other group, but not of the same group.

In the second method, which may be a special case of the first method, there are only two tasks in the
application program that access the module. A Read_Message task that uses IF2 or IF3 to get received
messages from the Message RAM and a Write_Message task that uses IF1 to write messages to be
transmitted (or to be configured) into the Message RAM. Both tasks may interrupt each other.
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10.12.1 Configuration of a Transmit Object for Data Frames

Figure 10-7 shows how a Transmit Object can be initialized.

Figure 10-7. Initialization of a Transmit Object
MsgVal | Arb | Data | Mask | EoB | Dir | NewDat | MsgLst | RxIE | TxXIE | IntPnd | RmtEn | TxRgst

1 appl. | appl. | appl. 1 1 0 0 0 | appl 0 appl. 0

The Arbitration bits (ID[28:0] and Xtd bit) are given by the application. They define the identifier and type of
the outgoing message. If an 11-bit Identifier (Standard Frame) is used (Xtd = ‘0", it is programmed to
ID[28:18]. In this case, ID[17:0] can be ignored.

The Data Registers (DLC[3:0] and Data0-7) are given by the application, TxRgst and RmtEn should not be
set before the data is valid.

If the TXIE bit is set, the IntPnd bit will be set after a successful transmission of the message object.

If the RmtEn bit is set, a matching received Remote Frame will cause the TxRgst bit to be set; the Remote
Frame will autonomously be answered by a Data Frame.

The Mask bits (Msk[28:0], UMask, MXtd, and MDir bits) may be used (UMask="1") to allow groups of Remote
Frames with similar identifiers to set the TxRqst bit. The Dir bit should not be masked. For details see section
10.13.8. Identifier masking must be disabled (UMask = ‘0’) if no Remote Frames are allowed to set the TxRqst
bit (RmtEn ="'0’).

10.12.2 Configuration of a Transmit Object for Remote Frames

It is not necessary to configure Transmit Objects for the transmission of Remote Frames. Setting TxRqst for
a Receive Object will cause the transmission of a Remote Frame with the same identifier as the Data Frame
for which this receive Object is configured.

10.12.3 Configuration of a Single Receive Object for Data Frames

Figure 10-8 shows how a Receive Object for Data Frames can be initialized.

Figure 10-8. Initialization of a single Receive Object for Data Frames

MsgVal | Arb | Data | Mask | EoB | Dir | NewDat | MsgLst | RxIE | TXIE | IntPnd | RmtEn | TxRgst

1 appl. | appl. | appl. 1 0 0 0 appl. 0 0 0 0

The Arbitration bits (ID[28:0] and Xtd bit) are given by the application. They define the identifier and type of
accepted received messages. If an 11-bit Identifier (Standard Frame) is used (Xtd =‘0’), it is programmed to
ID[28:18]. In this case, ID[17:0] can be ignored. When a Data Frame with an 11-bit Identifier is received,
ID[17:0] will be setto ‘0.

The Data Length Code (DLC[3:0]) is given by the application. When the Message Handler stores a Data
Frame in the message object, it will store the received Data Length Code and eight data bytes. If the Data
Length Code is less than 8, the remaining bytes of the message object may be overwritten by non specified
values.

The Mask bits (Msk[28:0], UMask, MXtd, and MDir bits) may be used (UMask ="1") to allow groups of Data
Frames with similar identifiers to be accepted. The Dir bit should not be masked in typical applications. If
some bits of the Mask bits are set to “don’t care”, the corresponding bits of the Arbitration Register will be
overwritten by the bits of the stored Data Frame.

If the RXIE bit is set, the IntPnd bit will be set when a received Data Frame is accepted and stored in the
message object.

If the TxRgst bit is set, the transmission of a Remote Frame with the same identifier as actually stored in the
Arbitration bits will be triggered. The content of the Arbitration bits may change if the Mask bits are used
(UMask = "1") for acceptance filtering.
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10.12.4 Configuration of a Single Receive Object for Remote Frames
Figure 10-9 shows how a Receive Object for Remote Frames can be initialized.

Figure 10-9. Initialization of a single Receive Object for Remote Frames

MsgVal | Arb | Data | Mask | EoB | Dir | NewDat | MsglLst | RxIE | TxIE | IntPnd | RmtEn | TxRqgst

1 appl. | appl. | appl. 1 1 0 0 appl. 0 0 0 0

Receive Objects for Remote Frames may be used to monitor Remote Frames on the CAN bus. The Remote
Frame stored in the Receive Object will not trigger the transmission of a Data Frame. Receive Objects for
Remote Frames may be expanded to a FIFO buffer, see section 10.12.5.

UMask must be set to ‘1’. The Mask bits (Msk[28:0], UMask, MXtd, and MDir bits) may be set to “must-match”
or to “don’t care”, to allow groups of Remote Frames with similar identifiers to be accepted. The Dir bit should
not be masked in typical applications. For details see section 10.13.8.

The Arbitration bits (ID[28:0] and Xtd bit) may be given by the application. They define the identifier and type
of accepted received Remote Frames. If some bits of the Mask bits are set to “don’t care”, the corresponding
bits of the Arbitration bits will be overwritten by the bits of the stored Remote Frame. If an 11-bit Identifier
(Standard Frame) is used (Xtd = ‘0’), it is programmed to ID[28:18]. In this case, ID[17:0] can be ignored.
When a Remote Frame with an 11-bit Identifier is received, ID[17:0] will be set to ‘0'.

The Data Length Code (DLC[3:0]) may be given by the application. When the Message Handler stores a
Remote Frame in the message object, it will store the received Data Length Code. The data bytes of the
message object will remain unchanged.

If the RXIE bit is set, the IntPnd bit will be set when a received Remote Frame is accepted and stored in the
message object.

10.12.5 Configuration of a FIFO Buffer

With the exception of the EoB bit, the configuration of Receive Objects belonging to a FIFO Buffer is the same
as the configuration of a single Receive Object.

To concatenate multiple message objects to a FIFO Buffer, the identifiers and masks (if used) of these
message objects have to be programmed to matching values. Due to the implicit priority of the message
objects, the message object with the lowest number will be the first message object of the FIFO Buffer. The
EoB bit of all message objects of a FIFO Buffer except the last one have to be programmed to zero. The EoB
bits of the last message object of a FIFO Buffer is set to one, configuring it as the end of the block.
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10.13 Message Handling

When initialization is finished, the DCAN module synchronizes itself to the traffic on the CAN bus. It does
acceptance filtering on received messages and stored those frames that are accepted into the designated
message objects. The application has to update the data of the messages to be transmitted and to enable
and request their transmission. The transmission is requested automatically when a matching Remote Frame
is received.

The application may read messages which are received and accepted. Messages that are not read before
the next messages is accepted for the same message object will be overwritten.

Messages may be read interrupt-driven or after polling of NewDat.

10.13.1 Message Handler Overview

The Message Handler state machine controls the data transfer between the Rx/Tx Shift Register of the CAN
Core and the Message RAM. It performs the following tasks:

» Data Transfer from Message RAM to CAN Core (messages to be transmitted).

» Data Transfer from CAN Core to the Message RAM (received messages).

» Data Transfer from CAN Core to the Acceptance Filtering unit.

» Scanning of Message RAM for a matching message object (acceptance filtering).

e Scanning the same message object after being changed by IF1/IF2 registers when priority is same or
higher as message the object found by last scanning.

» Handling of TxRgst flags.
» Handling of interrupt flags.

The Message Handler registers contains status flags of all message objects grouped into the following topics:
» Transmission Request flags

* New Data flags

 Interrupt Pending Flags

* Message Valid Registers

Instead of collecting above listed status information of each message object via IFx registers separately,
these Message Handler registers provides a fast and easy way to get an overview e.g. about all pending
transmission requests.

All Message Handler registers are read-only.
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10.13.2 Receive/Transmit Priority

The receive/transmit priority for the message objects is attached to the message number, not to the CAN
identifier. Message object 1 has the highest priority, while the last implemented message object has the
lowest priority. If more than one transmission request is pending, they are serviced due to the priority of the
corresponding message object, so e.g. messages with the highest priority can be placed in the message
objects with the lowest numbers.

The acceptance filtering for received Data Frames or Remote Frames is also done in ascending order of
message objects, so a frame that has been accepted by a message object cannot be accepted by another
message object with a higher Message Number. The last message object may be configured to accept any
Data Frame or Remote Frame that was not accepted by any other message object, for nodes that need to
log the complete message traffic on the CAN bus.

10.13.3 Transmission of Messages in Event Driven CAN Communication

If the shift register of the CAN Core is ready for loading and if there is no data transfer between the IFx
Registers and Message RAM, the MsgVal bits in the Message Valid Register and the TxRgst bits in the
Transmission Request Register are evaluated. The valid message object with the highest priority pending
transmission request is loaded into the shift register by the Message Handler and the transmission is started.
The message object's NewDat bit is reset.

After a successful transmission and if no new data was written to the message object (NewDat = ‘0’) since
the start of the transmission, the TxRqst bit will be reset. If TxIE is set, IntPnd will be set after a successful
transmission. If the DCAN has lost the arbitration or if an error occurred during the transmission, the message
will be retransmitted as soon as the CAN bus is free again. If meanwhile the transmission of a message with
higher priority has been requested, the messages will be transmitted in the order of their priority.

If Automatic Retransmission mode is disabled by setting the DAR bit in the CAN Control Register, the
behavior of bits TxRgst and NewDat in the Message Control Register of the Interface Register set is as
follows:

» When a transmission starts, the TxRgst bit of the respective Interface Register set is reset, while bit
NewDat remains set.

* When the transmission has been successfully completed, the NewDat bit is reset.

When a transmission failed (lost arbitration or error) bit NewDat remains set. To restart the transmission, the

application has to set TxRgst again.

Received Remote Frames do not require a Receive Object. They will automatically trigger the transmission
of a Data Frame, if in the matching Transmit Object the RmtEn bit is set.

10.13.4 Updating a Transmit Object

The CPU may update the data bytes of a Transmit Object any time via the IF1/IF2 Interface Registers, neither
MsgVal nor TxRgst have to be reset before the update.

Even if only a part of the data bytes are to be updated, all four bytes in the corresponding IF1/IF2 Data A
Register or IF1/IF2 Data B Register have to be valid before the content of that register is transferred to the
message object. Either the CPU has to write all four bytes into the IF1/IF2 Data Register or the message
object is transferred to the IF1/IF2 Data Register before the CPU writes the new data bytes.

When only the data bytes are updated, first 0x87 can be written to bits [23:16] of the Command Register and
then the number of the message object is written to bits [7:0] of the Command Register, concurrently updating
the data bytes and setting TxRqgst with NewDat.

To prevent the reset of TxRgst at the end of a transmission that may already be in progress while the data is
updated, NewDat has to be set together with TxRgst in event driven CAN communication. For details see
section 10.13.3.

When NewDat is set together with TxRqst, NewDat will be reset as soon as the new transmission has started.

10.13.5 Changing a Transmit Object

If the number of implemented message objects is not sufficient to be used as permanent message objects
only, the Transmit Objects may be managed dynamically. The CPU can write the whole message (Arbitration,
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Control, and Data) into the Interface Register. The bits [23:16] of the Command Register can be set to 0xB7

for the transfer of the whole message object content into the message object. Neither MsgVal nor TxRgst
have to be reset before this operation.

If a previously requested transmission of this message object is not completed but already in progress, it will
be continued; however it will not be repeated if it is disturbed.

To only update the data bytes of a message to be transmitted, bits [23:16] of the Command Register should
be set to 0x87.

Note:
After the update of the Transmit Object, the Interface Register set will contain a copy
of the actual contents of the object, including the part that had not been updated.

10.13.6 Acceptance Filtering of Received Messages

When the arbitration and control bits (Identifier + IDE + RTR + DLC) of an incoming message is completely
shifted into the shift register of the CAN Core, the Message Handler starts to scan of the Message RAM for
a matching valid message object:

» The Acceptance Filtering unit is loaded with the arbitration bits from the CAN Core shift register.

» Then the arbitration and mask bits (including MsgVal, UMask, NewDat, and EoB) of Message Object 1 are
loaded into the Acceptance Filtering unit and are compared with the arbitration bits from the shift register.
This is repeated for all following message objects until a matching message object is found, or until the
end of the Message RAM is reached.

» If a match occurs, the scanning is stopped and the Message Handler proceeds depending on the type of
the frame (Data Frame or Remote Frame) received.

10.13.7 Reception of Data Frames

The Message Handler stores the message from the CAN Core shift register into the respective message
object in the Message RAM. Not only the data bytes, but all arbitration bits and the Data Length Code are
stored into the corresponding message object. This ensures that the data bytes stay associated to the
identifier even if arbitration mask registers are used.

The NewDat bit is set to indicate that new data (not yet seen by the CPU) has been received. The CPU should
reset the NewDat bit when it reads the message object. If at the time of the reception the NewDat bit was
already set, MsgLst is set to indicate that the previous data (supposedly not seen by the CPU) is lost. If the
RXIE bit is set, the IntPnd bit is set, causing the Interrupt Register to point to this message object.

The TxRgst bit of this message object is reset to prevent the transmission of a Remote Frame, while the
requested Data Frame has just been received.

10.13.8 Reception of Remote Frames

When a Remote Frame is received, three different configurations of the matching message object have to be
considered:
1. Dir =1’ (direction = transmit), RmtEn = ‘1’, UMask = ‘1’ or ‘0’
The TxRgst bit of this message object is set at the reception of a matching Remote Frame. The rest of the
message object remains unchanged.
2. Dir = ‘1’ (direction = transmit), RmtEn = ‘0’, UMask = ‘0’
The Remote Frame is ignored, this message object remains unchanged.
3. Dir =1’ (direction = transmit), RmtEn = ‘0’, UMask = ‘1’
The Remote Frame is treated similar to a received Data Frame. At the reception of a matching Remote
Frame, the TxRqst bit of this message object is reset. The arbitration and control bits (Identifier + IDE +
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RTR + DLC) from the shift register are stored in the message object in the Message RAM and the NewDat
bit of this message object is set. The data bytes of the message object remain unchanged.

10.13.9 Reading Received Messages

The CPU may read a received message any time via the IFx Interface Registers, the data consistency is
guaranteed by the Message Handler state machine.

Typically the CPU will write first 0x7F to bits [23:16] and then the number of the message object to bits [7:0]
of the Command Register. That combination will transfer the whole received message from the Message
RAM into the Interface Register set. Additionally, the bits NewDat and IntPnd are cleared in the Message
RAM (not in the Interface Register set). The values o